Kodeks postepowania RODO
dla fotografow

MOTTO
Juz w chwili naci$niecia spustu migawki dochodzi
do przetwarzania danych osobowych

Wstep

Kodeks postepowania dla fotograféw jest zbiorem najwazniejszych informacji oraz zasad,
ktére majg poméc fotografom oraz innym osobom zwigzanym z branzg fotograficzng we
wiasciwym stosowaniu Rozporzgdzenia Parlamentu Europejskiego i Rady (UE) 2016/679 z
dnia 27 kwietnia 2016 r. w sprawie ochrony osoéb fizycznych w zwigzku z przetwarzaniem
danych osobowych i w sprawie swobodnego przeptywu takich danych oraz uchylenia
dyrektywy 95/46/WE (ogdlne rozporzgdzenie o ochronie danych) — RODO.

Dzieki temu, Zze kodeks zostat dostosowany do specyfiki sektora branzy fotograficznej, osoby
dziatajgce w tejze branzy znajdg w nim odpowiedz na szczegdtowe pytania zwigzane z
przetwarzaniem danych osobowych, a takze wytyczne postepowania w typowych dla
fotografa procesach przetwarzania danych.



Zakres terytorialny zastosowania kodeksu

Kodeks postepowania dla fotografow jest kodeksem krajowym, obejmuje czynnosci
przetwarzania prowadzone w Rzeczypospolitej Polskiej. Kodeks ma zastosowanie do
fotograféw oraz innych oséb zwigzanych z branzg fotograficzng, majacych siedzibe oraz
prowadzgcych dziatalnos¢ gospodarczg na terytorium Rzeczypospolitej Polskiej.

Wiasciwe organy nadzorujace

Stosowanie kodeksu podlega jurysdykcji polskich organéw nadzorujgcych przestrzeganie
przepisdw o ochronie danych osobowych.

Cele kodeksu

Praca fotografa, jak rowniez wytwory jego pracy, czyli fotografie, w obecnym Swiecie, sg
kwestia bardzo powszechng i dostepng dla szerokich rzesz ludzi. Oprécz fotografii
niezbednej do zycia w spoteczenstwie - takiej jak fotografia do dokumentéw, wspétczesne
spoteczenstwo korzysta w duzej mierze z fotografii dokumentujgcej zycie codzienne, réznego
rodzaju wazne momenty. Upowszechnity sie ustugi zwigzane ze sSwiadczeniem sesji
zdjeciowych z zycia rodziny (sesje narzeczenskie, slubne, rodzinne) a nawet z momentow
bardzo prywatnych, intymnych (sesje fotograficzne w czasie porodu). Fotograf czesto
towarzyszy w wydarzeniach szkolnych, dokumentuje przebieg imprez (prywatnych i
publicznych). Fotografia stata sie wiec w zyciu codziennym wspétczesnego cztowieka rzeczg
bardzo dostepna, do ktérej nie przyktada sie wielkiej wagi w kontekscie swojej prywatnosci.
Przekonaniu temu pomogta roéwniez rosngca popularnos¢ medidw spotecznosciowych, na
ktérych dziennie umieszczane sg tysigce zdje¢ zawierajgcych wizerunek oséb fizycznych.

Powszechnos$¢ i dostepnosc tej techniki utrwalania danych osobowych sprawita, ze zaréwno
fotografowie, jak i fotografowani, nie majg zakorzenionej Swiadomosci doniostosci fotografii,
jako nosnika danych. Fotografia - z jednej strony powszechna, a z drugiej strony zbierajgca
réznego rodzaju dane osobowe - powinna zawsze by¢ traktowana z nalezytg powaga w
kontekscie ochrony prywatnosci.

Podstawowym zatozeniem tworcow kodeksu jest zwiekszenie $wiadomosci spoteczenstwa, a
w szczegolnosci fotografow, dotyczgcej koniecznosci stosowania przepisow RODO w
fotografii.

Tworcy wskazujg nastepujgce cele kodeksu:

- wsparcie w interpretacji przepiséw prawnych dotyczgcych ochrony danych
osobowych przy uwzglednieniu specyfiki branzy fotograficznej,

- identyfikacja proceséw przetwarzania w branzy fotograficznej,
- okreslenie zasad przetwarzania danych oraz regut postepowania,

- usuniecie niepewnosci prawnej co do stosowania RODO w przypadku specyficznych
dziatan wiasciwych dla branzy fotograficznej,



- przedstawienie praktycznych rozwigzan probleméw zwigzanych z przetwarzaniem
danych osobowych przez fotografow,

- podniesienie poziomu ochrony danych osobowych w branzy fotograficznej, w tym
Swiadomosci praw i obowigzkdéw z tego wynikajgcych,

- wsparcie w wykazaniu zgodnosci z RODO, kodeks jako skuteczne narzedzie
rozliczalnosci.

Reprezentatywnos$¢ tworcow kodeksu
Niniejszy kodeks zostat stworzony przez Krajowy Cech Fotograféw, Zalamo oraz SO IN LAW.

Tworcy kodeksu, od czasu wejscia w zycie RODO, podejmujg czynne dziatania zwigzane z
obserwowaniem gotowosci fotograféw na wykonywanie obowigzkoéw naktadanych na nich
przez przepisy RODO. W szczegdlnosci biorg udziat w dyskusjach inicjowanych przez
fotografow lub tworcow kodeksu.

Krajowy Cech Fotograféw

Gtéwny twérca i inicjator prac kodeksowych.

Cech prowadzi dziatalnosé¢ statutowg od pazdziernika 1989 r. i zrzesza obecnie 61
cztonkdw.

Do zadan Krajowego Cechu Fotografébw nalezy utrwalanie wiezi srodowiskowych,
prowadzenie na rzecz cztonkéw dziatalnosci spofeczno-organizacyjnej,
kulturalno-o$wiatowej, szkoleniowej i gospodarczej, motywowanie cztionkéw do aktywnego
znajdowania nowych form jakosci ustug oraz dziatan na polu zawodowym i twdrczym,
reprezentowanie intereséw cztonkow wobec organéw administracji panstwowej, wiadz
oswiatowych, saddéw, innych instytucji dziatajgcych zgodnie z aktualnym prawodawstwem.

Krajowy Cech Fotografébw miedzy innymi skutecznie reprezentowat wszystkie zaktady
fotograficzne w Polsce w procedurze legislacyjnej dotyczacej zdje¢ do dokumentéw
identyfikacyjnych.

Zalamo

Partner, wspéttwérca kodeksu w zakresie technologicznym. Zalamo jako podmiot o
ugruntowanej pozycji w branzy fotograficznej, specjalizuje sie w dostarczaniu
profesjonalnych rozwigzan technologicznych wspierajgcych fotograféw w zarzadzaniu ich
dziatalnoscig. Dzieki autorskiej platformie, Zalamo zapewnia kompleksowe narzedzia do
obstugi procesow zwigzanych z przechowywaniem, przetwarzaniem i udostepnianiem zdjeé.
Rozwigzania oferowane przez Zalamo, takie jak udostepnianie galerii klientom, integracja
systemdéw ptatnosci oraz zarzadzanie danymi osobowymi klientow, sg zaprojektowane z
uwzglednieniem najwyzszych standardéw ochrony danych. Zalamo posiada wieloletnie
doswiadczenie w tworzeniu rozwigzan branzowych wspierajgcych prace tysiecy fotograféw w
Polsce i za granica.



SO IN LAW

Kancelaria zajmujgca sie swiadczeniem ustug prawnych, ktéra zajmuje sie wspieraniem
branzy kreatywnej, w tym fotograféw, w biezgcej dziatalnosci gospodarczej. Kancelaria
zajmowata sie wdrazaniem RODO w dziesigtkach przedsiebiorstw swiadczgcych ustugi
fotograficzne i wspiera fotografow w kompleksowym i biezgcym prowadzeniu dziatalnosci
zgodnej z przepisami o ochronie danych osobowych.

Informacje o przeprowadzonych konsultacjach spotecznych i ich wyniku
Opracowanie dotyczace konsultacji zostato przygotowane w Zatgczniku nr 2 do Whniosku.
Dlaczego kodeks utatwi stosowanie RODO?

Z uwagi na specyfike branzy fotograficznej, w tym wyjgtkowe (niespotykane w innych
branzach) procesy przetwarzania, zasadnym jest stworzenie jednolitych regut postepowania.
Jednoznaczne wytyczne sg tez niezwykle potrzebne w branzy fotograficznej ze wzgledu na
pojawiajgce sie odmienne, czesto sprzeczne stanowiska lub opinie, ktére niejednokrotnie sg
catkowicie niezgodne z dotychczas wypracowang wyktadnig RODO, a ich realizacja przez
fotografow jest niemozliwa do zrealizowania w praktyce, bowiem catkowicie pomija specyfike
pracy fotografa.

Oznacza to, ze oprocz dziatah zwigzanych stricte ze stworzeniem kodeksu, tworcy kodeksu
widzg koniecznosc¢ podjecia dodatkowych dziatah, zwigzanych z:

- bardzo przystepnym podnoszeniem $wiadomosci fotografow,
- edukowaniem spoteczenstwa w zakresie prywatnosci i fotografii,

- aktywnym wsparciem fotografow w mozliwosci stosowania kodeksu, wdrazaniem
niezbednych procedur,

- motywowaniem dziatania fotografébw poprzez wptyw podmiotéw zewnetrznych -
klientow fotograféw.

W jaki sposob kodeks przyczyni sie do wlasciwego stosowania RODO?

Z doswiadczenia tworcy kodeksu poziom wdrozenia procedur ochrony danych osobowych
wsrod fotografow nie jest odpowiedni. Najczesciej procedury sprowadzajg sie do
czedciowego uregulowania wytgcznie kwestii zewnetrznych - tj. posiadania wzoréw zgod
os6b fotografowanych oraz tresci zwigzanych z obowigzkiem informacyjnym (np. w
umowach).

Znaczna czes¢ fotograféw prowadzi dziatalnosci gospodarcze w statym miejscu prowadzenia
dziatalnosci - np. w atelier czy studiu fotograficznym. Ponadto, fotografowie bardzo czesto
prowadzg dziatalno$¢ gospodarczg w miejscach prywatnych wlasnego zamieszkania,
korzystajgc z narzedzi informatycznych, ktére jednoczesnie stuzg im w zyciu prywatnym.

Organizacja pracy fotografa jako administratora danych, odbiega znacznie od organizacji
pracy innych podmiotoéw przetwarzajgcych dane osobowe na wiekszg skale. Fotografowie



rzadko pracujg w wyznaczonych do tego przestrzeniach, ich praca czesto podejmowana jest
W miejscach zamieszkania. Fotografowie czesto podrézujg i na ogét wykonujg sesje
zdjeciowe poza miejscem prowadzenia dziatalno$ci gospodarczej, w tym w miejscach
publicznych, podczas imprez masowych czy rdéznego rodzaju zgromadzen. Ponadto,
fotografowie przetwarzajg dane osobowe przy pomocy narzedzi informatycznych, czesto
korzystajgc z rozwigzan online i chmurowych.

W dodwiadczenia tworcow kodeksu mozna wyszczegdlnié nastepujgce, najczesciej
wystepujgce zagrozenia dotyczgce ochrony danych osobowych:

- utrata danych (usuniecie danych ze sprzetu informatycznego, przypadkowe usuniecie
danych z karty aparatu),

- rozpowszechnianie danych w internecie bez zgody oséb na fotografiach
uwidocznionych (np. na stronie internetowej fotografa), w szczegdlnosci w mediach
spotecznosciowych,

- dostep do danych przez osoby nieuprawnione:
- kradziez sprzetu, na ktérym zapisane sg dane,
- brak odpowiednich zabezpieczeh sprzetu fotograféw,

- korzystanie przez fotografow z ustugodawcédw niezapewniajgcych
odpowiedniej ochrony (np. hostingodawcow, narzedzi do obrébki zdjec),

- udostepnianie zdje¢ klientom za pomocg galerii niezabezpieczonych hastem
lub nieodpowiednio zabezpieczonych

- korzystanie przez fotografow w dziatalnosci profesjonalnej z medidw
spotecznosciowych

Najwiekszym zagrozeniem dla bezpieczenstwa przetwarzania danych sg codzienne dziatania
fotografow - w szczegdlnosci zwigzane z transportem nosnikéw danych oraz korzystaniem z
narzedzi online do transferu zdjeé.

Wszystkie ww. zagrozenia wynikajg z dwoch podstawowych czynnikow: braku swiadomosci
fotograféw dot. doniosto$ci prawnej ich pracy w kontekscie ochrony danych osobowych, a w
zwigzku z tym - korzystanie z narzedzi informatycznych i ustugodawcéw internetowych,
ktérzy nie zapewniajg odpowiedniego poziomu ochrony tych danych. Twércy kodeksu widzg
w planowanych dziataniach i w samym kodeksie narzedzie do zwiekszania swiadomosci
spoteczenstwa w kontekscie fotografii, a takze do utatwienia fotografom stosowania RODO w
praktyce.



Jakie korzysci plyng ze stosowania kodeksu?

Przede wszystkim gtdéwng zaletg jest uzyskanie pomocy w stosowaniu przepiséw RODO.
Dzieki stosowaniu kodeksu mozna réwniez wykaza¢, ze administrator danych (np.
przetwarzajgcy dane fotograf) wywigzuje sie z obowigzkéw natozonych przepisami prawa.
Ponadto, wykazanie stosowania kodeksu moze by¢ okolicznoscig tagodzgcg w przypadku
decyzji podejmowanej przez organ nadzorczy, np. w kwestii natozenia administracyjnej kary
pienieznej oraz jej wysokosci.

Co zawiera kodeks?

Zatozeniem twoércéw kodeksu byto stworzenie zrodta wiedzy jak najbardziej przystepnego dla
zainteresowanych zaréwno pod wzgledem uktadu, jak i tresci.

W rozdziale pierwszym znajduje sie baza najwazniejszych pojeé oraz wyjasnienie przepisow
dotyczacych ochrony danych osobowych.

Rozdziat drugi stanowi czes¢ szczegdtowa, w ktdrej omowiono rézne typy fotografii wraz z
przedstawieniem pojawiajgcych sie w praktyce probleméw oraz ich wyjasnieniem. Analiza
zagadnien szczegotowych zawiera odnosniki do czesci ogodlnej, tak aby czytelnik mogt w
razie potrzeby przypomnie¢ sobie kwestie teoretyczne zwigzane z omawianym problemem
np. czym sg dane osobowe badz jak powinna wyglada¢ zgoda na przetwarzanie danych
osobowych.

Rozdziat trzeci stanowi baze wiedzy na temat procedur wewnetrznych, ktére mogg byé¢
stosowane przez fotograféw przetwarzajgcych dane osobowe, a takze zawiera gotowe wzory
dokumentéw.

W czesci ostatniej — rozdziale czwartym — opisano kwestie formalne zwigzane z
przystapieniem do kodeksu oraz jego stosowaniem.
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Rozdziat | - Czesé ogdlna
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No ok

10.
11.
12.
13.
14.

Stowniczek
Kogo RODO dotyczy?
a. Administratora danych osobowych
b. Osoba, ktérej dane dotycza
Co to sg dane osobowe i na jakim terenie stosuje sie RODO?
a. Czym sg dane osobowe?
b. Co to jest przetwarzanie danych?
c. Na jakim terytorium stosuje sie RODO?
d. Wytgczenia stosowania RODO
e. Ograniczenia stosowania RODO
Czas przetwarzania danych osobowych
Powierzenie przetwarzania danych, udostepnianie danych
Legalne przetwarzanie danych
Podstawa prawna przetwarzania danych osobowych
a. Zgoda
Umowa
Obowigzek prawny
Ochrona zywotnych intereséw
Zadania realizowane w interesie publicznym
f. Usprawiedliwiony interes administratora
Obowigzek informacyjny
Pojecie wizerunku — ujecie na gruncie prawa cywilnego, Prawa autorskiego oraz
przepiséw dotyczacych ochrony danych osobowych
a. Wizerunek na gruncie przepiséw o ochronie danych osobowych
b. Wizerunek i jego ochrona na gruncie przepisow Prawa autorskiego
c. Wizerunek jako dobro osobiste
Wizerunek jako dane biometryczne
Wykorzystywanie fotografii dla celéw promocji wiasnej fotografa
Uprawnienia osob, ktérych dane dotyczg i ich realizacja przez administratora
Przetwarzanie danych osobowych w kosciotach lub innych zwigzkach wyznaniowych
Wizerunek osoby niepetnoletniej
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Rozdzial Il - CzesS¢ szczegolna wraz z wzorami dokumentéow
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Fotografia slubna

Atelier

Sesje z okreslong grupg osob
Fotografia szkolna

Fotografia komunijna

Fotografia eventowa

Fotografia reporterska, streetowa
Fotobudki, gifboxy

Sesje z modelkami, TFP



10. Wykorzystanie fotografii do promociji dziatalnosci fotografa

Rozdziat Ill - Procedury wewnetrzne wraz z wzorami dokumentéw

Zabezpieczenia — analiza ryzyka i adekwatnosé srodkow
Zasady dot. przeprowadzania testu rownowagi

Rejestr czynno$ci przetwarzania danych

Rejestr upowaznien

Zarzgdzanie incydentami

Rejestr naruszen

Inspektor ochrony danych
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Rozdziat IV - Stosuj kodeks postepowania!

1. Sposéb przystgpienia do kodeksu postepowania
2. Podmiot monitorujgcy (art. 40 ust. 4 RODO)



Rozdziat | — Czes¢ ogolna
1. Stowniczek.

Dane osobowe: “wszelkie informacje o zidentyfikowanej lub mozliwej do zidentyfikowania
osobie fizycznej”. Przez mozliwg do zidentyfikowania osobe rozumie sie takg, ,ktérg mozna
bezposrednio lub posrednio zidentyfikowaé, w szczegdlnosci na podstawie identyfikatora
takiego jak imie i nazwisko, numer identyfikacyjny, dane o lokalizacji, identyfikator
internetowy lub jeden badZz kilka szczegdlnych czynnikéw okreslajgcych fizyczna,
fizjologiczng, genetyczng, psychiczng, ekonomiczng, kulturowg lub spoteczng tozsamosé
osoby fizycznej” - art. 4 pkt 1) RODO.

[pojecie danych osobowych szczegétowo opisano na str. 13]

Administrator: ,osoba fizyczna lub prawna, organ publiczny, jednostka lub inny podmiot,
ktéry samodzielnie lub wspdlnie z innymi ustala cele i sposoby przetwarzania danych
osobowych (...).” - art. 4 pkt 7) RODO.

[pojecie administratora danych szczegotowo opisano na str. 11]

Procesor: “jest to podmiot, ktéry przetwarza dane osobowe w imieniu i na rzecz
administratora.” - art. 4 pkt 8) RODO.

[pojecie procesora szczegétowo opisano na str. 18-19]

RODO: Rozporzagdzenie Parlamentu Europejskiego i Rady (UE) 2016/679 z dnia 27 kwietnia
2016 r. w sprawie ochrony 0s6éb fizycznych w zwigzku z przetwarzaniem danych osobowych i
w sprawie swobodnego przeptywu takich danych oraz uchylenia dyrektywy 95/46/WE
(ogdlne rozporzgdzenie o ochronie danych).

Prawo autorskie: Ustawa z dnia 4 lutego 1994 r. o prawie autorskim i prawach pokrewnych

Dekret: Dekret ogolny w sprawie ochrony osob fizycznych w zwigzku z przetwarzaniem
danych osobowych w Kosciele katolickim”, wydany na podstawie kan. 455 Kodeksu Prawa
Kanonicznego przez Konferencje Episkopatu Polski 13 marca 2018 r., podczas 378.
Zebrania Plenarnego w Warszawie.




2. Kogo RODO dotyczy?

a) Administrator danych osobowych

Administratorem danych osobowych jest ,osoba fizyczna lub prawna, organ publiczny,
jednostka lub inny podmiot, ktéry samodzielnie lub wspdlnie z innymi ustala cele i sposoby
przetwarzania danych osobowych (...).” - art. 4 pkt 7) RODO.

Administratorem nazywamy te osobe Ilub podmiot, ktéry jest odpowiedzialny za
przetwarzanie danych, samodzielnie decyduje miedzy innymi po co zbierane sg dane
osobowe, co sie z nimi dzieje, w jaki sposéb sg przetwarzane itp.

Warto tez wspomniec¢, ze administrator musi zadba¢ o to, by w ogdle méc przetwarzaé dane
(np. na podstawie zgody lub zawartej umowy), odpowiednio je zabezpieczy¢, a takze
realizowac prawa oséb, ktérych dane dotycza.

W praktyce, jesli fotograf pracuje na witasny rachunek (np. w formie jednoosobowej
dziatalnosci gospodarczej), zbiera dane swoich klientéw, przechowuje je, wykonuje zdjecia,
na ktérych utrwalony jest wizerunek oséb itp. — staje sie faktycznie administratorem danych
osobowych. Co wazne, administrator nie zawsze samodzielnie zbiera dane i wykonuje
wszystkie czynnosci — np. robi zdjecia przy pomocy swojego asystenta. Istotg jest to, ze
administrator podejmuje decyzje zmierzajgce do ustalenia celow i sposobéw przetwarzania
danych osobowych. Skutkiem uznania kogo$ za administratora jest powstanie po jego
stronie szeregu obowigzkéw, aby dane osobowe byty przetwarzane zgodnie z prawem.

Co z podwykonawcami dziatajgcymi na rzecz fotografa? Jesli fotograf korzysta z ustug
podwykonawcéw, np. grafika, innego fotografa, labu, ale w dalszym ciggu sam decyduje o
celach i sposobach przetwarzania danych — nadal jest administratorem. Podwykonawcy w
tym wypadku sg podmiotami przetwarzajgcymi (inna nazwa: procesor) i przetwarzajg dane
na podstawie powierzenia danych. W takim wypadku trzeba zawrzeé¢ z nimi umowe
powierzenia zanim dane osobowe zostang im przekazane. [0 umowie powierzenia mozna
przeczytac na str. 14]

b) Osoba, ktorej dane dotycza

Najprosciej ujmujgc osoba, ktérej dane dotyczag jest konkretny cztowiek - osoba fizyczna,
ktéra zostata zidentyfikowana lub mozliwe jest jej zidentyfikowanie na podstawie okreslonych
informacji. Podmiotem danych jest wiec klient, z ktérym podpisujemy umowe, czy osoba
sfotografowana na zdjeciu.

Wobec takiej osoby administrator ma szereg obowigzkow, przede wszystkim musi:
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- wykaza¢ sie podstawg prawng przetwarzania danych tej osoby (o podstawie prawnej
przetwarzania danych mozna przeczytac na str. 20),

- spetni¢ wobec niej obowigzek informacyjny (wyjasnienie czym jest obowigzek informacyjny
znajduje sie na str. 27),

- realizowac jej prawa (uprawnienia osob, ktorych dane dotyczg opisano na str. 42).
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3. Co to sg dane osobowe i na jakim terenie stosuje sie RODO?

“Przepisy rozporzgdzenia o ochronie danych osobowych stosuje sie do przetwarzania
danych osobowych w sposéb catkowicie lub czesciowo zautomatyzowany oraz do
przetwarzania w spos6b inny niz zautomatyzowany danych osobowych stanowigcych czesc
zbioru danych lub majgcych stanowic¢ czesé¢ zbioru danych” (art. 2 ust. 1 RODO).

Aby lepiej zrozumie¢ kiedy przepisy RODO majg zastosowanie, wyjashiamy ponizej
poszczegoblne elementy przytoczonego przepisu.

a) Czym sg dane osobowe?

Danymi osobowymi sg wszelkie informacje o zidentyfikowanej lub mozliwej do
zidentyfikowania osobie fizycznej”. Przez mozliwg do zidentyfikowania osobe rozumie sie
takg, ,ktérg mozna bezposrednio lub posrednio zidentyfikowa¢, w szczegdlnosci na
podstawie identyfikatora takiego jak imie i nazwisko, numer identyfikacyjny, dane o
lokalizacji, identyfikator internetowy Ilub jeden bgdz kilka szczegolnych czynnikow
okreslajgcych fizyczna, fizjologiczng, genetyczng, psychiczng, ekonomiczng, kulturowg lub
spoteczng tozsamos¢ osoby fizycznej” - art. 4 pkt 1) RODO.

Jak wida¢, przywotany powyzej przepis zawiera ogolne wskazowki i wytyczne pozwalajgce
na oceng, czy w danej sytuacji konkretna informacja stanowi dane osobowe. Co istotne, dla
zakwalifikowania okreslonych informacji, jako danych osobowych nie ma znaczenia, w jaki
sposob zostaty przedstawione i na jakim nosniku utrwalone. Mogg by¢ to zaréwno stowa,
liczby, dZzwigki, czy obrazy (np. fotografia), jak i filmy wideo (np. z monitoringu). Tym samym
nosnikiem moze by¢ wszystko, na czym wspomniane informacje da sie utrwali¢, tj. papier,
twardy dysk, serwer w sieci - chmura itp.

Jak nalezy rozumie¢ zawarty w przepisie ,czynnik fizyczny”? Wydaje sie, ze mogg by¢ to
wszelkie cechy fizyczne danej osoby, np. wizerunek twarzy, przedstawienie catej postaci,
informacje o wzro$cie, kolorze oczu, czy nawet blizny lub znamiona. Nie oznacza to jednak,
ze kazdy wizerunek danej osoby bedzie uznany za dane osobowe — oceny dokonujemy
zawsze indywidualnie. Wazny w tym kontekscie jest motyw 26 preambuty RODO, w mysl|
ktérej ,aby stwierdzi¢, czy dana osoba fizyczna jest mozliwa do zidentyfikowania, nalezy
wzig¢é pod uwage wszelkie rozsadnie prawdopodobne sposoby (w tym wyodrebnienie
wpiséw dotyczacych tej samej osoby), w stosunku do ktérych istnieje uzasadnione
prawdopodobienstwo, iz zostang wykorzystane przez administratora lub inng osobe w celu
bezposredniego lub posredniego zidentyfikowania osoby fizycznej. Aby stwierdzi¢, czy dany
sposéb moze by¢ z uzasadnionym prawdopodobienstwem wykorzystany do zidentyfikowania
danej osoby, nalezy wzig¢ pod uwage wszelkie obiektywne czynniki, takie jak koszt i czas
potrzebne do jej zidentyfikowania, oraz uwzgledni¢ technologie dostepng w momencie
przetwarzania danych, jak i postep technologiczny". Tres¢ przywotanego motywu ma
szczegoblne znaczenie w kontekscie kwalifikacji wizerunku jako informacji stanowigcej dane
osobowe, bowiem wizerunek jest elementem, ktéry bardzo dobrze identyfikuje tozsamos¢
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konkretnej osoby fizycznej, jednakze nie w kazdej sytuacji czynniki obiektywne, takie jak
koszt, czas, czy uzyta technologia bedg miarodajne. Inaczej mowigc, jesli do okredlenia
tozsamosci osoby fizycznej na podstawie jej wizerunku konieczne bedzie poswiecenie
duzego naktadu czasu, srodkéw, zespotu ludzkiego, a takze uzycie specjalistycznej i trudno
dostepnej dla administratora technologii, informacje te nie bedg traktowane jako dane
osobowe.

b) Co to jest przetwarzanie danych?

Przetwarzaniem sg wszelkie operacje lub dziatania wykonywane na danych osobowych (art.
4 pkt 2 RODO).

Do takich czynnosci nalezg miedzy innymi zbieranie, utrwalanie, organizowanie,
porzadkowanie, przechowywanie, adaptowanie lub modyfikowanie, pobieranie, przeglgdanie,
wykorzystywanie, ujawnianie poprzez przestanie, rozpowszechnianie lub innego rodzaju
udostepnianie, dopasowywanie lub tgczenie, ograniczanie, usuwanie lub niszczenie.

Jak wida¢, o przetwarzaniu mozna mowi¢ zawsze wtedy, gdy cokolwiek robimy z danymi.
Juz samo zebranie danych klienta (np. imie, nazwisko i numer telefonu) w celu umowienia
sie na sesje stanowi przetwarzanie danych. Oznacza to, ze juz na tym etapie wystgpit jeden
z elementéw warunkujgcych konieczno$¢ stosowania RODO.

Przetwarzaniem danych jest samo zrobienie zdjecia, w momencie jego utrwalenia w pamieci
aparatu lub kliszy.

Przetwarzaniem danych jest tez samo przechowywanie danych, nawet jezeli nie
przeprowadza sie zadnego innego rodzaju czynnosci z danymi, a nawet jezeli nie ma sie do
nich wgladu.

¢) Na jakim terytorium stosuje si¢ RODO?

RODO ma zastosowanie do przetwarzania danych osobowych w zwigzku z dziatalnoscig
prowadzong przez jednostke organizacyjng administratora lub podmiotu przetwarzajgcego w
Unii, niezaleznie od tego, czy przetwarzanie odbywa sie w Unii (art. 3 ust. 1 RODO).

Warto zwréci¢ szczegdlng uwage na ostatnie zdanie przytoczonego przepisu, ktére
wyznacza bardzo szeroki zakres stosowania przepiséw RODO. Otéz nie wazne gdzie
znajdujg sie srodki techniczne do przetwarzania danych (np. serwery). Nie ma tez znaczenia
korzystanie z ustug innych podmiotéw znajdujgcych sie poza Unig. istotne jest powigzanie
jednostki organizacyjnej administratora z panstwem cztonkowskim Unii Europejskiej.

Przykiad: Czy dziatajgcy w Polsce fotograf wyjezdzajgc na sesje Slubng do Egiptu musi
stosowa¢ RODO? Tak, poniewaz jego dziatalnos¢ jest zwigzana z panstwem cztonkowskim
Unii.
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RODO nalezy stosowac¢ takze wtedy, gdy administrator nie jest zwigzany z Unig Europejskg
(brak jednostek organizacyjnych w UE), ale oferujg towary lub ustugi osobom przebywajacym
w Unii Europejskiej (art. 3 ust. 2 RODO).

Przyktad: Fotograf dziatajgcy w Australii przyjezdza do Niemiec celem wykonania sesji
zdjeciowej na rzecz polskiej firmy odziezowej. Czy fotograf jest zwigzany przepisami RODO?
Tak, poniewaz oferuje swoje ustugi osobom przebywajgcym w Unii Europejskiej.

Czy wspomniany powyzej fotograf z Australii musi stosowa¢ RODO jeéli wykonuje sesje
nieodptatnie, w celach charytatywnych? Tak, zastosowanie przepisow RODO jest w tym
wypadku niezalezne od tego, czy fotograf wykonuje ustugi odptatnie lub nieodptatnie.

d) Wyitaczenia stosowania RODO

Zdarzajg sie tez sytuacje, w ktérych o RODO nie trzeba mysle¢ — kiedy RODO nie ma
zastosowania? Wyjatkdw jest kilka, jednak z punktu widzenia fotografa, bezposrednie
zastosowanie ma jeden z nich. Otéz RODO nie ma zastosowania do przetwarzania danych
osobowych przez osobe fizyczng w ramach czynnosci o czysto osobistym lub domowym
charakterze (art. 2 ust. 2 lit. ¢ RODO).

Przede wszystkim chodzi tutaj o czynnosci, ktére nie majg jakiegokolwiek zwigzku z
dziatalnoscig zawodowg lub handlowa.

RODO ROBO

fotograf wykonuje zdjecia w ramach | Fotograf robi zdjecia prywatnie, do
prowadzonej dziatalno$ci zawodowej wtasnego albumu

Fotograf prowadzi ksigzke adresowg | Fotograf ma zeszyt/plik, w  ktoérym
klientow gromadzi adresy i numery telefonéw
swoich znajomych i rodziny

e) Ograniczenia stosowania RODO

To jednak nie wszystko! W pewnych sytuacjach stosowanie przepisow RODO zostato
ograniczone. Niektorych przepiséw rozporzadzenia nie stosuje sie do dziatalnosci
polegajacej na redagowaniu, przygotowywaniu, tworzeniu lub publikowaniu materiatéw
prasowych w rozumieniu ustawy z dnia 26 stycznia 1984 r. — Prawo prasowe, a takze do
wypowiedzi w ramach dziatalnosci literackiej lub artystycznej (art. 2 OchrDanychU).
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Pojecie wypowiedzi w ramach dziatalnosci literackiej lub artystycznej nie zostato
dookreslone. Mozna jednak przyjgé¢, ze wynikiem takiej dziatalnoéci jest powstanie utworu
literackiego, a w przypadku dziatalnosci artystycznej — stworzenie jakiej$ pracy, czy dziefa,
np. rzezby, obrazu, fotografii lub zaspiewanie piosenki.

Jak powyzsze ograniczenie ma sie do branzy fotograficznej?

Mozna przyja¢, ze jesli fotograf wykonuje zdjecia zawierajgce wizerunek osoéb fizycznych, by
nastepnie przedstawi¢ je np. na swoim blogu w internecie lub wystawie stacjonarnej, a
ponadto fotografie te powstaty wytgcznie w ramach jego dziatalnosci artystycznej, RODO nie
bedzie miato petnego zastosowania.

Jaki jest zakres ograniczenia stosowania RODO?

W ustawie o ochronie danych osobowych wymieniono nastepujgce przepisy: art. 5-9, art. 11,
art. 13-16, art. 18-22, art. 27, art. 28 ust. 2—10 oraz art. 30 RODO.

W praktyce oznacza to, ze fotograf nie musi:

poszukiwac ani powotywac sie na podstawe przetwarzania danych osobowych,
postepowac zgodnie z zasadami przetwarzania danych,

spetnia¢ tzw. obowigzku informacyjnego,

uwzgledniac takich dziatah w rejestrze czynnosci przetwarzania danych,

dopetnia¢ obowigzkéw w ramach powierzenia danych,

zbiera¢ zgody na przetwarzanie danych od osob, ktérych dane dotycza,

realizowaé praw osob, ktérych dane dotyczg, takich jak prawo dostepu do danych, ich
sprostowania, ograniczenia przetwarzania, przenoszenia, sprzeciwu, czy w zakresie
zautomatyzowanego podejmowania decyzji.

Co wazne, powyzsze ograniczenia nie obejmujg np. prawa do bycia zapomnianym, czy
koniecznosci ochrony danych i stosowania odpowiednich zabezpieczen [Szczegdfowe
wyjasnienie obowigzkéw dotyczgcych zabezpieczania danych opisano w Rozdziale Ill]

Wazne ! Nalezy réwniez pamietac, ze nawet jesli przepisy o ochronie danych osobowych
nie majg zastosowania, nie mozna pomija¢ innych regulacji, takich jak Kodeks cywilny, czy
Prawa autorskiego. Brak koniecznosci uzyskania zgody na przetwarzanie danych osobowych
nie oznacza, ze nie bedzie koniecznosci wyrazenia zgody na rozpowszechnianie wizerunku
utrwalonego na fotografii [Szczegbétowe oméwienie w tych obowigzkéw znajduje sie na str.
31].
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4. Czas przetwarzania danych osobowych

Dane osobowe nie mogag by¢ przetwarzane w nieskonczonosg¢!

Wigze sie to z podstawowymi zasadami wyrazonymi w RODO, a mianowicie - zasadg
rozliczalnosci i zasadg ograniczenia przechowywania danych.

Inaczej mowigc, dane osobowe mozna przechowywac tak dtugo, jak jest to konieczne do
osiggniecia celow przetwarzania danych [art. 5 ust. 1 lit. e RODO]

o tym, jak dtugo dane moga by¢ przechowywane decyduje cel, w jakim te dane sg
przetwarzane

aby ustali¢ cel przetwarzania danych, nalezy odpowiedzie¢ na pytania: “po co dane
sg przetwarzane”; Celem moze by¢ np. realizacja sesji zdjeciowej, utrwalenie
wydarzenia, publikacja zdjeé na stronie www, wykorzystanie zdje¢ w portfolio itp.

[na temat celu przetwarzania danych mozna takze przeczyta¢ w czesci dotyczgcej
udzielania zgody na przetwarzanie danych na stronie 20].

Jakie obowigzki ma administrator (np. fotograf) w zwigzku z koniecznoscig realizacji zasady
ograniczenia przetwarzania?

Przede wszystkim musi ustalic okresy przechowywania danych, a gdy nie jest

mozliwe wskazanie konkretnego czasu, powinien ustali¢ kryteria oznaczania takiego

okresu.
< w pierwszym przypadku, gdy wskazanie konkretnego czasu jest mozliwe,
dopuszcza sie wskazanie konkretnej daty granicznej, ale takze okreslenie
ilosci dni, tygodni, miesiecy lub lat.

< w drugiej sytuacji, gdy nie mozna z goéry okresli¢ czasu przechowywania,
mozna wskazac¢ okolicznosci, od ktorych uzaleznione bedzie zakohczenie
przetwarzania danych, np. do czasu zakonhczenia realizacji umowy i
przedawnienia ewentualnych roszczeh 2z niej wynikajgcych, do czasu
wycofania zgody - jesli dane sg przetwarzane na podstawie udzielonej zgody.

Warto podkresli¢, ze dla kazdego celu okres przechowywania danych moze by¢ inny.

0 czasie przechowywania danych administrator informuje w klauzuli informacyjne;j
(art. 13 RODO)

[na temat tresci klauzuli informacyjnej mozna przeczytac na str. 27]

administrator musi stworzy¢ mechanizmy monitorowania okresu przechowywania
danych i ich planowego usuwania, tj. powinien ustali¢, kiedy bedzie dane usuwat lub
przegladat, czy nadszedt czas ich usuniecia,

termin okresu przechowywania danych powinien by¢ okredlony w rejestrze czynnosci
przetwarzania danych,

[na temat rejestru czynno$ci przetwarzania danych mozna przeczyta¢ w Rozdziale 1ll]

Co wazne, administrator (np. fotograf) powinien wiedzie¢ jak dtugo bedzie przechowywat
dane jeszcze przed rozpoczeciem ich przetwarzania (np. zebrania). Takie postepowanie ma
wyeliminowaé miedzy innymi zbieranie danych “na zapas”, czy na wszelki wypadek.
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5. Powierzenie przetwarzania danych i udostepnianie danych

Powierzenie przetwarzania danych osobowych

Jesli fotograf zleca ,na zewnatrz” jakie$ ustugi i jednoczesnie przekazuje tej osobie, czy
podmiotowi dane osobowe, ktore przetwarza, dochodzi do powierzenia danych. W przypadku
przetwarzania danych administrator nadal zachowuje petng decyzyjnos¢ w zakresie
przetwarzania danych, a podmiot przetwarzajgcy jedynie wykonuje Scisle okreslony zakres
przetwarzania danych w okreslonym przez administratora celu.

Uwaga: do powierzenia przetwarzania danych nie jest potrzebna zgoda osoby, ktérej
dane dotyczag (z wyjatkiem pewnych przypadkéw przekazywania danych poza EOG,
opisanych ponizej).

Podmiotem przetwarzajgcym jest podmiot, ktéry przetwarza dane osobowe w imieniu i na
rzecz administratora. Moze nim by¢ osoba fizyczna (czlowiek), osoba prawna, organ
publiczny lub inny podmiot (art. 4 pkt 8 RODO).

Najczesciej podmiotami przetwarzajgcymi sg podwykonawcy, ktorzy dziatajg w imieniu
administratora przy przetwarzaniu danych, np.

- grafik,

- retuszer,

- lab,

- ksiegowa,

- informatyk,

- hostingodawca,

- dostawca ustug typu cloud lub galerii internetowych.

W przypadku powierzenia danych podmiotowi, ktéry wspiera go w $wiadczeniu swoich ustug,
fotograf musi podpisa¢ z podmiotem przetwarzajgcym umowe powierzenia.

Przyktad:

1) Fotograf (nr 1) zleca innemu fotografowi (nr 2) wykonanie ses;ji zdjeciowej. Fotograf nr
2 robi zdjecia i przekazuje je Fotografowi nr 1. W tym wypadku Fotograf nr 2 dziata w
imieniu Fotografa nr 1, czyli administratora, a wiec konieczne jest podpisanie umowy
powierzenia danych;

2) Fotograf zleca ksiegowej rozliczenie zawartych uméw i przekazuje jej dane klientéw
do wystawienia faktury. Dochodzi do powierzenia danych i trzeba podpisa¢ umowe
powierzenia danych;

3) Fotograf korzysta z dyskéw wirtualnych, na ktérych zamieszcza pliki zawierajgce
fotografie z wykonanych ses;ji. Nalezy zawrze¢ umowe powierzenia;

4) Fotograf zleca retuszerowi obrébke zdje¢ — w tym wypadku takze podpisanie umowy
powierzenia jest konieczne.
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Czy fotograf robigcy zdjecia gosci na przyjeciu weselnym jest podmiotem przetwarzajgcym
czy administratorem? W przedstawionej sytuacji fotograf dziata na zlecenie pary mtode;,
ktéra z kolei przetwarza dane osobowe swoich gosci w ramach czynnosci o czysto osobistym
charakterze. Takie przetwarzanie danych nie podlega przepisom RODO (art. 2 ust. 2 lit. ¢
RODO), dlatego tez para mfoda nie musi podpisywa¢ z fotografem umowy powierzenia
danych osobowych gosci weselnych. [Fotografie slubng oméwiono szczegéfowo w Rozdziale
Il pkt 1].

W przypadku duzych podmiotéw procedura zawarcia takiej umowy jest zuniformizowana - na
0got wystarczy wystaé do takiego podmiotu maila o tresci ponizej, a podmiot taki udostepnia
przygotowang przez siebie umowe.

Szanowni Panstwo,

w zwigzku z faktem, ze powierzamy Panstwu przetwarzanie danych osobowych naszych
..., prosze o przestanie projektu uzywanej przez Panstwa umowy powierzenia
przetwarzania danych osobowych, dostosowanej do rozporzgdzenia RODO.

Z powazaniem,
XXX

Jezeli podmiot takg umowg nie dysponuje - administrator powinien przesta¢ wiasny wzor
umowy do zawarcia przez strony.

RODO dozwala na zawarcie umowy powierzenia nie tylko w formie pisemnej, ale w kazdej,
ktérg jesteSmy w stanie udokumentowaé. Zapewne wiec niebawem umowy te bedg
wplecione do regulaminéw albo zawierane poprzez klikanie checkboxdw.

Uwaga: Umowa powierzenia nie zawsze jest konieczna!

Wszystko zalezy od tego, jakie stosunki prawne wystepujg pomiedzy administratorem
danych, a podmiotem, ktéry na jego rzecz przetwarza dane. Jesli fotograf ma swojego
pracownika, stazyste badz wspotpracuje z kim$ na podstawie stosunku cywilnoprawnego —
zamiast umowy powierzenia, nadaje mu upowaznienie do przetwarzania danych
osobowych. Niezasadne bytoby kazdorazowe podpisywanie umow powierzenia, dlatego
prostszym rozwigzaniem jest upowaznienie do przetwarzania danych np. na czas trwania
umowy o prace lub umowy stazowej (wzor upowaznienia znajdziesz na str. 92). Reasumujac,
na ogot umowe powierzenia przetwarzania nalezy zawrze¢ z podmiotem, ktory jest
odrebnym bytem gospodarczym - osobg fizyczng prowadzgcg dziatalno$é gospodarcza,
spotka, instytucja.

Fotograf nie zawsze wystepuje w tej samej roli — administratora. Moze sie réwniez zdarzy¢
sytuacja odwrotna, w ktérej fotograf bedzie podmiotem przetwarzajgcym. Bedzie tak w
przypadku opisanym powyzej, gdy fotograf wykonuje zlecenie na rzecz innego fotografa, ale
takze kiedy fotograf zostaje wynajety np. przez szkote do wykonania sesji klasowych i na
zadnym etapie nie decyduje o celach i sposobach przetwarzania danych. Szkofa zbiera
pienigdze, zapisuje dane ucznidw, kontaktuje sie z uczniami i przekazuje im wywotane

18



fotografie. W tym wypadku fotograf przetwarza dane na rzecz i w imieniu administratora
danych, ktérym jest szkota.

Udostepnianie danych osobowych
Udostepnianie danych osobowych stanowi jedng z form przetwarzania danych.

Udostepnianie zachodzi w przypadku, gdy dane osobowe sg przekazywane przez
administratora innemu podmiotowi, ktéry staje sie ich odrebnym administratorem, to znaczy -
sam, we wiasnym zakresie podejmuje decyzje w zakresie ich przetwarzania.

By moc legalnie udostepni¢ dane osobowe innemu podmiotowi, nalezy mie¢ podstawe
prawng do tego, by w ten sposéb dane przetwarzaé. Podstawg tg bedzie jedna z podstaw, o
ktérych mowa w rozdziale 7 Podstawa prawna przetwarzania danych osobowych (str. 20).

Podstawg prawng udostepnienia bedzie przede wszystkim zgoda osoby, ktorej dane dotyczg
(np. przekazanie danych portalowi spotecznosciowemu, w celu marketingu dziatalnosci
fotografa). W innych sytuacjach, koniecznos¢ udostepnienia powstanie, gdy przepisy prawa
bedg tego wymagaty (np. zobowigze do tego komornik lub policja).

Przekazywanie danych osobowych do panstwa trzeciego
Czym jest przekazywanie danych?

RODO nie zawiera definicji tego pojecia, a ono samo pojawia sie jedynie w przepisach
dotyczgcych przekazywania danych poza EOG. Nalezy jednak przyjac¢, ze bedzie to jeden ze
sposobdéw przetwarzania danych osobowych, ktéry zaktada¢ bedzie przekazywanie ich do
panstw trzecich.

Czym jest panstwo trzecie?

Panstwem trzecim sg terytoria znajdujgce sie poza granicami EOG. Przepisy dotyczgce
przekazywania danych do panstwa trzeciego dotyczg takze przekazywania danych do
organizacji miedzynarodowych.

To co najistotniejsze - nie ma znaczenia sposob przekazania danych - na nosniku czy drogg
elektroniczng. Nie ma tez znaczenia fakt, czy przekazanie bedzie stanowito udostepnienie
czy powierzenie przetwarzania danych. Przepisy dotyczgce przekazywanie danych do
panstwa trzeciego regulujg kazdy sposob przekazania przez administratora danych w taki
sposob, ze przechodzg one poza granice EOG.

W przypadku przekazywania danych do panstwa trzeciego lub organizacji miedzynarodowej,
podmiot przekazujgcy dane osobowe musi spetni¢ dwa rodzaje wymagan:

- wymagania zwigzane ze “zwyczajnym” powierzaniem przetwarzania danych lub ich
udostepnianiem (opisane w podrozdziatach powyzej),

- wykazac¢ istnienie odpowiedniej podstawy prawnej pozwalajgcej na przekazanie
danych osobowych do panstwa trzeciego.
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Jakie istniejg podstawy prawne pozwalajgce na przekazywanie danych do panstwa
trzeciego? (z uwagi na duzg zlozonos$¢ tematu, przestanki omdéwione zostaty wybiorczo i
skrétowo)

1. Decyzja Komisji Europejskiej, stwierdzajgca odpowiedni stopien ochrony.

W celu sprawdzenia czy transfer poza EOG jest legalny, nalezy sprawdzi¢ na stronie
internetowej Komisji Europejskiej i w Dzienniku Urzedowym Unii Europejskiej wykaz panstw
trzecich, terytoriow i okreSlonych sektorbw w panstwie trzecim oraz organizaciji
miedzynarodowych, co do ktérych Komisja przyjeta decyzje stwierdzajgcg odpowiedni
stopien ochrony. Jesli decyzja stwierdzajgca odpowiedni stopieh ochrony zostata wydana,
nie musimy uzyskiwac zadnego dodatkowego zezwolenia na przekazanie danych poza EOG.

2. Standardowe klauzule umowne.

Jezeli osoba planujgca przekaza¢ dane do panstwa trzeciego nie znalazta tego kraju na
liscie sporzgdzonej przez Komisje Europejska, konieczne jest znalezienie innej podstawy.
Podstawg tg moze by¢ zawarcie z podmiotem znajdujgcym sie w panstwie trzecim umowy, o
tresci okreslonej we wzorcu przyjetym przez Komisje Europejska. Uznaje sie, ze nie mozna
zmienia¢ postanowien zawartych w standardowych klauzulach umownych, a ochrona danych
osobowych zaproponowana w klauzulach nie moze byé zmniejszona.

Tres¢ standardowych klauzul umownych znalezé mozna na stronie internetowej Komis;ji
Europejskie;j.

3. Przekazywanie z zastrzezeniem innych odpowiednich zabezpieczen.

W razie braku decyzji Komisji Europejskiej mozna przekaza¢ dane osobowe do panstwa
trzeciego lub organizacji miedzynarodowej wytgcznie, gdy zapewnig odpowiednie
zabezpieczenia, i pod warunkiem, ze obowigzujg egzekwowalne prawa oséb, ktérych dane
dotyczg, i skuteczne srodki ochrony prawnej.

4. Wyjatki w szczegdlnych sytuacjach.

W razie braku decyzji stwierdzajgcej odpowiedni stopienn ochrony wydanej przez Komisje
Europejska lub braku odpowiednich zabezpieczen, przekazanie danych osobowych do
panstwa trzeciego Ilub organizacji miedzynarodowej mogg nastgpi¢ wytgcznie pod
warunkiem, ze:

1. Osoba, ktérej dane dotycza, poinformowana o ewentualnym ryzyku, z ktérymi moze
sie dla niej wigzac proponowane przekazanie, wyraznie wyrazita na nie zgode,

2. Przekazanie jest niezbedne do wykonania umowy miedzy osobg, ktérej dane
dotyczg, a administratorem lub do wprowadzenia w zycie $rodkéw przedumownych
podejmowanych na zgdanie osoby, ktorej dane dotycza,

3. Przekazanie jest niezbedne do zawarcia lub wykonania umowy zawartej w interesie
osoby, ktérych dane dotyczg, miedzy administratorem a inng osobg fizyczng lub
prawnag;

4. Przekazanie jest niezbedne do ustalenia, dochodzenia lub ochrony roszczen.

Przestanki te powinny by¢ stosowane w drodze wyjatku.
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6. Legalne przetwarzanie danych osobowych

Niezwykle waznym przy rozpoczeciu przetwarzania danych osobowych - zardbwno w zakresie
zwigzanym z wykonywaniem umowy, robieniem zdje¢ przechodniéw czy wykorzystywaniem
ich do marketingu wiasnego - jest dokonanie peinej oceny czy wszystkie elementy
legalizujgce przetwarzanie danych zostaty spetnione.

Kluczowym jest pamietanie o dwoch najwazniejszych obowigzkach administratora wobec
osoby, ktérej dane przetwarza:

- posiadania podstawy przetwarzania danych

- spetnienie obowigzku informacyjnego

Dopiero oba te obowigzki, spetnione fgcznie (o ile nie zachodzg zadnego rodzaju
wytgczenia), sprawiajg, ze administrator nie narusza praw osob, ktérych dane dotyczg. W
kolejnych rozdziatach szczegdtowo opisane jest w jaki sposob w/w obowigzki wypetnic.

Fotograf zbierajgc dane klienta w jakikolwiek sposéb, zawsze postepuje wedtug nastepujacej
kolejnosci:

1) sprawdza czy musi stosowa¢ RODO
a) nie - koniec dziatan,
b) tak - przechodzi do nastepnego kroku,

2) weryfikuje podstawe przetwarzania (o legalnych przestankach przetwarzania danych
mozna przeczytac na stronie 20)

3) zanim zbierze dane, informuje klienta o tym, co bedzie dziato sie z jego danymi -
spetnia obowigzek informacyjny (o obowigzku informacyjnym mozna przeczyta¢ na
stronie 27),

4) zapisuje dane.

W kolejnych rozdziatach szczegétowo opisane jest w jaki sposob w/w obowigzki spetnic.
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7. Podstawa prawna przetwarzania danych osobowych

Dane osobowe mozna przetwarzaé tylko wtedy, gdy zostanie spetniony co najmniej jeden z
szeséciu ponizej opisanych warunkéw.

Co to oznacza w praktyce? Jesli juz wiadomo, ze RODO ma zastosowanie w danej sytuacji,
kolejnym krokiem jest zadbanie o to, aby dane osobowe byly przetwarzane zgodnie z
prawem, np. mozna je zbieracC lub przechowywac wytgcznie, gdy istnieje podstawa prawna
przetwarzania.

Jakie RODO przewiduje podstawy przetwarzania danych?

a) zgoda

Najpopularniejszg podstawg prawng zgodnego z prawem przetwarzania danych jest zgoda
osoby, ktorej dane dotyczg (w przypadku osob niepetnoletnich - zgoda przedstawiciela
ustawowego, np. rodzica czy opiekuna).

[art. 6 ust. 1 lit. a RODO]

Warto jednak pamietac, ze jedli istnieje inna podstawa przetwarzania, zgody nie powinno sie
zbiera¢ np. na zapas, czy na wszelki wypadek. Inaczej mowigc, gdy podstawg prawng jest
np. umowa, bo fotograf podpisuje z klientem umowe i zbiera od niego potrzebne dane, nie
musi (a nawet nie powinien) zbiera¢ odrebnej zgody, aby moéc te dane przetwarza¢c w
zwigzku z wykonaniem ww. umowy.

Dopiero gdyby dane mialy by¢ przetwarzane takze w innym celu, np. fotograf chciatby
zamiesci¢ informacje w internecie, ze nawigzat z kim$ wspotprace, albo chciatby pochwali¢
sie wykonanymi zdjeciami w mediach spotecznosciowych - potrzebuje odrebnej zgody.

[na temat publikowania zdje¢ w mediach spoteczno$ciowych mozna przeczyta¢ w na stronie
38]

Podsumowujgc, najpierw nalezy sprawdzi¢ czy zostat spetniony ktorykolwiek z pieciu
pozostatych warunkow zgodnego z prawem przetwarzania danych i dopiero gdy okaze sie,
ze zaden z nich nie wystepuje - trzeba uzyskaC¢ zgode na przetwarzanie danych w
konkretnym celu.

Jaka powinna by¢ zgoda?
dobrowolna,

konkretna,
Swiadoma,
jednoznaczna.

22



dobrowolna konkretna Swiadoma jednoznaczna
- 0soba, ktérej dane | - cel przetwarzania -0osoba jest -zgoda ma
dotyczg ma danych jest swiadoma na co jednoznacznie
swobodny wybdr, okreslony wyraza zgode, okazywac intencje,
czy wyrazi¢ zgode, precyzyjnie i dobrze rozumie np. poprzez
- zgoda nie jest konkretnie, sytuacje i nie ma jednoznaczne
wymuszona ani nie | -blankietowa zgoda, | watpliwosci oswiadczenie lub
uzaleznia sie jej czy zbyt ogolna jest jednoznaczne
udzielenia od niedopuszczalna wskazowka: jesli dziatanie
uzyskania korzysci tekst zgody bedzie potwierdzajgce
wskazowka: tekst napisany jasnym i wyrazenie zgody
zgody jest bardzo prostym jezykiem,
konkretnie i jasno osoba ktorej dane
sformutowany dotyczg tatwiej
zrozumie jej tresé

Forma zgody

Forma zgody moze by¢ dowolna! Wazne jednak, by pamieta¢ o zasadzie rozliczalnosci.

Jak to rozumie¢? Zgoda moze przybraé¢ dowolng forme (np. oswiadczenie ustne lub pisemne
albo okreslone zachowanie), ale administrator (w tym wypadku najczesciej fotograf) powinien
umie¢ wykazac, ze takg zgode pozyskat, tj. musi posiada¢ dowadd.

Co moze by¢ dowodem? Na przyktad podpisane oswiadczenie w wersji papierowej,
zarejestrowane ustne o$wiadczenie, e-mail, czy utrwalone oswiadczenie w wersji
elektronicznej - checkobox.

Jesli zapytanie o zgode znajduje sie w umowie, powinno by¢ wyraznie oddzielone od
pozostatych tresci, tak aby osoba ktérej dane dotyczg nie miata watpliwosci, ze wyraza
dodatkowg zgode.

Co wiecej, trzeba pamietaé, ze zgoda moze by¢ w kazdej chwili odwotana. Tutaj pojawia sie
wyzwanie dla fotografa aby stworzy¢ takie mechanizmy, ktére pozwolg na fatwe i skuteczne
wycofanie zgody. Oznacza to, ze je$li zgoda byta wyrazona np. poprzez odhaczenie
checkboxa, albo podpisanie oswiadczenia na kartce, nie mozna zgdac¢, by odwotanie zgody
sprawiato wiecej trudnosci, np. wystanie listem poleconym.

[na temat uprawnien oséb, ktérych dane dotyczg, w tym odwotania zgody, mozna przeczyta¢
na str. 42]

Skutkiem odwotania zgody jest konieczno$¢ zaprzestania przetwarzania danych osobowych
na podstawie tej przestanki. Samo odwotanie zgody nie ma wptywu na zgodnos$¢ z prawem
przetwarzania danych do tego momentu. Oznacza to, ze odwotanie zgody nie dziata wstecz,
tj. jesli dotychczas fotograf przetwarzat dane osobowe na podstawie poprawnie udzielonej
zgody, robit to legalnie.

1 cel =1 zgoda
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Pozyskujgc zgode na przetwarzanie danych osobowych, nalezy sie zastanowi¢ w jakim celu
dane bedg przetwarzane. Jesli okaze sie, ze cel nie jest jeden, na kazdy z nich osoba, ktorej
dane dotyczg musi wyrazi¢ odrebng zgode.

Przyktadowe cele:
e publikacja zdjecia z sesji na portalu spotecznosciowym,
e |osowanie nagrody w postaci np. darmowej sesji zdjeciowej i publikacja danych
zwyciezcow.

Jesli fotograf zbiera zgode za pomocg checkbox'éw, kazdy cel powinien by¢ wyodrebniony
tak, aby osoba ktorej dane dotyczg mogta zadecydowag, na ktére cele chce wyrazi¢ zgode i
tym samym odhaczy¢ okienka.

Podobnie z innymi formami, np. gdy zgoda jest wyrazana na pismie, kazdy cel musi mie¢
odrebne miejsce na podpis.

Mozna réwniez zastosowaé “zbiorczg zgode”, tj. jeden podpis potwierdzajgcy zgode na
przetwarzanie we wszystkich celach. Warto jednak pamieta¢, by mimo to znalazlo sie
miejsce na kazdy podpis z osobna, bo przeciez osoba, ktérej dane dotyczg moze nie
zgadzac sie na ktérys z celow.

przyktad:

Wyrazam zgode na ................... (pierwszy cel) m
Wyrazam zgode na .................. (drugi cel)

Wyrazam zgode na .................. (trzeci cel)

Wyrazam zgode na przetwarzanie danych
osobowych we wszystkich wskazanych wyzej celach O

Co wazne, chceckboxy muszg by¢ puste (domys$ine zaznaczenie nie jest akceptowalne), a
ich zaznaczanie (akceptacja) musi by¢ aktywnym dziataniem osoby, ktérej dane dotycza.

Co w przypadku, kiedy pojawit sie nowy cel, w ktérym fotograf chciatby przetwarza¢ dane
osobowe? Trzeba pozyska¢ odrebng zgode!

Czy zgody pozyskane przed wejsciem w zycie RODO (25 maj 2018 r.) sg wazne? Jak
najbardziej TAK! Trzeba jednak sprawdzié, czy spetniajg wymogi okreslone w RODO.

Co w przypadku przetwarzania danych osobowych dzieci (os6b niepetnoletnich)?

Podstawowa zasada - osoby niepeinoletnie (ponizej 18 roku zycia) nie udzielajg zgody
samodzielnie!

Zgoda powinna by¢ wyrazona przez rodzica bgdz opiekuna prawnego dziecka.
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e wyjatkiem jest oferowanie bezposrednio dziecku ustug spoteczenstwa informacyjnego
(np. serwis z grami komputerowymi) - zgody moze udzieli¢ samodzielnie osoba, ktéra
ukonczyta 16 r.z. (art. 8 RODO)

Co wazne, w przypadku, gdy przy okazji udzielania zgody przez rodzica/opiekuna prawnego
administrator (fotograf) przetwarza dane osobowe takze tych osob - powinien spetni¢ wobec
nich obowigzek informacyjny. Dotyczy to takze sytuacji, gdy umowa np. na wykonanie ses;ji
zdjeciowej jest podpisywana przez rodzica lub opiekuna prawnego. [na temat obowigzku
informacyjnego mozna przeczytac na str. 27]

Uwaga - przyjmuje sie, ze gdy dziecko ukonczy 18 r.z, moze wycofa¢ samodzielnie zgode,
ktéra zostata udzielona przez jego rodzica, czy opiekuna prawnego.
[na temat uprawnien osob, ktérych dane dotyczg mozna przeczytac na str. 42]

b) umowa
Kolejng z podstaw prawnych legalnego przetwarzania danych osobowych jest umowa.

Chodzi tutaj o dwie sytuacje:
1) przetwarzanie danych osobowych jest niezbedne do realizacji umowy (np. imie i
nazwisko strony, bo nie zawiera sie anonimowych umdéw albo adres, ktory jest
potrzebny miedzy innymi do wysytki towaru lub wskazania miejsca realizacji sesji),

2) przetwarzanie danych jest niezbedne do podjecia dziatan przed zawarciem umowy
(np. pozyskanie danych kontaktowych, aby moc wpisaé je do egzemplarza umowy,
przygotowac druki do faktycznego podpisania)

[art. 6 ust. 1 lit. b RODO]

Jak juz wczesniej wspomniano, jesli przetwarzane sg wytgcznie dane niezbedne do zawarcia
umowy, nie trzeba prosi¢ o zgode na ich przetwarzanie. Gdyby administrator (fotograf) chciat
przetwarza¢ dane w innym celu (np. udziat w losowaniu darmowej sesji i publikacja danych
zwyciezcbédw), nalezy uzyskaé odpowiednig zgode na ten nowy, konkretny cel.

Oswiadczenie o wyrazeniu zgody moze by¢ zawarte w umowie, ale warto pamieta¢, by
wyraznie te czes¢ wyodrebnié, tak aby osoba, ktdrej dane dotyczg nie miata watpliwosci i
dobrze rozumiata na co sie zgadza.

W przypadku wykonywania zdje¢ klientom lub modelom na podstawie umowy - réwniez w
tym przypadku przetwarzanie ich wizerunku bedzie niezbedne do realizacji umowy. Tak wiec
w zakresie zwigzanym wytgcznie z realizacjg umowy, tj. wykonaniem, obrébkg i
przekazaniem zdjec - nie trzeba uzyskiwac ich dodatkowej zgody.

Jak postapi¢, gdy umowa dotyczy wykonania sesji zdjeciowej osobie niepetnoletniej?

- umowa powinna by¢ zawarta przez rodzica bgdz opiekuna prawnego osoby
niepetnoletniej,
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- gdyby zaistniata potrzeba pozyskania dodatkowej zgody (na przetwarzanie danych
niezwigzanych z celem zawartej umowy), uprawnionym do jej wyrazenia jest rodzic
lub opiekun prawny dziecka

- umowa zawierana przez rodzica lub opiekuna prawnego zawiera dodatkowo dane
osobowe tychze osob, dlatego konieczne jest spetnienie wobec nich obowigzku
informacyjnego [na temat obowigzku informacyjnego mozna przeczytac na str. 27]

Powyzsze zasady dotyczg nie tylko sesji zdjeciowej, lecz takze wszelkich innych zdjec
wykonywanych dzieciom, np. na Slubie, czy evencie.

Sytuacja jest prosta, gdy umowa jest zawierana z osobg fizyczng i w umowie nie pojawiajg
sie inne dane. Co w przypadku, gdy w umowie trzeba wpisa¢ dane oséb do kontaktu (np.
pracownik jakiegos$ dziatu) lub umowa zawierana jest ze spétkg i w umowie znajdg sie dane
reprezentantéw stron?

- na szczesScie nie trzeba pozyskiwaé od tych osdb zgody na przetwarzanie ich danych
osobowych. Z pomocg przychodzi przestanka “uzasadnionego interesu
administratora”, o ktdrej szerzej na stronie 25. Przetwarzanie danych tychze osoéb
odbywa sie na podstawie art. 6 ust. 1 lit. f RODO.

c) obowiazek prawny

Dane osobowe mozna przetwarza¢ takze wtedy, “gdy jest to niezbedne do wypetnienia
obowigzku prawnego cigzgcego na administratorze” [art. 6 ust. 1 lit. ¢ RODOQ].

Najprosciej méwiac, chodzi o sytuacje, gdy przepis prawny naktada na fotografa obowigzek
przetwarzania okreslonych danych i przetwarzanie tychze danych jest niezbedne do
realizacji obowigzku prawnego.

Przyktadem moze by¢ koniecznos¢ przetwarzania danych osobowych pracownika, ktérego
fotograf zatrudnia np. na podstawie umowy o prace, albo koniecznos¢ ustalenia tozsamosci
jakiejs osoby, by méc zrealizowaé jej uprawnienia, np. prawo do sprzeciwu wzgledem
przetwarzania jej danych.

d) ochrona zywotnych intereséw

Dane osobowe sg przetwarzane legalnie, gdy jest to niezbedne do ochrony zywotnych
intereséw osoby, ktérej dane dotyczg lub innej osoby fizycznej” [art. 6 ust. 1 lit. d RODO].

Jak sama nazwa wskazuje, przestanka zwigzana jest z zyciem konkretnej osoby fizycznej.
Bedg to przypadki zwigzane z konieczno$cig ratowania zycia czy zdrowia danej osoby, a
takze ochrony jej majatku, np. kontakt z rodzing osoby poszkodowanej w wypadku, oddanie
znalezionego portfela wraz z dokumentami itp.
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e) zadania realizowane w interesie publicznym

Dane osobowe mogg by¢ przetwarzane, jezeli jest to “niezbedne do wykonania zadania
realizowanego w interesie publicznym lub w ramach sprawowania wtadzy publicznej
powierzonej administratorowi”.

[art. 6 ust. 1 lit. e RODO].

Najczesciej z przytoczonej powyzej przestanki korzystajg podmioty publiczne lub inne,
ktérym na podstawie konkretnych przepisow powierzono do wykonania np. zadania o
charakterze uzytecznosci publicznej.

f) uzasadniony interes administratora

Ostatnig z przestanek pozwalajgcych na legalne przetwarzanie danych osobowych jest
uzasadniony interes administratora, a wiec gdy “przetwarzanie jest niezbedne do celéw
wynikajgcych z prawnie uzasadnionych intereséw realizowanych przez administratora lub
przez strone trzecig, z wyjatkiem sytuacji, w ktérych nadrzedny charakter wobec tych
interesbw majg interesy lub podstawowe prawa i wolnosci osoby, ktérej dane dotycza,
wymagajgce ochrony danych osobowych, w szczegdélnosci gdy osoba, ktérej dane dotycza,
jest dzieckiem.” [art. 6 ust. 1 lit. f RODOQ].

Jak rozumie¢ przytoczong przestanke? Przede wszystkim, aby moc z niej skorzystaé, nalezy
sprawdzi¢ czy zostaty spetnione dwa warunki:

1) przetwarzanie jest niezbedne do realizacji okre$lonego celu, ktéry wynika z prawnie
uzasadnionych intereséw administratora lub osoby trzeciej

Czym jest prawnie uzasadniony interes?

Brzmi dos¢ skomplikowanie, jednak owy ‘“interes” nie wynika z jakiegos$ konkretnego
przepisu prawnego; jest to interes, ktoéry administrator (np. fotograf) realizuje by lepiej lub
sprawniej prowadzi¢ swojg dziatalno$¢ gospodarczg, albo np. wynika to ze statutu lub
umowy spotki.

Najczesciej przestanke prawnie uzasadnionego interesu wykorzystuje sie do prowadzenia
marketingu bezposredniego, czyli oferowania innym osobom wiasnych produktéw czy
dochodzenia roszczen (np. gdyby klient nie zaptacit za wykonang ustuge).

2) interesy lub podstawowe prawa i wolnosci osoby, ktérej dane dotyczg nie majg
charakteru nadrzednego nad interesami administratora.

Gdyby w danej sytuacji interesy lub podstawowe prawa i wolnosci osoby, ktérej dane dotyczg

(osoby fotografowanej) byty nadrzedne - wazniejsze, niz interesy fotografa - powofanie sie na

przestanke F nie bytoby mozliwe.

27



Wywazenie tych dwoch intereséw jest jednak dos¢ trudnym zadaniem i nie ma pewnosci, czy
podjeta decyzja bedzie stuszna. W praktyce weryfikacja czy fotograf dobrze ocenit sytuacje,
moze nastgpi¢ dopiero w przysziosci, np. przy okazji wydania orzeczenia przez urzad
nadzorczy.

Aby jednak sprébowac oceni¢ “wage” obu intereséw, trzeba przede wszystkim wzig¢ pod
uwage konkretng sytuacje danej osoby, w tym jej wiek. Warto tez zwroci¢é uwage na relacje
wystepujgca pomiedzy fotografem a osoba, ktoérej dane dotyczg, np. czy podmioty te miaty w
przesztosci jakis kontakt. Jesli osoba, ktérej dane dotyczg byta kiedy$ klientem fotografa,
moze spodziewac sie, ze fotograf zaproponuje mu kolejng sesje, albo przedstawi inng oferte.
Szczegdétowa instrukcja dot. zasad i wskazéwek przeprowadzania testu rownowagi znajduje
sie w Rozdziale Ill, podrozdziat 2.

W niniejszym Kodeksie autorzy przyjeli ponadto, ze gdy podczas wykonywania ustug
fotograficznych na rzecz osoby, z ktérg zawarto umowe, utrwalany bedzie rowniez wizerunek
0s6b trzecich, przetwarzanie tego wizerunku bedzie, co do zasady, zachodzi¢ na podstawie
art. 6 ust. 1 lit. f RODO. W przeciwnym bowiem razie, fotograf nie bytby w stanie wykonywaé
swojego zawodu albo swiadczy¢ ustugi na podstawie umowy.

Co wazne, jesli stosujac marketing bezposredni administrator (fotograf) powotuje sie na
przestanke F, tj. “uzasadnionego interesu administratora”, musi liczy¢ sie z tym, ze osoba,
ktérej dane dotyczg moze w dowolnym momencie wnies¢ sprzeciw wzgledem przetwarzania
jej danych osobowych [na temat uprawnien osob, ktérych dane dotyczg, w tym o prawie do
sprzeciwu, mozna przeczytac na str. 42].
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8. Obowigzek informacyjny

Kiedy fotograf juz wie, ze w danej sytuacji musi stosowac¢ przepisy o ochronie danych
osobowych (w tym RODO), najpdzniej w chwili zbierania danych powinien jeszcze spetnic¢
obowigzek informacyjny.

Obowigzek informacyjny jest catkowicie niezalezny od podstawy przetwarzania.

Zgodnie z RODO podczas zbierania danych osobowych, administrator ma obowigzek w
przejrzysty i napisany prostym jezykiem sposob podac¢ informacje takie jak:

Tozsamos¢ administratora danych i jego dane kontaktowe (np. imie i nazwisko
fotografa, numer telefonu itp.)

2. Cel i podstawa prawna przetwarzania danych

e cel: w jakim celu dane bedg przetwarzane? Np. zamieszczenie fotografii na
stronie internetowej fotografa,

e podstawa prawna przetwarzania: ktéra z przestanek uprawniajgcych do
przetwarzania danych osobowych bedzie miata zastosowanie? Np. zgoda (art.
6 ust. 1 lit. a RODQO) lub umowa (art. 6 ust. 1 lit. b RODO)
[o podstawach prawnych przetwarzania mozna przeczytac na str. 20]

gdyby fotograf chciat zmieni¢ cel przetwarzania danych, musi poinformowac osobe,
ktorej dane dotyczg o tym nowym celu - w praktyce przekazac jej do wiadomosci

nowg klauzule informacyjng

Wskazanie uzasadnionych intereséw realizowanych przez administratora, jezeli na tej
podstawie dane sg przetwarzane (na przyktad do celow marketingu)

jesli podstawg prawng przetwarzania danych jest uzasadniony interes administratora,
czyli tzw. przestanka F (art. 6 ust. 1 lit. ) RODQO), nalezy wskaza¢ na jaki interes
powotuje sie fotograf [o podstawach prawnych przetwarzania mozna przeczytac¢ na
str. 20].

Informacje o odbiorcach danych lub kategoriach odbiorcéw

np. inny administrator danych lub podmiot, ktéremu dane beda przekazane na
podstawie umowy powierzenia [na temat umowy powierzenia pisano na str. 12],

odbiorcéw danych moze byé¢ wielu, a ich doktadne okredlenie w chwili spetnienia
obowigzku informacyjnego pewnie nie bedzie mozliwe, dlatego zaleca sie wskazanie
kategorii odbiorcéw, a nie konkretnych nazw danych podmiotow.

Okres przechowywania danych (lub sposob jego ustalenia)

jak dtugo dane osobowe bedg przechowywane przez fotografa?
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[o czasie przetwarzania danych mozna przeczytac¢ na str. 12]

e jesli doktadne okreslenie okresu przechowywania danych nie jest mozliwe (np. 3
lata), nalezy wskazaé¢ w jaki sposdb czas przechowywania danych zostanie ustalony
(np. do czasu przedawnienia ewentualnych roszczehn wynikajgcych z zawartej
umowy).

6. Informacje dot. prawa do dostepu, sprostowania, usuniecia, ograniczenia
przetwarzania, prawie do wniesienia sprzeciwu oraz prawie do przenoszenia danych

[o uprawnieniach osob, ktérych dane dotyczg mozna przeczytac na str. 42]
7. Informacje dot. prawa do cofniecia zgody w dowolnym momencie

e jesli podstawg prawng przetwarzania jest zgoda [o podstawach prawnych
przetwarzania danych mozna przeczyta¢ na str. 20]; gdyby dane osobowe byty
przetwarzane na innej podstawie, np. w zwigzku z zawarciem umowy, nie mozna
wycofa¢ zgody, bo to nie ona stanowita podstawe przetwarzania danych, a
Swiadczenie ustug na rzecz tej osoby.

8. Informacje o prawie wniesienia skargi do organu nadzorczego zajmujgcego sie
ochrong danych osobowych

e organem nadzorczym jest Urzad Ochrony Danych Osobowych

9. Informacje, czy podanie danych osobowych jest wymogiem ustawowym lub
umownym lub warunkiem zawarcia umowy oraz czy osoba, ktdrej dane dotyczg, jest
zobowigzana do ich podania i jakie sg ewentualne konsekwencje niepodania danych.

e dlaczego kto$§ podaje administratorowi swoje dane? Jesli dane nie sa
wymagane np. przez przepis ustawy, ale fotograf o nie prosi, bo chciatby
zamiesci¢ zdjecie konkretnej osoby w swoim portfolio, nalezy napisac¢, ze
podanie danych jest dobrowolne. Gdyby podanie danych byto potrzebne np.
do zawarcia umowy, powinna znalez¢ sie informacja, ze dane sg niezbedne
do zawarcia umowy

e konsekwencjg niepodania danych bedzie np. niemoznosé zawarcia umowy (w
przypadku, gdyby dane byty niezbedne do jej zawarcia)

10. Informacje o zautomatyzowanym podejmowaniu decyzji, w tym o profilowaniu, —
istotne informacje o zasadach ich podejmowania, a takze o znaczeniu i
przewidywanych konsekwencjach takiego przetwarzania

e gdyby fotograf wykorzystywat jaki§ system/program do podejmowania
automatycznych decyzji wzgledem osoby, ktorej dane dotyczg lub jej
profilowania, trzeba o tym poinformowac i wyjasni¢ zasady na jakich sie to
odbywa odbywa.
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e w praktyce, fotograf raczej nie bedzie podejmowat decyzji w sposob
zautomatyzowany - przyktadem jest np. podejmowanie decyzji przez bank,
czy dana osoba moze uzyskac¢ pozyczke; jesli decyzja jest podejmowana bez
udziatu cztowieka, jedynie na podstawie jakich$§ zebranych informacji przy
uzyciu odpowiedniego programu - taka decyzja jest podejmowana w sposob
zautomatyzowany

e profilowanie ma miejsce, gdy zbierane sg dane o konkretnej osobie na
podstawie jej zachowan, ktére stuzg do oceny np. jej warunkéw finansowych,
upodoban, czy preferencji. Przyktadem moze by¢ narzedzie do analizowania
ruchu na stronie internetowej fotografa, na podstawie ktérego fotograf widzac,
ze dana osoba przeglgda sesje noworodkowe, przedstawia jej odpowiednig
oferte.

[art. 13 RODO]

! co wazne, klauzula informacyjna powinna by¢ przejrzysta i konkretna. Zaleca sie, aby byta
napisana/przekazana jak najprostszym jezykiem, zrozumiatym dla przecietnego odbiorcy.
Warto wiec unika¢ skomplikowanych stow.

Przykfadowa klauzula informacyjna

Administratorem Twoich (Pani/Pana) danych osobowych jest ...... (np. Jan Kowalski
prowadzgcy dziatalno$¢ gospodarczg pod firmg Jan Kowalski “fotografia’), ul. ...... Jtel.......

Dane osobowe bedg przetwarzane w celu.... (np. publikacji fotografii z sesji .... na stronie
www administratora/ zawarcia umowy itp.)

Podstawg prawng przetwarzania danych jest....... np. Twoja (Pani/Pana) zgoda, tj. art. 6 ust.
1 lit. a RODO

Twoje (Pani/Pana) dane zostang przekazane.... (np. podmiotom dziatajgcym na zlecenie
administratora)

Dane osobowe bedg przechowywane przez ..... (np. 2 lata/ przez czas trwania umowy/ do
czasu....)

Przystuguje Ci (Panu/Pani) prawo dostepu do danych, ich sprostowania, usuniecia,
ograniczenia przetwarzania, a takze prawo do wniesienia sprzeciwu oraz prawo do
przenoszenia danych oraz prawo do cofniecia zgody w dowolnym momencie bez wptywu na
zgodnos¢ z prawem przetwarzania

Masz (ma Pani/Pan) prawo wniesienia skargi do Urzedu Ochrony Danych Osobowych

Podanie danych jest dobrowolne/ podanie danych jest dobrowolne, jednakze odmowa ich
podania uniemozliwia zawarcie umowy/ podanie danych wynika z ustawy .....
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Twoje (Pani/Pana) dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg
profilowane

W jaki sposob spetni¢ obowigzek informacyjny? Czy wymagana jest szczegdlna
forma?

Obowigzek informacyjny moze by¢ spetniony w dowolny sposéb i w dowolnej formie!

Przyktady:
e Kkartka papieru - forma dokumentu, czy wywieszonej na Scianie w biurze fotografa
informacii,
e zakitadka na stronie internetowe;,
e zalgcznik do wiadomosci e-mailowej,
e link lub stopka w wiadomosci e-mailowej,
e tred¢ informacji w wiadomosci e-mailowe;,
e sms,
e informacja ustna.

UWAGA: osoba, ktorej dane zbieramy nie musi w zaden sposéb potwierdzi¢, ze zapoznata
sie z oswiadczeniami. Muszg jej one by¢ po prostu wyswietlone, nie musimy robic¢
checkboxéw “Zapoznatem sig”. Biorgc jednak pod uwage jedng z zasad wyrazonych w
RODO - zasade rozliczalnosci, warto w jakis sposdb zabezpieczy¢ sie, by méc wykazaé w
przyszitosci, ze obowigzek informacyjny zostat spetniony.

Kiedy nie trzeba spetnia¢ obowigzku informacyjnego?

1) kiedy osoba zostata juz poinformowana
e fotograf ma juz dane kontaktowe swojego klienta, ale prosi o nie ponownie by
np. zidentyfikowac osobe, z ktdrg rozmawia przez telefon
2) gdy poinformowanie nie jest mozliwe
e np. fotograf nie posiada danych kontaktowych do konkretnej osoby i nie ma
bezposredniego kontaktu z nig,
3) kiedy poinformowanie wymagatoby zbyt duzego wysitku
e dotyczy sytuacji wyjatkowych, gdy przetwarza sie bardzo duzg ilos¢ danych;
nie zaleca sie naduzywania
4) mozliwo$¢ niepoinformowania wynika z konkretnych przepiséw prawnych
5) dane osobowe sg objete tajemnicg ustawowa lub zawodowag
e dotyczy m.in. radcow prawnych, adwokatow - nie muszg informowaé swoich
klientow czy przeciwnikdw procesowych, ze przetwarzajg ich dane osobowe
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9. Pojecie wizerunku — ujecie na gruncie prawa cywilnego, Prawa autorskiego
oraz przepisow dotyczgcych ochrony danych osobowych

Pojecie wizerunku pojawia sie w réznych aktach prawnych, ale nie zostato w Zzadnym z nich
jednoznacznie zdefiniowane. Dla fotografa fotografujgcego osoby (postaci), niezwykle wazne
jest, by orientowac sie w przepisach dotyczacych wizerunku na tyle, aby dziata¢ zgodnie z
prawem.

Jak rozumie¢ wizerunek? Utozsamia sie go z zewnetrzng postacig, podobizng osoby
utrwalonej miedzy innymi na fotografii, obrazie, rysunku, w filmie. Wizerunek to takze sposob
odbioru jakiejs osoby lub rzeczy. Czasem wizerunek pojmuje sie szerzej, nie tylko jako
zewnetrzng postaé cztowieka, ale takze typowe cechy danej osoby, np. glos, tatuaz, okulary,
fryzura czy sylwetka.

Pojecie wizerunku funkcjonuje w wielu sferach zycia i moze byc¢ réznorako pojmowane w
zaleznosci od kontekstu oraz branzy. Z uwagi na to, ze danymi osobowymi sg informacje,
ktore dotyczg wytgcznie o0sob fizycznych, przedmiot rozwazan zawartych w niniejszym
kodeksie nie dotyczy osoéb prawnych, bowiem informacje te nie podlegajg ochronie na
gruncie obowigzujgcych przepisow o ochronie danych osobowych.

a) wizerunek na gruncie przepiséw o ochronie danych osobowych

Wizerunek jest jedng z postaci danych osobowych, obok np. imienia, nazwiska czy numeru
PESEL.

W ramach przypomnienia, danymi osobowymi sg ,wszelkie informacje o zidentyfikowanej lub
mozliwej do zidentyfikowania osobie fizycznej”, zas przez mozliwg do zidentyfikowania osobe
rozumie sie taka, ,ktérg mozna bezposrednio lub posrednio zidentyfikowac, w szczegdlnosci
na podstawie identyfikatora takiego jak imie i nazwisko, numer identyfikacyjny, dane o
lokalizacji, identyfikator internetowy Ilub jeden badz kilka szczegdlnych czynnikéw
okreslajgcych fizyczna, fizjologiczng, genetyczng, psychiczng, ekonomiczng, kulturowg lub
spoteczng tozsamos$¢ osoby fizycznej”. Przywotany przepis nie wymienia postaci danych w
sposob enumeratywny, lecz daje ogolne wskazowki i wytyczne pozwalajgce na ocene i
uznanie, czy w danej sytuacji konkretna informacja stanowi dane osobowe. Co istotne, dla
zakwalifikowania okreslonych informacji jako danych osobowych nie ma znaczenia, w jaki
sposob zostaly przedstawione i na jakim nosniku utrwalone. Mogg by¢ to zaréwno stowa,
liczby, dzwieki czy obrazy, jak i filmy wideo (np. z monitoringu). Tym samym nosnikiem moze
by¢ wszystko, na czym wspomniane informacje da sie utrwali¢, tj. papier, twardy dysk,
serwer w sieci - chmura.

Wracajgc do przywotanej definicji danych osobowych - sg informacje identyfikujgce osobe
fizyczng na podstawie takiego identyfikatora jak ,jeden badz kilka szczegdlnych czynnikow
okreslajgcych fizyczna, fizjologiczng, genetyczng, psychiczng, ekonomiczng, kulturowg lub
spoteczng tozsamos¢ osoby fizycznej”.

Co nalezy rozumie¢ poprzez czynnik fizyczny?
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Moga by¢ to wszelkie cechy fizyczne danej osoby, np. jej wizerunek twarzy, przedstawienie
catej postaci, informacje o wzroscie, kolorze oczu, czy nawet blizny lub znamiona.

Nie oznacza to oczywiscie, ze kazdy wizerunek danej osoby bedzie uznany za dane
osobowe, bo oceny nalezy dokona¢ indywidualnie dla kazdego przypadku, a ponadto,
kazdorazowo trzeba mie¢ na wzgledzie tre§¢ motywu 26 preambuty RODO, w mysl| ktorej
»aby stwierdzi¢, czy dana osoba fizyczna jest mozliwa do zidentyfikowania, nalezy wzig¢ pod
uwage wszelkie rozsadnie prawdopodobne sposoby (w tym wyodrebnienie wpiséw
dotyczgcych tej samej osoby), w stosunku do ktorych istnieje uzasadnione
prawdopodobienstwo, iz zostang wykorzystane przez administratora lub inng osobe w celu
bezposredniego lub posredniego zidentyfikowania osoby fizycznej. Aby stwierdzi¢, czy dany
sposob moze by¢ z uzasadnionym prawdopodobienstwem wykorzystany do zidentyfikowania
danej osoby, nalezy wzigé pod uwage wszelkie obiektywne czynniki, takie jak koszt i czas
potrzebne do jej zidentyfikowania, oraz uwzgledni¢ technologie dostepng w momencie
przetwarzania danych, jak i postep technologiczny".

Tresé przywotanego motywu ma szczegolne znaczenie w konteks$cie kwalifikacji wizerunku
jako informacji stanowigcej dane osobowe, bowiem wizerunek jest jedynym z elementow,
ktory bardzo dobrze identyfikuje tozsamosc¢ konkretnej osoby fizycznej, jednakze nie w
kazdej sytuacji czynniki obiektywne, takie jak koszt, czas, czy uzyta technologia bedag
miarodajne. Inaczej moéwigc, jesli do okreslenia tozsamosci osoby fizycznej na podstawie jej
wizerunku konieczne bedzie poswiecenie duzego naktadu czasu, Srodkdéw, zespotu
ludzkiego, a takze uzycia specjalistycznej i trudnodostepnej dla administratora technologii,
informacje te nie bedg traktowane jako dane osobowe.

Co wiecej, podkreslenia wymaga fakt, ze informacje nie zawsze w kazdej sytuacji beda
postrzegane jako dane osobowe. Dla ich klasyfikacji niezbedne jest uwzglednienie
odpowiedniego kontekstu i konkretnej sytuacji. Przyktadowo, imie i nazwisko nie zawsze jest
dang osobowg (np. Jan Kowalski), ale tylko w sytuacji kiedy kontekst pozwala na ich
powigzanie z konkretng osobg, np. dzieki zestawieniu z innymi danymi badz wiedzg
administratora. Tak samo nie zawsze wizerunek stanowi dang osobowa, ale w zwigzku z
innymi informacjami, taki status uzyska.

Omawiajgc pojecie wizerunku na gruncie przepisdw o ochronie danych osobowych nie
mozna poming¢ przepisdw przyznajgcych informacjom w postaci wizerunku szczegdlnej
(zwiekszonej) ochrony i jednoczesnie zaliczajgcych wizerunek do kategorii szczegdlnych
danych osobowych (tzw. danych wrazliwych). Ze wzgledu na istote i zlozonos¢ tego
zagadnienia w tym miejscu sygnalizuje sie jedynie, ze wizerunek w zaleznosci od sposobu
identyfikacji (narzedzi wykorzystanych w procesie identyfikacji) z dang osobg fizyczng moze
by¢ RODO wymieniono w zamknietym katalogu dane szczegdlnych kategorii, wsrdd nich
wskazujgc na dane biometryczne. Do tychze danych biometrycznych zalicza sie w pewnych
okolicznosciach wizerunek. Ze wzgledu na ztozono$c zagadnienia, szczegotowe rozwazania
poczyniono na stronie 36.

34



b) wizerunek i jego ochrona na gruncie przepiséw Prawa autorskiego

Wizerunek (brak prawnej definicji)
e konkretyzacja obrazu fizycznego zdatna do rozpowszechniania.

[P. Slezak, komentarz do art. 81, [w:] P. Slezak (red.), Ustawa o prawie autorskim i
prawach pokrewnych. Komentarz, Warszawa 2017, wyd. I.]

e sposob jego prezentacji stwarza mozliwos¢ rozpoznania konkretnej osoby

[Wyrok ETPCz z dnia 19.2.2012 r., w sprawie Krone Verlag GmbH przeciwko Austrii,
27306/07.].

Ochrona wizerunku zostata wyrazona w przepisie art. 81 Prawa autorskiego.,

1. Rozpowszechnianie wizerunku wymaga zezwolenia osoby na nim przedstawionej. W
braku wyraznego zastrzezenia zezwolenie nie jest wymagane, jezeli osoba ta otrzymafta
umowiong zapftate za pozowanie.

2. Zezwolenia nie wymaga rozpowszechnianie wizerunku:

1) osoby powszechnie znanej, jezeli wizerunek wykonano w zwigzku z pefnieniem przez nig
funkcji publicznych, w szczegdlnosci politycznych, spotecznych, zawodowych;

2) osoby stanowigcej jedynie szczegot catosci takiej jak zgromadzenie, krajobraz, publiczna
impreza.

Jak rozumie¢ powyzszy przepis?

1) aby legalnie rozpowszechni¢ wizerunek osoby, konieczne jest uzyskanie jej zgody.

2) wyijatki od zasady wyrazonej w ppkt 1):

a) zezwolenia nie trzeba pozyskac, jesli osoba, ktérej wizerunek dotyczy
otrzymata zaptate za pozowanie. Przykladem moze by¢ modelka, ktora
otrzymata zaptate za sesje zdjeciowg. Wyjatek ten nie ma zastosowania, jesli
wyraznie zastrzezono (np. w umowie), ze zezwolenie jest konieczne.

b) nie trzeba uzyskac zgody na rozpowszechnienie wizerunku osoby znanej, ale

tylko jesli ten wizerunek wykonano w zwigzku z petniong przez te osobe
funkcjg publiczng, w tym polityczng, spoteczng, zawodowg. Co wazne, aby
korzystaC z przytoczonego wyjgtku, muszg zaistnieC dwa elementy — osoba
jest znana i jednoczesnie wizerunek zostat wykonany w zwigzku z petnieniem
funkcji publicznej, np. w Internecie opublikowano zdjecie polityka podczas
przecinania wstegi w nowo otwartej bibliotece. Zdjecie tego samego polityka
wykonane na rodzinnym spacerze i nastepnie umieszczone w gazecie nie
bedzie juz przestankg wytgczajgcy, dlatego rozpowszechnienie takiej fotografii
spowoduje naruszenie prawa tej osoby.
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¢) osoba stanowi jedynie szczegqot wiekszej catoéci, takiej jak zgromadzenie,
krajobraz, publiczna impreza. W tym miejscu wyjasnienia wymaga fakt, ze nie
zawsze duza ilos¢ osob na zdjeciu powoduje, ze nie trzeba pozyskaé zgody.
Moze sie zdarzy¢ tak, ze faktycznie bedzie wielu ludzi na zdjeciu, ale jedna z
oséb bedzie przykuwata uwage, np. wykonywata jakg$ pozycje, bez ktérej
zdjecie stracitoby wage, walor estetyczny, sens, albo osoba ta znajduje sie na
pierwszym planie tanczac w centrum tlumu na parkiecie. W takich
przypadkach konieczne jest uzyskanie zgody od tychze “charakterystycznych”
os6b. Przydatny w ocenie moze byé wyrok Sgdu Apelacyjnego w Krakowie, w
ktorym stwierdzono, ze rozpowszechnienie wizerunku nie wymaga
zezwolenia, gdyby wizerunek usunieto, a charakter i przedmiot fotografii nie
ulegtyby zmianie [Wyrok SA w Krakowie z dnia 19 grudnia 2001 r. o sygn. |
ACa 957/01].

c) wizerunek jako dobro osobiste

W polskim porzadku prawnym dobra osobiste zostaty wymienione w art. 23 KC. Jest to
przyktadowy katalog débr, co oznacza, ze ochrona cywilnoprawna moze rozciggac¢ sie takze
na inne wartosci, a przy tym moze wystgpic takze inna sytuacja — nie kazda wymieniona w
art. 23 KC warto$¢ zawsze i w kazdej sytuacji stanowi dobro osobiste.

Jednym z wymienionych wprost we wspomnianym katalogu débr osobistych jest wizerunek.
Pojmuje sie go jako podobizne osoby fizycznej, ktora zostata w jakis sposob utrwalona,
miedzy innymi w portrecie lub na fotografii [Wyrok SN z dnia 7 pazdziernika 2009 r. o sygn.
[l CSK 39/09, Legalis: 288250.].

Przyjmuje sie, ze ochrona wizerunku jest mozliwa, jesli uwiecznienie (zapis wizualny)
czlowieka daje mozliwos¢ identyfikacji tej osoby. Wskazuje sie takze, ze podobienstwo
miedzy utrwalonym wizerunkiem, a osobg powinno by¢ oceniane obiektywnie, z perspektywy
osoby trzeciej, nieznajgcej osoby fizycznej, ktérej dane dotyczg [J. Panowicz-Lipska,
Komentarz do art. 23 KC, [w:] M. Gutowski (red.), Kodeks cywilny. Komentarz do art. 1-352,
Warszawa 2018, T. I, s.119-220.]

Fakt, ze wizerunek jest dobrem osobistym nie sprawia, ze fotograf musi pozyska¢ dodatkowg
zgode, czy spemié¢ jakie$ inne warunki. W zwigzku z tym, Zze wizerunek jest dobrem
osobistym, podlega ochronie, a wiec nie wolno go naruszac.

Kiedy moze doj$¢ do naruszenia dobra osobistego w postaci wizerunku?

np. gdy fotograf opublikuje zdjecie osoby bedacej w niekomfortowej sytuacji, nieodpowiednim
miejscu, czy towarzystwie - wszystko zalezy od odczu¢ danej osoby, ktérej dobra mogty
zostac potencjalnie naruszone.

O tym, czy dobra osobiste zostaty faktycznie naruszone decyduje najczesciej sad (jesli
sprawa skonczy sie procesem sgdowym). Oczywiscie zanim sprawa znajdzie swoj finat w
sgdzie, warto prébowac dojs¢ do porozumienia i zawrzeé np. ugode.
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Podsumowanie

Jak widaé, ochrona wizerunku przystuguje osobie uprawnionej na wielu ptaszczyznach i co
najmniej w kilku rezimach prawnych. Co istotne, by ochrona wizerunku byta mozliwa,
konieczne jest by dana osoba (np. utrwalona na zdjeciu) byta obiektywnie rozpoznawalna i
mozliwa do zidentyfikowania.

Dla kazdego fotografa niezwykle wazne jest uswiadomienie, ze nawet jesli w danej
sytuacji nie trzeba stosowac¢ przepisow o ochronie danych osobowych, nadal
obowigzujg inne przepisy, na podstawie ktérych konieczne jest uzyskanie zgody - np.
na gruncie Prawa autorskiego (art. 81)!
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10. Wizerunek jako dane biometryczne

Dane biometryczne nalezg do ogdlnej grupy szczegdlnych kategorii danych osobowych (tzw.
danych wrazliwych), ktére z uwagi na swojg specyfike i charakter wymagajg szczegolnego
traktowania, w tym przede wszystkim wzmozonej ochrony - przetwarzanie jest mozliwe tylko
po spetnieniu szczegdinych warunkéw wskazanych w RODO.

Jakie to dane?

e miedzy innymi: dane ujawniajgce pochodzenie rasowe, przekonania religijne czy
polityczne, a takze genetyczne i dane biometryczne oraz dane dotyczgce
seksualnosci i orientacji seksualnej [art. 9 RODO].

e dane wynikajgce ze specjalnego przetwarzania technicznego, ktére dotyczg cech
fizycznych, fizjologicznych Iub behawioralnych osoby fizycznej, a przy tym
umozliwiajg lub potwierdzajg identyfikacje osoby, ktérej dane dotyczg, np. wizerunek
jej twarzy lub dane daktyloskopijne [art. 4 pkt 14 RODQ].

Jak rozumiec¢ “cechy fizjologiczne i fizyczne™?

Zalicza sie do nich miedzy innymi barwe gtosu, linie papilarne, owal (geometria) twarzy, a
nawet wyglad teczowki oka.

Czy to oznacza, ze utrwalenie twarzy na fotografii jest zawsze dang biometryczng?
NIE!

Informacje te same w sobie nie sg jeszcze danymi biometrycznymi, bo aby mozliwa byta taka
kwalifikacja, muszg by¢ przetwarzane specjalnymi metodami technicznymi.

° przez metody techniczne rozumie sie technike umozliwiajgcg automatyczng
identyfikacje osoby fizycznej na podstawie zebranych i przetworzonych informacji (tzw.
wzorzec biometryczny - tworzony w oparciu o cechy pobrane z danych

biometrycznych, np. wymiary twarzy z fotografii lub zapisu kamery) w zestawieniu oraz
porownaniu z istniejgcym czy bedgcym w bazie wzorcem.

Powyzsze potwierdza takze motyw 51 RODO:
° przetwarzanie fotografii nie zawsze oznacza przetwarzanie szczegdlnych kategorii
danych osobowych, poniewaz klasyfikuje sie je w charakterze danych biometrycznych

tylko gdy ,sg przetwarzane specjalnymi metodami technicznymi, umozliwiajgcymi
jednoznaczng identyfikacje osoby fizycznej lub potwierdzenie jej tozsamosci”.
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W zwigzku z tym, nawet jesli osoba jest jednoznacznie zidentyfikowana na podstawie jej
wizerunku, bo np. oceniajacy jg dobrze zna, dane te nie muszg by¢ danymi biometrycznymi —
zadecyduje o tym zastosowana technologia.

Przyktad zastosowania biometrii:
e bankowy system rozpoznawania twarzy w celu autoryzacji uzytkownika.

Klient logujgc sie do swojego konta przedstawia w kamerze swojg twarz, za$ system
wykorzystujgc wbudowane algorytmy poréwnuje cechy twarzy z wcze$niej zeskanowanym
wzorcem. Oczywiscie w catym procesie wykorzystywane sg jeszcze inne elementy, takie jak
np. skanowanie twarzy za pomocg podczerwieni celem weryfikacji, czy przedstawiona twarz
nie jest tylko fatszywym odbiciem, ale wizerunkiem zywej osoby. Niemniej jednak dla samego
zakwalifikowania przetwarzania wizerunku jako danych biometrycznych wystarczy wyzej
opisana metoda. Gdyby logowanie polegato na sfotografowaniu twarzy i nastepnie
weryfikacji podobizny przez pracownika z wzorcem znajdujgcym sie w bazie, wizerunek nie
miatby w takim przypadku cech danych biometrycznych.

Uwaga! Biometrie stosujg tez rozne portale internetowe, na przyktad Platforma X (wczesniej
pod nazwa: Twitter). Nalezy pamieta¢ o tym, kiedy udostepniane sg fotografie klientéw na
przyktad na profilach fotograféw, poniewaz w momencie ich zamieszczenia na portalu tego
rodzaju, wizerunek zaczyna by¢ przetwarzany metodami technicznymi, ktére sprawiajg, ze
staje sie on dang szczegdlnej kategorii.

W przypadku gdy planujemy przekazac¢ fotografie zawierajgce wizerunek oséb portalom,
ktore przetwarzajg dane metodami biometrycznymi, nalezy uzyska¢ zgode
uwidocznionych oséb na przetwarzanie ich danych szczegélnej kategorii. Zgoda ta
musi by¢ wyrazna, a osoba, ktéra jej udziela musi by¢é swiadoma celdw, w jakich dane bedg
przetwarzane.
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11. Wykorzystywanie fotografii dla celé6w promocji witasnej fotografa

Fotografowie powszechnie korzystajg z wykonanych przez siebie zdje¢ réwniez do celéw
promocji wtasnej tworczosci czy przedstawienia potencjalnym klientom swojego dorobku i
stylu. Bardzo czesto powstajg cate galerie zdje¢, blogi, przyktady reportazy slubnych czy
kilka zdje¢ z wybranej sesji. Fotograf, chcac publikowac¢ zdjecia w ten sposéb, powinien
zadbac¢ o legalne wykorzystanie wizerunku oséb uwidocznionych na fotografiach. Kazda
sytuacja przetwarzania danych w tym celu, bedzie zalezata od wielu czynnikdw. Ponizej
omowiono najpowszechniejsze z nich wraz ze wskazéwkami w jaki sposéb postepowaé, by
nie naruszy¢ RODO ani innych uprawnien osoby uwidocznionej na fotografii.

W szczegélnoéci warto tutaj pamietaé o tym, ze publikowanie (ij. rozpowszechnianie)
wizerunku innej osoby podlega nie tylko regulacjom RODO, ale takze Prawa autorskiego i
Kodeksu cywilnego [wiecej o wizerunku w na stronie 31].

Spostrzezenia ogdlne:

1. W pierwszej kolejnosci nalezy sprawdzi¢ czy przetwarzanie wizerunku danej osoby w
celach opisanych w niniejszym rozdziale nie podlega wytgczeniom okreslonym na stronie 33.
Jezeli nie zachodzg wytgczenia — nalezy postepowaé zgodnie z instrukcjami opisanymi w
punktach ponize;.

2. O ile nie zachodzg wytgczenia okreslone w Prawie autorskim nalezy uzyska¢ zgode osoby
uwidocznionej na fotografii do rozpowszechniania jej wizerunku w celach opisanych w tym
rozdziale.

3. Wszystkie zgody powinny by¢ dobrowolne, niezalezne od przetwarzania danych na
przyktad do celu wykonania umowy. Wiecej informacji znajduje sie w na stronie 20.

WAZNE: Do zgdd okreslonych w tym rozdziale stosuje sie wymogi dotyczgce pozyskiwania
zgody jako podstawy prawnej przetwarzania, opisane szczegotowo na stronie 20.

Nalezy zawsze pamietaC, by zapewni¢ podstawe przetwarzania (w opisywanych w tym
rozdziale dziataniach beda to na ogdét zgody) oraz spetni¢ obowigzek informacyjny.

Strona internetowa lub blog fotografa

By legalnie wykorzysta¢ wizerunek nalezy:

- pozyska¢ zgode osoby fotografowanej na przetwarzanie wizerunku (RODO)

- pozyska¢ zgode osoby fotografowanej na rozpowszechnianie wizerunku (Prawo autorskie)
- spetni¢ wobec niej obowigzek informacyjny wskazujgcy na sposob wykorzystania fotografii

Fotograf, by moéc wykorzystaé zdjecia do celéw witasnej promociji, poprzez ich publikacje na
swojej ogdlnodostepnej stronie internetowej lub blogu, powinien pozyska¢ od oséb, ktdrych
dane dotyczg odrebng zgode obejmujacg wyzej wskazany cel. Cel ten nalezy precyzyjnie
okresli¢, nalezy rowniez okresli¢ czas, przez ktéry fotograf chce korzystaC ze zdje¢ w ten
sposob. Osoba wyrazajgca zgode powinna mie¢ $wiadomosé, ze zdjecia bedg
ogolnodostepne w Internecie.
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Nie ma problemu, jesli zamieszczane w Internecie fotografie przedstawiajg osoby, z ktorymi
fotograf zawart umowe, poniewaz w jej tresci oprécz gtdbwnego celu przetwarzania danych,
mozna takze wskazac inny cel, np. umieszczenie fotografii w Internecie.

Portale spotecznosciowe — Instagram, facebook.com, platforma X

By legalnie wykorzysta¢ wizerunek nalezy:

- pozyskac¢ zgode osoby fotografowanej na przetwarzanie wizerunku (RODO)

- pozyska¢ zgode na przetwarzanie wizerunku jako danych biometrycznych (RODO) (ten
punkt nie dotyczy portali takich jak Instagram oraz Facebook, dotyczy jednak platformy X)

- pozyska¢ zgode osoby fotografowanej na rozpowszechnianie wizerunku (Prawo autorskie)
- pozyska¢ zgode na przekazanie danych danemu portalowi

- spetni¢ wobec niej obowigzek informacyjny wskazujgcy na sposéb wykorzystania fotografii

Wskazaé nalezy, ze zgodnie z funkcjonalnosciami platformy X oraz informacjami zawartymi
w jej polityce prywatnosci, X korzysta z technologii rozpoznawania twarzy. Zdjecia
zamieszczane na w/w portalu majg by¢ analizowane na potrzeby ochrony i zabezpieczenia
ww. platformy oraz identyfikacji jej uzytkownikow. .

W momencie przekazywania platformie X fotografii zawierajgcych wizerunek oséb, portal
rozpoczyna przetwarzanie ich takimi metodami technicznymi, ze stajg sie danymi
biometrycznymi.

Dlatego tez nalezy uzyska¢ zgode osoby, ktdra jest uwidoczniona na zdjeciach na
przetwarzanie jej wizerunku w celach marketingu wtasnego fotografa przy wykorzystaniu
platformy X. Dodatkowo nalezy uzyska¢ bezposrednig, wyrazng i Swiadomg zgode na to, by
wizerunek byt przetwarzany jako dane biometryczne.

Uwagi dotyczace platformy X nie znajdujg zastosowanie do portalu Facebook oraz
Instagram. Udostepniajgc na nich zdjecia swoich klientéw nalezy jednak zachowaé
ostroznos¢. Portale te mogg bowiem zmieniaé swojg polityke prywatnosci i podejmowac
decyzje o gromadzeniu dodatkowych danych, a w tym danych biometrycznych. Szczegdéing
uwage nalezy natomiast zachowac przy rozpowszechnianiu wizerunku klientéw za pomocag
portalu TikTok. Wiasciciele tego portalu oswiadczaja, ze nie przetwarzajg danych
biometrycznych w celach identyfikacji. Niemniej jednak gromadzg informacje o istnieniu lub
lokalizacji na obrazie twarzy lub innych czesci ciata. .

Portale branzowe

By legalnie wykorzysta¢ wizerunek nalezy:

- pozyska¢ zgode osoby fotografowanej na przetwarzanie wizerunku (RODO)

- pozyskac zgode osoby fotografowanej na rozpowszechnianie wizerunku (Prawo autorskie)
- pozyska¢ zgode na przekazanie fotografii danemu portalowi

- spetni¢ wobec niej obowigzek informacyjny wskazujgcy na sposob wykorzystania fotografii

Czesto fotografowie branzowi, a zwilaszcza dotyczy to branzy slubnej, wspétpracujg z
portalami prezentujgcymi potencjalnym klientom twoérczos¢ i dorobek fotografow. Czesto
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publikacje czy artykuty na tego typu portalach opisujg styl i dziatalnos¢ fotografa, prezentujg
jego sylwetke i sposob pracy, a takze prezentujg przyktadowe fotografie z portfolio fotografa.

W opisywanym przypadku nalezy uzyska¢ od osoby uwidocznionej na zdjeciu zgode na
przetwarzanie jej danych w celu publikacji na portalu branzowym, a takze rozpowszechnianie
wizerunku w tym zakresie. Dodatkowo nalezy uzyska¢ zgode osoby na przekazanie fotografii
danemu portalowi.

Portfolio wlasne

Kazdy tworca, w tym fotograf, ma prawo do tworzenia swojego witasnego portfolio, to znaczy
gromadzenia wykonywanych przez siebie utworéw. Wynika to z osobistych praw autorskich i
zwigzane jest z wuprawnieniem do mozliwosci archiwizowania swojego dorobku
artystycznego. Dlatego tez nalezy uznaé, ze fotograf jest uprawniony do bezterminowego
przetwarzania wizerunku uwidocznionego na fotografiach do celéw zwigzanych z tworzeniem
portfolio na potrzeby wtasne, bez koniecznosci uzyskiwania dodatkowej zgody osoby, kiorej
dane dotycza.

Zdjecia sprzed wejscia w zycie RODO

Odnoszac sie do problemu legalnosci umieszczania fotografii na stronie internetowej, czy
profilach portali spotecznosciowych, na uwage zastuguje tez kwestia starych zdjeg,
rozpowszechnionych jeszcze przed wejsciem w zycie RODO. Przede wszystkim trzeba
pamietaé, ze RODO nie bylo rewolucjg — wizerunek stanowit dane osobowe i podlegat
ochronie takze na gruncie wcze$niej obowigzujgcych przepiséw, a takze Prawa autorskiego.
Zgodnie z zasadg prawng - RODO nie moze dziata¢ wstecz, dlatego tez nie ma
zastosowania do danych osobowych, ktérych przetwarzanie rozpoczeto sie przed jego
wejsciem w zycie. Pomijajgc kwestie, ze w kontekscie legalnego przetwarzania wizerunku
niewiele sie zmienito, to trzeba podkresli¢, ze jesli administrator nadal chce przetwarzac
dane, np. fotograf na swoim banerze lub w portfolio ma zdjecie modelki lub pary mtodej,
powinien sprawdzi¢, czy zgoda pozyskana wczesniej spetnia warunki zgody wymaganej
przepisami RODO. Jesli tak, fotograf nie musi pozyskiwaé nowej zgody na dalsze
przetwarzanie danych, jednakze gdyby takiej zgody w ogédle nie posiadat, albo bytaby ona
niezgodna z celami, dla jakich fotograf przetwarza dane, powinien zwréci¢ sie do tych osob z
prosbg o wyrazenie stosownej zgody.

Reasumujgc, jezeli fotograf posiada zgody na przetwarzanie danych i rozpowszechnianie
wizerunku, ktére spetniajg wymogi RODO oraz Prawa autorskiego — moze nadal publikowac¢
zdjecia bez naruszania praw os6b na nich uwidocznionych. O zasadach pozyskiwania zgod
mozna przeczytaé na stronie 20.

Znizki i bonusy w zamian za zgody
Rozwazenia wymaga kwestia dopuszczalnosci oferowania znizek w zamian za mozliwos¢
umieszczania fotografii na stronie internetowej, portalach spotecznosciowych, czy portfolio

fotografa. Wydaje sie, ze udzielanie rabatéow za wyrazenie zgody ktoci sie z zasadag
dobrowolnosci zgody. Ponadto, nieuzasadnione jest, dlaczego jedni klienci muszg ptacié¢
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wysokg cene, a inni z samego faktu wyrazenia zgody pftaca mniej, w tym wypadku
nieudzielenie zgody stanowi swego rodzaju presje na osobie, ktérej dane dotyczg i powoduje
u niej z tego tytutu gorsze warunki wspotpracy. Wskazaé nalezy, ze oferowanie promociji czy
upustéw cenowych stanowi wptyniecie na decyzje osoby, ktérej dane dotyczg i w takiej
sytuacji zgoda nie jest wyrazana w sposob dobrowolny.

Reasumujgc: zbieranie zgod w zamian za znizkKi i bonusy jest niezgodne z RODO.
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12. Uprawnienia oso6b, ktorych dane dotyczg i ich realizacja przez
administratora

Fotograf jako administrator danych osobowych swoich klientéw oraz oséb, ktérych wizerunek
przetwarza, powinien spetni¢ szereg obowigzkéw wobec nich. Oprécz niezbednych
czynnosci, ktore trzeba podjg¢ z chwilg rozpoczecia przetwarzania danych, nalezy pamietac,
jakie prawa i obowigzki majg osoby, ktérych dane dotycza.

RODO kfadzie duzy nacisk na to, aby osoby, ktérych dane sg przetwarzane, miaty szeroki
dostep do informacji odnosnie do przetwarzanych danych oraz dziatan podejmowanych
przez administratora ich danych. Zgodnie z RODO, mogg tez mie¢ wiekszg kontrole nad tym,
co dzieje sie z ich danymi.

Kazde uprawnienie osoby, ktérej dane dotyczg stanowi jednoczesnie obowigzek
administratora danych. Jednym z obowigzkéw administratoréw jest umozliwienie tym
osobom realizacji praw wynikajgcych z RODO.

Jakie sg prawa oséb, ktérych dane dotycza, zgodnie z RODO?

Pierwszym z uprawnien jest prawo do informaciji i przejrzystej komunikacji. Tak jak wskazano
w poprzednich rozdziatach, komunikacja z osobg, ktdrej dane dotyczg, powinna by¢ dla nigj
zrozumiata, przejrzysta i przekazywana jak najprostszym jezykiem. Zgodnie z art. 12 ust. 1
RODO wszelka komunikacja i udzielanie informacji osobom powinno odbywac¢ sie ,w
zwieztef, przejrzystej, zrozumiatej i tatwo dostepnej formie, jasnym i prostym jezykiem’.
Dzieki temu osoba ta ma mie¢ faktyczng swiadomosé¢ tego, co dzieje sie z jej danymi, bez
koniecznosci zapoznawania sie z prawniczg czy techniczng terminologig.

Kazda osoba, ktérej dane przetwarzamy ma prawo otrzymac od administratora informacje o
tym jak przetwarzane sg jej dane. Ma prawo zgdania:
1. Dostepu do tresci danych osobowych,
Sprostowania danych osobowych jej dotyczgcych,
Usuniecia danych osobowych jej dotyczacych (tzw. ,prawo do bycia zapomnianym?”),
Ograniczenia przetwarzania danych osobowych,
Przenoszenia danych,
Whiesienia sprzeciwu wobec przetwarzania danych osobowych,
Niepodlegania zautomatyzowanemu przetwarzaniu danych osobowych.

No Ok~ WDN

Ponizej opisane zostaty wszystkie powyzsze zgdania i uprawnienia, z uwzglednieniem
specyfiki branzy fotograficznej.

W stosowaniu RODO w zakresie zwigzanym z uprawnieniami osob, ktérych dane dotycza,
wazne jest nie tylko poszanowanie tych praw, ale réwniez dziatanie zgodne ze stosowng
procedurg. Opis procedur oraz uproszczony schemat postepowania w przypadku obstugi
zgdan osob, ktérych dane dotyczg znajduje sie na koncu tego rozdziatu.
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Omoéwienie uprawnien oséb, ktérych dane dotycza
Prawo dostepu do tresci danych osobowych (art. 15 RODO)

Oznacza to, ze fotograf jest zobowigzany do przekazania osobie jakie dane na jej temat
przetwarza. W praktyce najczesciej polega to na dostarczeniu osobie kopii danych - np. w
formie pliku lub wiadomosci e-mail. Kopia ta powinna zosta¢ wydana bezptatnie za
pierwszym zgdaniem, a przy kolejnych prosbach moze zosta¢ natozona na wnioskujgcego
rozsgdna optata, wynikajgca np. z kosztéw wykonania takiej kopii.

W prawie dostepu miesci sie ponadto udzielenie osobie (na jej zadanie) nastepujacych
informaciji o:

e celach przetwarzania;

e kategoriach danych osobowych;

e informacjach o odbiorcach lub kategoriach odbiorcow, ktérym dane osobowe zostaty
lub zostang ujawnione, w szczegdlnosci o odbiorcach w panstwach trzecich lub
organizacjach miedzynarodowych;

e w miare mozliwosci planowanym okresie przechowywania danych osobowych, a gdy
nie jest to mozliwe, kryteriach ustalania tego okresu;

e prawie do zgdania od administratora sprostowania, usuniecia lub ograniczenia
przetwarzania danych osobowych dotyczgcego osoby, ktorej dane dotyczg, oraz do
wniesienia sprzeciwu wobec takiego przetwarzania;
prawie wniesienia skargi do organu nadzorczego (PUODO);
jezeli dane osobowe nie zostaly zebrane od osoby, kitérej dane dotyczg - wszelkie
dostepne informacje o ich zrédle;

e zautomatyzowanym podejmowaniu decyzji, w tym o profilowaniu oraz — przynajmniej
w tych przypadkach — istotne informacje o zasadach ich podejmowania, a takze o
znaczeniu i przewidywanych konsekwencjach takiego przetwarzania dla osoby, ktorej
dane dotycza.

Jezeli dane osobowe sg przekazywane do panstwa trzeciego Iub organizacji
miedzynarodowej, osoba, ktérej dane dotyczg, ma prawo zosta¢ poinformowana o
odpowiednich zabezpieczeniach, zwigzanych z przekazaniem.

Wszystkie powyzsze rodzaje informacji zostaty omoéwione szczegdtowo na stronie 27.

Nalezy bezwzglednie pamieta¢, ze zawsze przed udostepnieniem osobie jakiejkolwiek
informacji o przetwarzaniu przez administratora jej danych, powinno sie zweryfikowaé
tozsamos$¢ tej osoby.

Na uwage zastuguje takze wyjasnienie w jaki sposéb traktowaé prawo do uzyskania kopii
swoich danych w przypadku, kiedy dane (wizerunek) zostaty utrwalone na fotografii. Wydanie
kopii danych wigzatoby sie przeciez z przekazaniem osobom, ktérych dane dotyczag
gotowych zdjec¢, za ktore klienci nie musieliby ptaci¢. Fotograf moze sie jednak uwolni¢ od
takiego obowigzku i odmowic¢ spetnienia zgdan, jesli wydanie kopii jest nieuzasadnione lub
nadmierne. Fotograf jednak powinien swojg decyzje dobrze uzasadnié¢, powotujgc sie na
prébe obejscia warunkéw swiadczenia przez niego ustug.
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Prawo do sprostowania danych osobowych (art. 16 RODO)

Administrator powinien przetwarzac tylko takie dane, ktére sg zgodne z prawdg, kompletnie i
aktualne. W zwigzku z tym, w przypadku przekazania przez dang osobe, ze dane ulegly
zmianie - nalezy uwzglednic te zmiany w przetwarzanych danych.

Prawo usuniecia danych osobowych, tzw. ,prawo do bycia zapomnianym” (art. 17
RODO)

Uprawnienie do usuniecia danych osobowych ze zbiorow przetwarzanych przez
administratora jest jednym z najwazniejszych uprawnien kazdej osoby. Nalezy jednak
pamietaé, ze uprawnienie te nie jest bezwzgledne i nie w kazdym przypadku administrator
jest zobowigzany do usuniecia danych (wszystkich lub niektérych). Proces usuwania
powinien by¢ przeprowadzony bez zbednej zwioki.

Administrator jest zobowigzany do usuniecia danych, jezeli zajdzie jedna z nastepujgcych
okolicznosci:

1. Dane osobowe nie sg juz niezbedne do celéw, w ktorych zostaty zebrane lub w inny
sposob przetwarzane.

Oznacza to, ze jezeli zebrano dane do realizacji konkretnego celu i ten cel zostat osiggniety
lub w inny sposdb przestat by¢ aktualny, osoba moze zgdac usuniecia danych. Na przykiad,
jezeli osoba podata dane administratorowi podczas korzystania z formularza kontaktowego -
dane osobowe powinny zosta¢ usunigte po zakonczeniu konwersacji w sprawie zapytania.

2. Osoba, ktorej dane dotycza. cofneta zgode, na kidrej opiera sie przetwarzanie jej
danych osobowych i nie ma innej podstawy prawnej przetwarzania.

Jezeli administrator danych osobowych przetwarza dane na podstawie zgody osoby, ktérej
dane dotyczg, moze to robi¢ tak diugo, dopdki osoba ta nie wycofa zgody. Jezeli pomimo
wycofania zgody nadal pozostaje inna podstawa prawna, np. zobowigzania podatkowe,
konieczno$¢ obrony wiasnych praw administratora - administrator nie jest zobowigzany do
usuniecia danych. Takim przyktadem moze by¢ cofniecie zgody na wykorzystywanie
wizerunku do celéw marketingowych fotografa wraz ze skierowaniem wobec niego roszczen
dotyczgcych naruszenia débr osobistych. W takim przypadku fotograf jest uprawniony do
dalszego przetwarzania danych tej osoby w celu obrony swoich praw.

Dopiero w momencie wycofania zgody oraz braku innych podstaw przetwarzania fotograf
zobowigzany jest do niezwlocznego usuniecia danych.

Co w przypadku gdy fotograf opublikowat zdjecia w celach marketingowych na swoim blogu i
taka zgoda zostata cofnieta?

Fotograf powinien usung¢ wszystkie zdjecia publikowane w celach marketingowych na
podstawie takiej zgody. Przetwarzanie danych w tym celu byto wiec legalne do dnia
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wycofania zgody, natomiast po jej wycofaniu administrator zobowigzany jest do usuniecia
wszystkich zdjeé opublikowanych na jej podstawie.

3. Osoba, ktérej dane dotyczg, wnosi sprzeciw wobec przetwarzania.

Sprzeciw osoby, ktérej dane dotyczg zostat opisany ponizej, na stronie 47.

4. Dane osobowe byty przetwarzane niezgodnie z prawem.

Jest to sytuacja dos¢ oczywista. Jezeli na przykiad dane zostaly zebrane niezgodnie z
prawem, nie istnieje podstawa prawna ich przetwarzania - osoba, ktérej dane dotyczg moze
zazadac ich usuniecia.

5. Dane osobowe muszg zosta¢ usuniete w celu wywigzania sie z obowigzku prawnego
przewidzianego w prawie Unii lub prawie panstwa czionkowskiego.

Oznacza to, ze administrator zobowigzany jest do usuniecia danych, jezeli istnieje przepis
prawa unijnego lub krajowego, ktory nakazuje takie usuniecie.

Prawo do bycia zapomnianym, o co w nim chodzi?

Prawo do bycia zapomnianym zachodzi w sytuacji, w ktorej administrator upublicznit dane
osobowe, a zgodnie z opisywanym uprawnieniem danej osoby, ma obowigzek usung¢ te
dane. Wtedy administrator podejmuje rozsadne dziatania, by poinformowaé administratoréw
przetwarzajgcych te dane osobowe, ze osoba, ktérej dane dotyczg, zada, by administratorzy
ci usuneli wszelkie tgcza do tych danych, kopie tych danych osobowych lub ich replikacje.
Przy podejmowaniu tych dziatan zawsze nalezy wzig¢ pod uwage dostepng technologie i
koszt realizacji tego uprawnienia. Bedzie to miato miejsce w sytuacji, kiedy np. zdjecia
publikowane przez fotografa zostaty pobrane do serwisu Google Images czy zostalty
udostepnione przez innych uzytkownikbw w ramach portalu Facebook. W takich
przypadkach fotograf powinien skierowac sie do podmiotow zarzgdzajgcych takimi portalami
z informacjg o zadaniu usuniecia zdjeé.

ALE UWAGA! Uprawnienie do zgdania usuniecia danych osobowych lub realizacja prawa do
bycia zapomnianym nie musi by¢é uwzglednione w zakresie w jakim przetwarzanie jest
niezbedne do:
e korzystania z prawa do wolnosci wypowiedzi i informac;ji;
e wywigzania sie z prawnego obowigzku wymagajgcego przetwarzania tych
danych;
e ustalenia, dochodzenia lub obrony roszczen.

Prawo do ograniczenia przetwarzania danych osobowych (art. 18 RODO)
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Rozporzadzenie przewiduje mozliwos¢ wniesienia przez osobe, ktérej dane dotycza, o
ograniczenie przetwarzania danych. Osoba, ktérej dane dotyczg, moze z tego uprawnienia
skorzysta¢ w nastepujgcych przypadkach:

- jezeli osoba kwestionuje prawidtowos¢ danych (tj. zgromadzone dane nie sag
prawidiowe), ograniczenie przetwarzania danych powinno mie¢ miejsce az do
zweryfikowania ich prawidtowosci i poprawienia,

- kiedy przetwarzanie danych jest niezgodne z prawem, ale osoba, ktérej dane dotyczg
sprzeciwia sie ich usuniecia, zgdajac za to ograniczenia ich przetwarzania,

- administrator nie potrzebuje juz danych osobowych do celéw przetwarzania, ale sg
one potrzebne osobie, ktérej dane dotyczg, do ustalenia, dochodzenia lub obrony
roszczen,

- kiedy osoba, ktérej dane dotyczg wniosta sprzeciw wobec przetwarzania danych
(wiecej o sprzeciwie mozna przeczytac na stronie 47), przetwarzanie danych powinno
zostac ograniczone do momentu ustalenia czy sprzeciw ten jest zasadny.

Jezeli przetwarzanie zostato ograniczone dane mozna przechowywac. Poza
przechowywaniem, dane osobowe mozna przetwarzaé na nastepujagcych zasadach:
- kazdy rodzaj przetwarzania, moze by¢ dokonywany za zgodg osoby, ktérej dane
dotycza,
- dane mogg by¢ przetwarzane do celu ustalenia, dochodzenia lub obrony roszczen,
lub w celu ochrony praw innego podmiotu
- dane mogg by¢ przetwarzane z uwagi na wazne wzgledy interesu publicznego

Obowigzek powiadomienia o sprostowaniu lub usunieciu danych osobowych lub o
ograniczeniu przetwarzania (art. 19 RODO)

Administrator informuje o sprostowaniu lub usunieciu danych osobowych lub ograniczeniu
przetwarzania, ktorych dokonat zgodnie z art. 16, art. 17 ust. 1 i art. 18, kazdego odbiorce,
ktéremu ujawniono dane osobowe (czyli wszystkie podmioty, ktorym dane przekazat). Jest z tego
obowigzku zwolniony, jezeli okaze sie to niemozliwe lub bedzie wymagac¢ niewspdtmiernie
duzego wysitku - organizacyjnego lub finansowego. Administrator informuje osobe, ktérej dane
dotyczg, o tych odbiorcach, jezeli osoba, ktérej dane dotyczg, tego zazgda.

Prawo do przenoszenia danych (art. 20 RODO)

Osoba, ktoérej dane dotyczg ma prawo do ich przenoszenia pomiedzy réznymi podmiotami
(administratorami). W przypadku gdy osoba ztozy takie zadanie, administrator ma obowigzek
przekaza¢ jej komplet zgromadzonych danych w formie, ktéra bedzie mozliwa do odczytania.
Uprawnienie te przystuguje, jezeli dane sg przetwarzane na podstawie zgody lub gdy
przetwarzanie jest niezbedne do wykonania umowy. Dzieki obowigzkowi przekazania danych
w formie mozliwej do odczytu, osoba, ktérej dane dotyczg moze podzniej przekazaé te
informacje innemu administratorowi. Ponadto, osoba taka ma prawo Zzgdania, by dane
osobowe zostaty przestane przez administratora bezposrednio innemu administratorowi, o ile
jest to technicznie mozliwe.
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Prawo, o ktérym mowa w tym punkcie, nie moze niekorzystnie wptywac na prawa i wolnosci
innych. Jezeli okreslony zestaw danych osobowych odnosi sie do wiecej niz jednej osoby,
ktérej dane dotyczg, prawo do otrzymania danych osobowych nie powinno powodowaé
uszczerbku dla praw i wolnosci innych oséb, ktérych dane dotyczg na podstawie RODO.

Prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych (art. 21
RODO)

RODO przewiduje dwie sytuacje dotyczgce fotograféw, w ktérych osoba moze wniesc
sprzeciw wobec przetwarzania danych osobowych.

1.

Pierwsza z nich dotyczy sytuacji, w ktorej podstawg przetwarzania jest
niezbednosc¢ przetwarzania danych do celow wynikajgcych z prawnie uzasadnionych
interesdw realizowanych przez administratora (informacje o podstawach przetwarzania
opisane zostaty na stronie 20) lub profilowania w oparciu o tg samag podstawe. W tym
przypadku osoba, ktérej dane dotyczg, ma prawo w dowolnym momencie wnies¢ sprzeciw —
z przyczyn zwigzanych z jej szczegdlng sytuacja.

Po ztozeniu sprzeciwu administratorowi nie wolno juz przetwarzac tych danych osobowych,
chyba Zze wskaze on, ze:

- istniejg wazne prawnie uzasadnione podstawy do dalszego przetwarzania tych
danych, nadrzednych wobec interesow, praw i wolnosci osoby, ktérej dane dotyczg;

- istniejg podstawy do ustalenia, dochodzenia lub obrony roszczen, czyli méwigc
prosto: dane sg potrzebne administratorowi do obrony swoich praw.

2.

W drugiej z sytuacji, osoba moze w dowolnym momencie wnies¢ sprzeciw jezeli dane
osobowe sg przetwarzane na potrzeby marketingu bezposredniego. Uprawnienie do ztozenia
sprzeciwu w tym trybie bedzie dotyczylo przetwarzania danych wylgcznie w zakresie
zwigzanym z marketingiem bezposrednim i jest uprawnieniem “mocniejszym” niz opisane w
pierwszym wariancie. Jezeli osoba ztozy sprzeciw w tym zakresie, administrator nadal jest
uprawniony do przetwarzania danych w pozostatych, uzasadnionych prawnie zakresach.

Prawo do niepodlegania decyzjom opartym na zautomatyzowanym przetwarzaniu (art.
22 RODO)

Osoba, ktérej dane dotyczg, ma prawo do tego, by nie podlega¢ decyzji, ktéra opiera sie
wylacznie na zautomatyzowanym przetwarzaniu, w tym profilowaniu, i wywotuje wobec tej
osoby skutki prawne lub w podobny sposdb istotnie na nig wptywa.

Od zasady tej istnieje kilka wyjatkdow, a wiec uprawnienie to nie ma zastosowania, jezeli
decyzja:
a) jest niezbedna do zawarcia lub wykonania umowy miedzy osobg, ktorej dane
dotyczg, a administratorem,
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b) jest dozwolona prawem i ktore przewiduje wiasciwe srodki ochrony praw, wolnosci i
prawnie uzasadnionych intereséw tej osoby,
C) opiera sie na wyraznej zgodzie osoby, ktérej dane dotycza.

Ale, nalezy pamieta¢, ze w przypadku gdy decyzje zautomatyzowane opierajg sie na
szczegolnych kategoriach danych, zaden z w/w wyjatkéw nie bedzie miat zastosowania (z
wyjatkami niedotyczgcymi praktyki fotografa).

Oprocz tego, nalezy pamietaé, ze w przypadkach a) i ¢) administrator zobowigzany jest do
wdrozenia wtasciwych srodkow ochrony praw, wolnosci i prawnie uzasadnionych intereséw
tej osoby. Administrator powinien co najmniej zadbac¢ o realizacje prawa do uzyskania
interwencji ludzkiej ze strony administratora, do wyrazenia witasnego stanowiska i do
zakwestionowania tej decyzji.

Omoéwienie sposobu postepowania w przypadku obstugi zagdan osoéb, ktérych dane
dotycza

Artykut 12 RODO reguluje tryb realizacji przez administratora zgdan oséb, ktérych dane
dotycza.

W pierwszej kolejnosci nalezy wiedzie¢, ze administrator ma obowigzek udzieli¢ odpowiedzi
bez zbednej zwloki, a w kazdym razie w terminie miesigca od otrzymania zgdania. To
znaczy, ze administrator powinien udzieli¢ odpowiedzi jak najszybciej, najdtuzej w ciggu
miesigca.

Miesieczny termin rozpoczyna sie w momencie otrzymania zgdania - a wiec z chwila, kiedy
administrator otrzyma zgdanie. Oczywiscie w niektérych przypadkach zadanie w pierwszym
kontakcie osoby z administratorem moze by¢ tak nieprecyzyjne, ze fotograf nie bedzie w
stanie udzieli¢ na nie merytorycznej odpowiedzi. W takich przypadkach mozna uzna¢, ze
termin ten rozpocznie sie w chwili sprecyzowania zgdania osoby.

W uzasadnionych przypadkach, tj. w razie potrzeby termin ten mozna przedtuzy¢ o kolejne
dwa miesigce z uwagi na skomplikowany charakter zgdania lub liczbe zgdan. Nalezy jednak
pamietac, ze wydtuzenie terminu moze mie¢ miejsce wytgcznie w tych dwoch przypadkach,
nie mozna go rozszerzac¢ na zadng inng sytuacje.

To co wazne, w terminie miesigca, osoba, ktéra sklada zadanie powinna otrzymac
ostateczng, merytoryczng odpowiedz, wskazujgcg na sposob zatatwienia jej zgdania. Nie
moze to by¢ wylgcznie informacja, ze sprawe przyjeto do rozpatrzenia lub przekazano
osobie, ktdra ma sie nad nig pochylic.

W przypadku otrzymania zgdania od osoby, ktorej dane dotyczg, mozna przekazac
odpowiedz w jeden z nastepujagcych sposobow:

- ustnie - na przykfad podczas rozmowy telefonicznej. Nalezy jednak pamietac, ze jest

to forma, ktéra powinna by¢ stosowana tylko w wyjgtkowych przypadkach. Mozna z

niej skorzysta¢ tylko wtedy, kiedy osoba tego zazada i pod warunkiem, ze
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administrator innymi sposobami zweryfikuje jej tozsamos$¢é (co w praktyce moze
okazac sie bardzo trudne). Dlatego tez forma ta powinna by¢ ostatecznoscia,

- w formie pisemnej - warto wtedy zadba¢ o zachowanie potwierdzenia odbioru
pisma. Pismo moze zosta¢ wreczone lub wystane pocztg lub kurierem,

- droga elektroniczng - przepisy RODO wskazujg, ze jesli osoba ztozyta wniosek
drogg elektroniczng, to rowniez odpowiedz administratora, w miare mozliwosci,
powinna odbywac sie w tej formie.

SCHEMAT OBSLUGI ZADAN 0SOB, KTORYCH DANE DOTYCZA

W przypadku zgtoszenia zgdania przez osobe, ktérej dane dotyczg, administrator moze
obstuzy¢ ww. zgdanie wedtug nastepujacego schematu postepowania:

Krok 1 — potwierdzenie tozsamosci wnioskodawcy

1. Administrator potwierdza tozsamosc¢ osoby zgtaszajgcej zgdanie innymi sposobami
niz ustnie, np. elektronicznie lub poprzez weryfikacje dokumentu.

2. W przypadku niemozliwosci potwierdzenia tozsamosci wnioskodawcy — administrator
informuje te osobe niezwtocznie, najpdzniej w ciggu miesigca od wptyniecia zadania,
w sposob umotywowany o braku mozliwo$ci jego spetnienia.

Krok 2 — ustalenie optaty

1. Spetnienie zadan jest wolne od optat.

2. Jesli zadania sg ewidentnie nieuzasadnione lub nadmierne, mozna pobrac optate
zgodnie z ustalonym u administratora cennikiem lub odmoéwi¢ podjecia dziatanh.

3. Odmowe podjecia dziatan i spetnienia zgdania nalezy uzasadni¢. Wraz z odmowag
podaje sie rowniez informacje o prawie do ztozenia skargi do organu nadzorczego
oraz skorzystania ze srodkdéw ochrony prawnej przed sgdem.

Krok 3 — weryfikacja przetwarzania danych wnioskodawcy

1. W przypadku niezidentyfikowania przetwarzania danych wnioskodawcy administrator
informuje osobe niezwlocznie, najpdzniej do miesigca, ze administrator nie
przetwarza jej danych osobowych.

2. Jesli administrator przetwarza dane wnioskodawcy, przechodzi do realizacji
nastepnego kroku.

Krok 4 - merytoryczna analiza zagdania

1. Administrator analizuje zgdanie wnioskodawcy pod katem jego zasadno$ci i precyziji.
2. Jesli zadanie jest nieprecyzyjne, administrator moze poprosi¢ wnioskodawce o jego
uscislenie.
Krok 5 — rozpoznanie zgdania wnioskodawcy

1. Administrator realizuje bez zbednej zwioki — najpdzniej w terminie miesigca - zgdanie
zgodnie z wnioskiem osoby, ktérej dane dotycza.
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2. Jesli spetnienie zgdania przedtuza sie, administrator informuje wnioskodawce o
przedtuzeniu terminu oraz podaje przyczyny opoznienia, a takze planowany termin
udzielenia odpowiedzi.

3. Powodem przedituzenia terminu o kolejne dwa miesigce moze by¢ wytgcznie
skomplikowany charakter zgdania lub liczba zgdan, ktéra wptyneta do administratora.

Krok 6 — udzielenie merytorycznej odpowiedzi

Po przejéciu catej procedury nadchodzi czas na merytoryczng odpowiedz osoby, ktora
wystgpita z zgdaniem. Odpowiedz przekazujemy jednej z form opisanych powyzej. Warto
pamieta¢ o tym, by zachowa¢ dowdd jej udzielenia.
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13) Wykonywanie zdjeé w ramach dziatalnosci kosciotéw lub innych zwigzkéw
wyznaniowych

Niniejszy punkt oraz poszczegdline odniesienia w rozdziale drugim dotyczgce ochrony
danych osobowych w kosciotach lub innych zwigzkach wyznaniowych powstaty przy
wspotpracy z Koscielnym Inspektorem Ochrony Danych oraz Instytutem Bona Fama.

Zakres stosowania przepiséw dotyczacych ochrony danych osobowych

W pracy fotograféw niejednokrotnie dochodzi do wykonywania zdje¢ podczas wydarzen
zwigzanych z dziatalnoscig religijng kosciotow lub innych zwigzkéw wyznaniowych. W takich
sytuacjach nalezy pamieta¢ o koniecznosci zachowania regulacji wtasnych tychze
kosciotéw lub innych zwigzkéw wyznaniowych dotyczgcych ochrony danych osobowych.

Artykut 91 ust. 1 RODO stanowi o mozliwosci dalszego stosowania wiasnych regulacji
dotyczgcych ochrony danych osobowych przez koscioty lub inne zwigzki wyznaniowe, jezeli
w dniu wejscia w zycie RODO posiadaty one wtasne zasady w tej materii, a zostaty one
dostosowane do RODO. Z tej mozliwosci skorzystato w Polsce kilkanascie kosciotow lub
zwigzkéw wyznaniowych. Informacja o nich znajduje sie na stronie UODO, link:
https://uodo.gov.pl/pl/383/721.

Przyktadem takich szczegétowych regulacji koscielnych jest Dekret ogdlny w sprawie
ochrony o0sob fizycznych w zwigzku z przetwarzaniem danych osobowych w Kosciele
katolickim z 2018 r. Te przepisy zostang pokrétce oméwione w niniejszym punkcie oraz
punktowo sygnalizowane w rozdziale drugim, przy omawianiu szczegétowych zagadnien.

Prawo Kosciota katolickiego w zakresie ochrony danych osobowych jest tozsame lub
analogiczne do przepiséw unijnych. Oznacza to, ze w zasadniczej czesci fotograf
zachowujac standard ochrony danych osobowych wymagany RODO, bedzie wypetniat
przepisy Dekretu i odwrotnie. Stosowanie przepisow RODO nie wylgcza jednak
stosowania przepiséw wilasnych Kosciota. Oznacza to, ze przy wykonywaniu zdje¢ w
podczas uroczystosci koscielnych zastosowanie znajda obie te regulacje.

Przestanka legalizacyjna przetwarzania danych osobowych w zdjeciach
wykonywanych przez fotograféw w kosciotach

Wykonywanie zdjecia bedzie stanowi¢ co do zasady przetwarzanie danych ,zwyktych”.
[wiecej o rodzajach danych osobowych w na stronie 8]. Wymaga to wskazania na
przestanke legalizacyjng z art. 7 Dekretu oraz art. 6 ust. 1 RODO. Zasadniczo przestanka
legalizacyjng przetwarzanie danych osobowych przy wykonywaniu zdjeé¢ podczas
uroczystosci w kosciotach bedzie realizacjg uzasadnionego interesu administratora
(np. parafii) lub osoby trzeciej (art. 7 ust. 1 pkt 6) Dekretu oraz art. 6 ust. 1 lit. f) RODO).
Takg osobg trzecig moga by¢ narzeczeni, chcacy, aby ich uroczystos¢ zostata uwieczniona
na zdjeciach czy rodzice dzieci komunijnych. Opierajgc sie na niej nalezy dokona¢ wazenia
uzasadnionego interesu w relacji do podstawowych praw i wolnosci oséb fizycznych, ktorej
dane dotyczg. Nalezy zatem dokonac¢ testu réwnowagi i przeanalizowa¢ kontekst i
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ewentualne konsekwencje dla praw i wolnosci tychze oséb [wiecej o tescie rownowagi w
Rozdziale Ill, podrozdziat 2]. Do oceny ryzyka, co wynika wprost z art. 7 ust. 1 pkt 6)
Dekretu, nalezy wzig¢ pod uwage matoletnios¢ oséb, ktérych dane dotyczg. Moze takze
dojs¢ do sytuacji kumulatywnego stosowania przestanek. Drugg przestankg moze by¢ zgoda
(patrz art. 7 ust.1 pkt 1) Dekretu). Taka zgoda musi okresla¢, cel oraz zakres legalizowanego
przetwarzania danych osobowych. Ze wzgledu na analogicznosé przestanek
przetwarzania danych w Dekrecie i RODO zastosowanie przez fotografa witasciwej
podstawy prawnej przetwarzania z RODO, pozwala na zastosowanie identycznej przy
dziataniu w ramach Dekretu.

Spelnienie obowigzku informacyjnego przez fotografa podczas uroczystosci w
kosciele.

Uczestnicy uroczystosci w kosciotach powinni by¢ informowani o swoich prawach
zwigzanych z przetwarzaniem danych osobowych. Stuzg im rowniez pozostate prawa
gwarantowane przez RODO i Dekret.

Jednoczesnie na obowigzek informacyjny moze by¢ podczas uroczystosci w kosciotach
realizowany warstwowo. Przykladowo na prosbe fotografa mozna ogtosi¢, ze podczas
uroczystosci na prosbe nowozencow, bierzmowanych, rodzicow dzieci przystepujgcych do |
komunii $w. wykonywane bedg zdjecia z uroczystosci, a takze wskazac miejsce (np. miejsce
fizyczne z wydrukowang informacjg lub adres strony internetowej), w ktérym osoba
fotografowana moze zapoznal sie z treScig obowigzku informacyjnego. Nalezy takze
poinformowaé, ze jezeli kto$ z uczestnikédw uroczystosci nie zyczy sobie wykonywana mu
zdje¢ powinien zajg¢ miejsce w wyznaczonej czesci swiatyni, ktéra nie bedzie fotografowana.

Warstwowe informowaniem, w przypadku wykonywania fotografii w $wigtyniach jest
dozwolone, a nawet wskazane. Wymaga jednak wskazania miejsca, gdzie osoba, ktérej
dane dotyczg uzyska petng klauzule informacyjna.

Dobre praktyki

Jednoczesnie, zgodnie ze wskazowkami Koscielnego Inspektora Ochrony Danych, nie
powinno wykonywac sie podczas liturgii zdjeC osobom postronnym, niezwigzanym z
uroczystoscig podczas wykonywania przez nich praktyk religijnych, np. oczekujgcym przy
konfesjonale, czy przystepujacym do komunii $w. W Kosciele katolickim istniejg takze inne
regulacje dotyczgce ochrony prywatnosci, ktére takze powinny zosta¢ zachowane (np. kan.
220 Kodeksu Prawa Kanonicznego, regulujgcych ochrone dobrego imienia i prywatnosci w
Kosciele).

Jednoczesnie przy wykonywaniu zdje¢ podczas takiej uroczystosci, w porozumieniu z jej
organizatorami warto wyznaczy¢ obszar w kosciele, ktéry nie bedzie objety fotografowaniem.

Wiasciwy organ nadzorczy

Zgodnie z art. 91 ust. 2 RODO, koscioty lub zwigzki wyznaniowe, ktdre stosujg witasne
zasady ochrony danych osobowych, podlegajg nadzorowi niezaleznego organu
nadzorczego. Przyktadem takiego niezaleznego organu nadzorczego jest Koscielny
Inspektor Ochrony Danych powotany przez Kosciot katolicki, e-mail: kiod@episkopat.pl,
Skwer Kard. Stefana Wyszynskiego 6, 01-015 Warszawa. KIOD moze takze doradzaé¢ w

54


mailto:kiod@episkopat.pl

sprawach przetwarzania danych osobowych w Kosciele katolickim. W przypadku pytan
zwigzanych z tg przestrzenig fotografowie mogg zgtosic sie przez: www.kiod.episkopat.pl.

Artykut 59 ust. 1 ustawy o ochronie danych osobowych przewiduje wspotprace Prezesa
UODO z niezaleznymi organami nadzorczymi powotanymi na podstawie art. 91 RODO. W
ramach tego wspétdziatania KIOD i Prezes UODO podpisali dnia 10 maja 2019 r.
porozumienie o wspétpracy i wzajemnym przekazywaniu informacji. Na jego mocy w
przypadku pozyskania informacji przez ktéry$ z organdéw o sprawie bedacej we wtasciwosci
drugiego z nich istnieje mozliwos¢ przekazania informacji o sprawie miedzy tymi podmiotami.

Wiasdciwym dziataniem bedzie zatem, przy dopetnianiu obowigzku informacyjnego wobec
osob ktérych dane dotyczg, wskazanie na mozliwos¢ ztozenia skargi do obu organdw
nadzorczych, tj. koscielnego i panstwowego, a te mogg przekaza¢ sobie sprawe wedtug
wiasciwosci.

Czy dane uczestnikéw uroczystosci religijnych sa danymi wrazliwymi?

Przetwarzania wizerunku oséb bedgcych w kosciele nie mozna automatycznie uznaé za
przetwarzanie danych wrazliwych. Na gruncie prawa kanonicznego takze sama informacja o
przynaleznosci do Kosciota katolickiego nie powinna by¢ uznawana za dang wrazliwg. W
kosciele (budynku) mogg znajdowaé sie osoby, ktdre znalazty sie tam z wielu réznych
pobudek niekoniecznie religijnych, np. uczestniczg w nabozenstwach waznych dla ich
rodziny, sami nie bedac katolikami, czy sg zwiedzajgcymi. Przyktadowo, przy zawieraniu
matzenstw mieszanych takze jedno z narzeczonych nie jest katolikiem. Jednoczesnie nie
mozna dopusci¢ do intencjonalnego zbierania danych, ktére mogtyby stanowi¢ dane
wrazliwe.

Rozpowszechnianie zdjeé¢ z uroczystosci religijnych

W przypadku wykorzystania zdje¢ w dziatalnosci wewnetrznej Kosciota ma zastosowanie art.
10 ust. 2 Dekretu, ktory stanowi, ze periodyki informacyjne przeznaczone do uzytku
wewnetrznego (np. gazetki parafialne) opisujgce najwazniejsze wydarzenia z zycia i
dziatalnosci redagujacych je podmiotéw koscielnych (np. parafii), mogg zawiera¢ dane
dotyczgce oséb uczestniczgcych w uroczystosciach i wydarzeniach (takze i ich zdjecia), o ile
w poszczegoélnych przypadkach zainteresowani nie wnosili o ich nieujawnianie. Oznacza to,
ze publikacja zdjecia osoby w czasopisSmie parafialnym dystrybuowanym wytgcznie w
ramach tej wspdlnoty i dla jej czlonkéw jest dopuszczalna na podstawie przestanek
legalizacyjnych z art.6 ust. 1 pkt) 2 i 6) Dekretu. Wyjatkiem jest wyraznie zastrzezenie takiej
publikacji dokonane przez osobe bedacg na zdjeciu. Takie zastrzezenie osoby uwidocznionej
na zdjeciu musi zosta¢ uszanowane.

Z kolei w przypadku zamiaru upublicznienia zdjecia poza parafialng wspoélnote np. poprzez
umieszczenie w Internecie, przeznaczonej do szerszego grona odbiorcow niz parafianie,
nalezy stosowa¢ (poza Dekretem) takze przepisy RODO, jak tez i innych ustaw
obowigzujgcych w polskim porzgdku prawnym.

Zgoda osob nie jest wymagana, gdy dotyczy osoby powszechnie znanej (np. biskupa,
proboszcza) jezeli wizerunek wykonano w zwigzku z petnieniem przez nig funkgji
publicznych, w szczegdlnosci zawodowych. W tym przypadku za osoby petnigce funkcje
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publiczne nalezy uznaé¢ takze klerykdéw, duchownych, nadzwyczajnych szafarzy Komunii
Swietej, ktérzy wypetniajg powierzone im przez Kosciét zadania.

Jako zgromadzenie w rozumieniu art. 81 Prawa autorskiego nalezy takze traktowac¢ wiernych
zebranych na mszy $w. czy innych obrzedach liturgicznych np. pogrzebie lub procesji.
Publikacja zdjecia z takiego wydarzenia nie wymaga pozyskania zezwolenia na
wykorzystanie wizerunku od wszystkich os6b na nim przedstawionych. ldentycznie
przedstawia sie sytuacja z publikacjg zdje¢ z festynéw parafialnych, koncertéw
organizowanych przy parafii, jezeli osoby, ktérych wizerunek zostat udostepniony stanowig
jedynie niewielkg czesS¢ szerszego obrazu. Jezeli dochodzi do przetwarzania danych w tym
zakresie moze sie ono odbywaé¢ w ramach realizacji uzasadnionego interesu administratora
albo osoby trzeciej, 0 czym szerzej mozna przeczyta¢ w Rozdziale II.
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14) Wizerunek osoby niepefnoletniej

Jak zostato wskazane w punkcie 7 czesci | osoby niepetnoletnie (ponizej 18 roku zycia) nie
udzielajg zgody na wykorzystywanie ich wizerunku samodzielnie. Taka zgoda powinna by¢
kazdorazowo udzielania przez ich opiekunka prawnego (np. rodzica, ktéry posiada petnie
praw rodzicielskich).

Rozpowszechniajgc wizerunek osoby niepetnoletniej nalezy jednak zachowaé¢ szczegdling
ostroznos¢. Osoby takie, pomimo nieposiadania zdolnosci do czynnosci prawnej (dzieci
ponizej 13 roku zycia) lub posiadaniu ograniczonej zdolnosci prawnej (osoby niepetnoletnie
powyzej 13 roku zycia) nadal sg podmiotami praw i obowigzkéw, a co za tym idzie majg
podmiotowos¢ prawng. Ich opinie dotyczgce kwestii, ktore majg na nie bezposredni wptyw,
powinny by¢ kazdorazowo brane pod uwage. Dotyczy to w szczegdélnosci rozpowszechniania
ich wizerunku w celach marketingowych.

Osoby niepetnoletnie mogg po uzyskaniu peinoletniosci wycofa¢ zgode na
rozpowszechnianie swojego wizerunku, ktéra to zostata wczesniej udzielona przez ich
opiekunow prawnych. Cofniecie takiej zgody bedzie rownoznaczne z wycofaniem zgody na
przetwarzanie danych osobowych, jezeli przetwarzanie danych odbywato sie na podstawie
zgody, lub ze sprzeciwem wobec przetwarzania danych osobowych, jezeli do przetwarzanie
danych osobowych odbywato sie w oparciu o inng podstawe prawng (np. do celéw
wynikajgcych z prawnie uzasadnionych interesow realizowanych przez administratora).
Zaréwno w przypadku wycofania zgody i zgtoszenia sprzeciwu fotograf powinien natychmiast
zaprzestac dalszego przetwarzania danych osobowych takiej osoby. Wigzac sie to moze np.
z koniecznoscig usuniecia zdje¢ zawierajacych wizerunek ww. osoby ze stron internetowych,
portfolio lub profili prowadzonych w mediach spotecznosciowych.

Podkreslic rowniez nalezy, ze udzielenie zgody na rozpowszechnianie wizerunku przez
prawnego opiekuna dziecka, nie wyklucza mozliwoéci podniesienia przez nie po uzyskaniu
petnoletniosci roszczen zwigzanych z naruszeniem jego dobr osobistych. Bedzie to dotyczyto
w szczegolnosci fotografii, na ktorych ta osoba bedzie przedstawiana w sposéb
karykaturalny lub niejednoznacznie oceniany z punktu widzenia standardéw spotecznych np.
zdje¢ wykonanych w ramach sesji przebieranych (np. dziecko jest przebrane za klauna),
zdje¢ osob niepetnoletnich wykonanych w niepetnym ubiorze (np. dziecko wystepuje w
stroju kagpielowym) lub zdje¢ wykonanych w ramach kontrowersyjnych akcji spotecznych (np.
dziecko jest sfotografowane razem z alkoholem, papierosami lub innymi uzywkami). Tego
rodzaju zdjecia mogg narusza¢ dobra osobiste osoby niepetnoletniej, w szczegodlnosci takie
jak: prawo do zachowania dobrego imienia lub prawo do ksztaltowania wtasnego wizerunku.
Osoba, ktéra wkroczy w petnoletnios¢, ma prawo do tego, aby zgda¢ zaprzestania
rozpowszechniania jej wizerunku w niekorzystnym dla siebie kontekscie.

Pomimo tego, ze uzyskanie zgody osoby niepetnoletniej nie jest wymogiem prawnym,
ktérego spetnienie warunkuje mozliwos¢ rozpowszechniania jej wizerunku, kazdorazowo
sugeruje sie, aby taka zgoda zostata od takiej osoby uzyskana. O ile uzyskanie zgody od
najmtodszych dzieci moze nie by¢ mozliwe ze wzgledu na to, ze nie sg one wystarczajgco
Swiadome, aby méc jg udzieli¢, o tyle zgoda taka powinna by¢ uzyskiwana kazdorazowo od
dzieci w wieku szkolnych, a w szczegdlnosci od tych, ktére ukohczyty 13 rok zycia. Ze
wzgledu na brak ww. wymogu prawnego zgoda taka moze by¢ uzyskana przez fotografa w
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dowolnej formie, a w tym w formie ustnej poprzez zapytanie dziecka przed przystgpieniem do
sesji o to, czy chce by¢ fotografowane i czy chce, aby zdjecie, na ktérym bedzie
przedstawione, byto rozpowszechniane.

Wyzej sugerowana sugestia jest w szczegdlnosci wazna w kontekscie rozpowszechniania
zdje¢ zawierajgcych wizerunek dzieci w celach marketingowych i promocyjnych fotografa.
Mozna bowiem domniemywaé, ze dziecko, ktére jest fotografowane do celéw zwigzanych z
jego bezposrednim interesem, jak np. wykonanie zdje¢ do legitymaciji szkolnej, wyraza zgode
na przetwarzanie danych osobowych. Takie samego zatozenia nie mozna jednak poczyni¢ w
przypadku rozpowszechniania zdje¢ w celach, ktére bezposrednio dziecka nie dotyczg, jak
wiasnie reklama dziatalnosci fotografa.
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Rozdziat Il - Czesc¢ szczegolna wraz z
wzorami tresci

1. Fotografia slubna

Fotografia slubna, z uwagi na fakt wieloaspektowosci przetwarzania danych osobowych
réznych osob, a takze roznych celow przetwarzania danych osobowych, wymaga podzielenia
tej ustugi fotograficznej na kilka aspektéw.

Ponizej oméwione zostang nastepujgce elementy przetwarzania danych osobowych w
fotografii slubnej:

1. Dane osobowe pary miodej w umowie z fotografem,

2. Wizerunek pary mtodej, osob udzielajgcych $lubu i gosci przetwarzany w ramach
Swiadczenia ustugi,

3. Wykorzystanie fotografii do promocji dziatalnosci fotografa,

Wskaza¢ nalezy, ze fotograf, w przypadku korzystania z ustug podmiotéw trzecich, do celu
wykonania umowy (wykonanie odbitek, fotoksigzki, albumu pamigtkowego), powinien
zawrze¢ z tymi podmiotami umowe powierzenia przetwarzania danych osobowych. O
powierzeniu przetwarzania przeczytaé mozna na stronie 14.

Dane osobowe pary mtodej w umowie z fotografem

Podstawa prawna przetwarzania:

Przetwarzanie danych jest niezbedne do realizacji umowy [art. 6 ust. 1 lit. b RODO]

Fotografowie S$lubni, z uwagi na odlegty termin wykonania zlecenia, czesto zawierajg z
klientami umowy w formie pisemnej, regulujgce termin i sposéb wykonania reportazu
Slubnego. Stronami umowy na ogdt jest fotograf oraz panstwo mitodzi (oboje lub jedno z
nich). Panstwo miodzi, jako zleceniodawcy, wskazujg swoje dane osobowe przy oznaczeniu
stron.

Dane osobowe, ktére mogg znalez¢ sie w umowie to:

- imieg, nazwisko,
- adres zamieszkania i adres zameldowania
- numer PESEL
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nazwisko panny miodej po slubie (oraz nazwisko panienskie przysziej panny mtodej,
gdy umowa jest zawierana wytgcznie z panem mtodym)

adres e-mail

numer telefonu

W zwigzku z wykonywang umowg, fotograf bedzie ponadto przetwarzat dane osobowe pary
w postaci wizerunku.

W tym przypadku podstawg prawng jest przetwarzanie w zwigzku z zawartg umowa, nie
nalezy wiec pozyskiwa¢ dodatkowej zgody na przetwarzanie danych z umowy.

W umowie natomiast nalezy spetni¢ obowigzek informacyjny, ktéry moze stanowi¢ odrebny
paragraf w tresci umowy.

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

N

Jezeli

Na podstawie niniejszej umowy Fotograf przetwarza¢ bedzie nastepujgce dane
osobowe: imie, nazwisko, adres zamieszkania, adres zameldowania, PESEL, numer
telefonu, adres e-mail, wizerunek.

Podstawg przetwarzania danych jest realizacja umowy na Pani/Pana rzecz.
Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa
znajdujg siew § ... ust. ....

Dane osobowe bedg przetwarzane w celu wykonania ustugi (f. w szczegoélnoSci:
wykonania sesji fotograficznej, obrobki, druku, ...), archiwizacji, zabezpieczenia
dochodzenia roszczen oraz do celow podatkowo-ksiegowych.

Podanie danych jest dobrowolne, jednakze odmowa ich podania uniemozZliwia
zawarcie umowy.

Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy, do
czasu wygasniecia wszelkich roszczen z niej wynikajgcych oraz ustania wszystkich
obowigzkoéw podatkowo-skarbowych.

Zamawiajgcym przystuguje prawo zgdania dostepu do treSci danych osobowych, ich
sprostowania, usuniecia oraz prawo do ograniczenia ich przetwarzania. Ponadto
takze prawo do cofniecia zgody w dowolnym momencie bez wplywu na zgodnos$c¢ z
prawem przetwarzania, prawo do przenoszenia danych oraz prawo do wniesienia
sprzeciwu wobec przetwarzania danych osobowych.

Zamawiajgcy posiadajg prawo wniesienia skargi do Prezesa Urzedu Ochrony Danych
Osobowych.

Dane nie bedg przetwarzane w sposéb zautomatyzowany i nie bedg profilowane.

przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o

powierzeniu przetwarzania mozna przeczyta¢é na stronie 14) nalezy dodatkowo
poinformowaé o tych podmiotach:
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Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

Wizerunek pary miodej, oséb udzielajagcych slubu i gosci przetwarzany w ramach
swiadczenia ustugi

Podstawa prawna przetwarzania:
Przetwarzanie danych jest niezbedne do realizacji umowy [art. 6 ust. 1 lit. b RODO]
albo

Przetwarzanie danych jest niezbedne do celdw wynikajgcych z prawnie uzasadnionych
intereséw realizowanych przez administratora [art. 6 ust. 1 lit. f RODO]

W tym fragmencie opisane zostanie przetwarzanie danych w postaci wizerunku wytgcznie w
zakresie zwigzanym z realizacjg umowy zawartej pomiedzy parg mtodg a fotografem, fj.
wykonanie sesji/reportazu ze $lubu, obrébka fotografii, wykonanie odbitek, albumow,
przekazanie zdje¢ parze mtodej, przechowywanie zdje¢ do celdéw archiwalnych.

Wizerunek pary miodej bedzie przetwarzany na podstawie umowy zawartej miedzy
fotografem a parg mtodg, w celu jej realizacji. Obowigzek informacyjny w tym zakresie
fotograf moze spetni¢ w umowie, jak wskazano powyze;.

W zakresie zwigzanym 2z wizerunkiem os6b bedacych swiadkami kwalifikowanymi
(urzednika, duchownego) oraz gosci weselnych, fotograf dziata na zlecenie pary miodej — nie
ma w zwigzku z tym mozliwosci prawidlowo wykonywa¢ umowy, a tym samym swoich ustug,
bez mozliwosci utrwalania wizerunku goséci pary mtodej i oséb obstugujgcych ich slub. Istotg
ustugi reportazu $lubnego jest uchwycenie rodziny i przyjaciot pary mtodej, stworzenie
pamigtki z waznego wydarzenia. W zwigzku z powyzszym, uznac nalezy, ze przetwarzanie
danych gosci i oséb obstugujgcych Slub jest niezbedne do celéw wynikajgcych z prawnie
uzasadnionych interesow realizowanych przez fotografa.

Co wiecej, wskaza¢ nalezy, ze zaréwno osoby udzielajgce Slubu, jak i goscie weselni sg
swiadomi obecnosci fotograféw na tego typu wydarzeniach, godzg sie na to, a w
przypadkach, w ktorych nie chcg by¢ fotografowani - zwyczajowo zgtaszajg to fotografowi.
Jednoczesnie wskaza¢ nalezy, ze fotograf powinien uszanowac¢ wole danej osoby, ktora
prosi o niewykonywanie jej zdje¢. W ocenie autorow Kodeksu, stusznym jest ponadto
ogtoszenie faktu wykonywania fotografii podczas wydarzenia, wskazanie sposobu
zapoznania sie z trescig obowigzku informacyjnego oraz okreslenie strefy, w ktérej zdjecia
nie bedg wykonywane, ew. sposobu zgtoszenia fotografowi braku woli bycia fotografowanym.
Powyzsze mozna wykona¢ w rézny sposob — np. poprzez zamieszczenie odpowiedniej
adnotacji na zaproszeniu czy ogtoszenie w swigtyni / na miejscu wesela.
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Przy wykonywaniu zdje¢ w $wigtyniach nalezy pamietaé o zachowaniu takze regulacji
wiasnych tychze kosciotow lub innych zwigzkéw wyznaniowych. Zobacz wiecej w Rozdziale
|, podrozdziat 13.

Wobec gosci i 0séb obstugujgcych wydarzenie nalezy spetni¢ obowigzek informacyjny. Tresé
przyktadowego obowigzku informacyjnego moze by¢ nastepujaca:

Fotograf przetwarza¢ bedzie Pani/Pana wizerunek.

. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:

numer telefonu ..., adres e-mail: ....

3. Przetwarzanie danych jest niezbedne do celow wynikajgcych z prawnie
uzasadnionych intereséw realizowanych przez administratora. Interesem tym jest
mozliwo$¢ prawidfowego wykonywania umowy na rzecz pary miodej (. w
szczegdlnosci: wykonania reportazu fotograficznego, obrobki zdjec, druku).

4. Umozliwienie Fotografowi utrwalenia danych jest dobrowolne, a odmowa
uniemozliwia realizacje celu, o ktorym mowa w punkcie poprzedzajgcym.

5. Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy
zawartej z parg mtodg, do czasu wygasniecia wszelkich roszczen z niej wynikajgcych.

6. Osobie fotografowanej przystuguje prawo Zzgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wptywu na zgodno$c¢ z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

7. Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych lub do Inspektora Ochrony Danych odpowiedniego zwigzku
wyznaniowego.

8. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

N~

Jezeli przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o
powierzeniu przetwarzania mozna przeczyta¢é na stronie 14) nalezy dodatkowo
poinformowac o tych podmiotach:

Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

Wykorzystanie fotografii do promocji dziatalnosci fotografa

Podstawa prawna przetwarzania:

Przetwarzanie danych na podstawie zgody [art. 6 ust. 1 lit. a RODO]
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Jezeli fotograf planuje publikowaé w internecie (blogu, stronie internetowej, mediach
spotecznosciowych) fotografie zawierajgce wizerunek pary mtodej, gosci weselnych lub oséb
obstugujgcych sSlub - powinien uzyskaé zgode wszystkich osob, ktoérych wizerunki
uwidocznione sg na tych fotografiach. Wiecej o wykorzystywaniu fotografii w tym celu mozna
przeczyta¢ w rozdziale “Wykorzystywanie fotografii dla celéw promocji wtasnej fotografa”.

Przyktadowe tresci zgody oraz obowigzku informacyjnego znajdujg sie w podrozdziale 10
“Wykorzystanie fotografii do promocji dziatalnosci fotografa”.
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2. Fotografia studyjna

Typologia pracy fotografii studyjnej zaktada na ogot okreslony zakres ustug wigzgcych sie z
przetwarzaniem danych osobowych klientow.

Z praktyki fotografii studyjnej mozna wyrézni¢ nastepujace sytuacje, w ktérych przetwarzane
sg dane osobowe:

Wykonywanie zdje¢ do dokumentéw, zdje¢ portretowych
Wykonywanie sesji nieduzych grup oséb

Wykonywanie odbitek zdje¢, druk fotoksigzek
Wywotywanie i skanowanie filméw analogowych

PN~

Wskaza¢ nalezy, ze wiasciciel studia fotograficznego, w przypadku korzystania z ustug
podmiotéw trzecich, do celu wykonania ustug (wykonanie odbitek, fotoksigzki, albumu
pamigtkowego), powinien zawrze¢ z tymi podmiotami umowe powierzenia przetwarzania
danych osobowych. O powierzeniu przetwarzania przeczyta¢ mozna wiecej na stronie 14.

Wykonywanie zdje¢ do dokumentoéw, zdjeé portretowych

Podstawa prawna przetwarzania:

Przetwarzanie danych jest niezbedne do realizacji umowy [art. 6 ust. 1 lit. b RODO]

Wobec fotografowanych klientow nalezy spetni¢ obowigzek informacyjny, ktéry moze byé
spetniony na przyktad w nastepujgcy sposob:

- poprzez wywieszenie w widocznym miejscu w studiu fotograficznym tresci,
- poprzez wreczenie klientowi do podpisu kartki zawierajgcej tres¢ obowigzku
informacyjnego

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

Fotograf przetwarzac bedzie wizerunek osoby fotografowaney.

Podstawg przetwarzania danych jest realizacja umowy na Pani/Pana rzecz.

3. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:
numer telefonu: ..., adres e-mail: ....

4. Dane osobowe bedg przetwarzane w celu wykonania ustugi (tj. w szczegdlnosci:
wykonania sesji fotograficznej, obrobki, druku), archiwizacji, zabezpieczenia
dochodzenia roszczen oraz do celow podatkowo-ksiegowych.

5. Podanie danych jest dobrowolne, jednakze odmowa ich podania uniemozliwia

zawarcie umowy.

N~
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6. Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy, do
czasu wygasniecia wszelkich roszczen z niej wynikajgcych oraz ustania wszystkich
obowigzkéw podatkowo-skarbowych.

7. Osobie fotografowanej przystuguje prawo Zzgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wptywu na zgodno$c¢ z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

8. Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych.

9. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

Wykonywanie sesji nieduzych grup osob

W studiu fotograficznym mogqg by¢é wykonywane sesje nieduzych grup oséb: sesje rodzinne,
noworodkowe, narzeczenskie, pracownicze.

Zasady przetwarzania danych osobowych przy wykonywaniu tego typu ustug zostaty opisane
w rozdziale “Sesje z okreslong grupg osob”.

Wykonywanie odbitek zdje¢, druk fotoksigzek oraz wywotywanie, skanowanie filmoéw
analogowych i innych szeroko rozumianych produktéw drukowanych

Czestg ustugg wykonywang przez fotografow i pracownikéw studia fotograficznego jest praca
z fotografig wykonang przez inne osoby. W chwili, gdy pracownik uzyskuje dostep (wglad) do
fotografii wykonanych przez osoby trzecie albo gdy na komputerze nalezacym do studia,
choéby tymczasowo, zapisywane sg pliki do wydruku, zeskanowane filmy, zdjecia do
wykonania odbitek - dochodzi do przetwarzania danych oséb uwidocznionych na
fotografiach.

W tym przypadku studia fotograficznego, wiasciciel na ogoét nie bedzie administratorem
danych, a jedynie bedzie przetwarzat je jako procesor, wskutek powierzenia przetwarzania.

Sposéb postepowania w zwigzku z przetwarzaniem danych osobowych bedzie zalezat od
konkretnej sytuacji, sposrod ktérych mozna wyszczegdlni¢ dwa typy:

1. Przekazywanie przez innego fotografa fotografii do studia fotograficznego,
zawierajacych dane osobowe (wizerunek) oséb trzecich. Inny fotograf przekazuije
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W tym przypadku fotograf przekazujgc dane osobowe do studia fotograficznego (w
celu np. wykonania odbitek) postuguje sie nim jako podwykonawcg w wykonywanych
przez siebie ustugach i powierza mu przetwarzanie danych osobowych o0so6b
uwidocznionych w przekazywanych fotografiach. W takim wypadku nalezy podpisaé
pomiedzy studiem fotograficznym a fotografem umowe powierzenia przetwarzania
danych osobowych. O powierzeniu mozna przeczyta¢ na stronie 14.

2. Przekazywanie fotografii do studia fotograficznego przez osoby prywatne, ktére
zamawiajg odbitki fotografii wykonywanych amatorsko, np. zdje¢ z uroczystosci
7 I i d I kaci

Podstawa prawna przetwarzania:

Przetwarzanie danych oséb utrwalonych na ww. fotografiach jest niezbedne do celéow
wynikajgcych z prawnie uzasadnionych intereséw realizowanych przez administratora
— tj. realizacja ustug na rzecz osoby trzeciej [art. 6 ust. 1 lit. f RODO].

Wskazaé jednak nalezy, ze w opisywanej sytuacji poinformowanie o tresci obowigzku
informacyjnego osob uwidocznionych na fotografiach nie jest mozliwe, poniewaz
fotograf nie posiada danych kontaktowych do ww. oséb. Dlatego tez fotograf nie musi
spetni¢ obowigzku informacyjnego wobec oséb uwidocznionych na zdjeciach.

3. Sesje z okreslong grupa oso6b

W omawianym typie ustug fotograficznych mowa o sesjach z nieduzg liczbg oséb, ktére
powigzane sg ze sobg w okreslony sposob i z kazdg z nich fotograf moze nawigzac osobisty
kontakt. Na ogét umowa zawierana jest jednak z jedng-dwiema z oséb, ktére sg
fotografowane lub wrecz z osoba, ktorej wizerunek nie bedzie utrwalany.

W szczegolnosci mozna wyrdzni¢ dwa rodzaje sesji:

1. Sesje rodzinne, noworodkowe, narzeczenhskie
2. Sesje pracownikéw na potrzeby pracodawcy

Wskazac¢ nalezy, ze fotograf, w przypadku korzystania z ustug podmiotéw trzecich, do celu
wykonania umowy (wykonanie odbitek, fotoksigzki, albumu pamigtkowego), powinien
zawrze¢ z tymi podmiotami umowe powierzenia przetwarzania danych osobowych. O
powierzeniu przetwarzania przeczyta¢c mozna wiecej na stronie 14.

Sesje rodzinne, noworodkowe, narzeczenskie
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Ustugi fotograficzne czesto obejmujg krétkie sesje zwigzane z checig upamietnienia przez
klientéw fotografa okreslonych momentow w zyciu prywatnym. Uczestniczg w nich konkretne
osoby (brak ryzyka utrwalenia przez fotografa osoby przypadkowej), zwigzane ze sobg
wiezig emocjonalng. Sesje te moga odbywac sie w studiu fotograficznym badz dowolnie
wybranym przez fotografa i klientéw miejscu: w domu klientéw, wynajetej przestrzeni, w
plenerze.

Podstawa prawna przetwarzania:

Przetwarzanie danych jest niezbedne do realizacji umowy [art. 6 ust. 1 lit. b RODO]

Na ogot fotograf zawiera umowe o wykonanie tego typu sesji z jedng lub dwiema osobami,
nie zas ze wszystkimi uczestnikami sesji. Umowa taka moze byé zawarta w formie ustne;j,
wymiany wiadomosci e-mail czy w formie pisemne;.

Jezeli fotograf zawiera umowe pisemng w zakresie zwigzanym z realizacjg tego typu ustugi,
do przetwarzania danych wskazanych w umowie oraz wizerunku stron umowy ma
zastosowanie podrozdziat “Dane osobowe pary miodej w umowie z fotografem” w rozdziale o
Fotografii Slubne;.

Jezeli fotograf nie zawiera umowy pisemnej, powinien spetni¢ wobec klienta (tj osoby, ktéra
zamawia sesje, ptaci za nig) obowigzek informacyjny najpdzniej w momencie rozpoczecia
sesji. Informacje te mogg by¢ przekazane klientowi na przyktad poprzez: zawieszenie w
ogolnodostepnym miejscu, wreczeniu kopii tresci do potwierdzenia zapoznania sie
podpisem, przestanie w wiadomosci e-mail przed sesja.

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

1. Na podstawie umowy o wykonanie sesji Fotograf przetwarzac¢ bedzie nastepujgce
dane osobowe: (imie, nazwisko, numer telefonu, adres e-mail - tylko te dane, ktére
faktycznie bedg stuzyty do wykonania umowy) oraz wizerunek.

Podstawg przetwarzania danych jest realizacja umowy na Pani/Pana rzecz.

3. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa sg
nastepujgce: ...

4. Dane osobowe bedg przetwarzane w celu wykonania ustugi (. w szczegdlnosci:
wykonania sesji fotograficznej, obrobki, druku, ...), archiwizacji, zabezpieczenia
dochodzenia roszczen oraz do celow podatkowo-ksiegowych.

5. Podanie danych jest dobrowolne, jednakze odmowa ich podania uniemoZliwia
wykonanie sesji.

6. Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy, do
czasu wygasniecia wszelkich roszczen z niej wynikajacych oraz ustania wszystkich
obowigzkéw podatkowo-skarbowych.

7. Zamawiajgcemu przystuguje prawo zgdania dostepu do tresci danych osobowych, ich
sprostowania, usuniecia oraz prawo do ograniczenia ich przetwarzania. Ponadto
takze prawo do cofniecia zgody w dowolnym momencie bez wplywu na zgodnos$c¢ z

N
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prawem przetwarzania, prawo do przenoszenia danych oraz prawo do wniesienia
sprzeciwu wobec przetwarzania danych osobowych.

8. Zamawiajgcy posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony Danych
Osobowych.

9. Dane nie bedg przetwarzane w sposoéb zautomatyzowany i nie bedg profilowane.

Jezeli przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o
powierzeniu przetwarzania mozna przeczyta¢é na stronie 14) nalezy dodatkowo
poinformowaé o tych podmiotach:

Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

Podczas tego rodzaju sesji najczesciej utrwalane bedg réwniez wizerunki oséb innych niz
osoby, z ktorymi tgczy fotografa umowa. W zakresie zwigzanym z wizerunkiem tych oséb,
fotograf dziata na zlecenie klienta zamawiajgcego sesje — nie ma w zwigzku z tym
mozliwosci prawidtowo wykonywaé umowy, a tym samym swoich ustug, bez mozliwosci
utrwalania wizerunku oséb, ktére zamawiajgcy sesje zaprosit do udziatu w niej. W zwigzku z
powyzszym, uzna¢ nalezy, ze przetwarzanie danych osob, ktére majg by¢ fotografowane
podczas sesji, jest niezbedne do celéw wynikajgcych z prawnie uzasadnionych intereséw
realizowanych przez fotografa. Co wiecej, osoby te dobrowolnie stawiajg sie i pozujg przed
fotografem, co pozwala przyja¢, ze godzg sie na przetwarzanie ich danych w tym zakresie.

Podstawa prawna przetwarzania:

Przetwarzanie danych jest niezbedne do celéw wynikajgcych z prawnie uzasadnionych
intereséw realizowanych przez administratora [art. 6 ust. 1 lit. f RODO].

Wobec ww. os6b nalezy spetni¢ obowigzek informacyjny. Obowigzek ten moze zostaé
wykonany przed rozpoczeciem sesji, np. poprzez wreczenie tresci w formie dokumentu
papierowego. Tres¢ przykladowego obowigzku informacyjnego moze by¢ nastepujaca:

1. Fotograf przetwarzac¢ bedzie Pani/Pana wizerunek.

2. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:
numer telefonu ..., adres e-mail: ....

3. Przetwarzanie danych jest niezbedne do celbw wynikajgcych z prawnie
uzasadnionych intereséw realizowanych przez administratora. Interesem tym jest
mozliwosc prawidtowego wykonywania umowy na rzecz osoby, ktora zamowifa sesje
(ti. w szczegblno$ci: wykonania sesji fotograficznej, obrobki zdjec, druku).

4. Umozliwienie Fotografowi utrwalenia danych jest dobrowolne, a odmowa
uniemozliwia realizacje celu, o ktérym mowa w punkcie poprzedzajgcym.
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5. Dane osobowe bedag przetwarzane przez czas niezbedny do wykonania umowy
zawartej z osobg zamawiajgcq sesje, do czasu wygasniecia wszelkich roszczen z niej
wynikajgcych.

6. Osobie fotografowanej przystuguje prawo Zzgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wptywu na zgodno$c¢ z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

7. Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych.

8. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

Jezeli przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o
powierzeniu przetwarzania mozna przeczyta¢ na stronie 14) nalezy dodatkowo
poinformowaé o tych podmiotach:

Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

Sesje pracownikoéw na potrzeby pracodawcy

Jedng z popularnych ustug fotograficznych jest wykonywanie na potrzeby pracodawcy
fotografii pracownikbw danego przedsiebiorstwa. Fotografa tgczy umowa z pracodawcy,
natomiast w toku wykonywanej ustugi fotograf przetwarza dane osobowe pracownikow.

W tym przypadku pracodawca jest administratorem danych pracownikow. Pracodawca
postuguje sie fotografem jako podwykonawcg i w tym zakresie i celu powierza fotografowi
przetwarzanie danych osobowych pracownikéw uwidocznionych w wykonywanych podczas
sesji fotografiach. W zwigzku z tym nalezy podpisaé pomiedzy klientem (pracodawcyg) a
fotografem umowe powierzenia przetwarzania danych osobowych pracownikow fotografowi
przez pracodawce. O powierzeniu mozna przeczyta¢ na stronie 14.

Wykorzystanie fotografii do promocji dziatalnosci fotografa

Podstawa prawna przetwarzania:

Przetwarzanie danych na podstawie zgody [art. 6 ust. 1 lit. a RODO]
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Jezeli fotograf planuje publikowaé w internecie (blogu, stronie internetowej, mediach
spotecznosciowych) fotografie zawierajgce wizerunek utrwalonych podczas sesji 0os6b -
powinien uzyskaC zgode wszystkich osob, ktdérych wizerunki uwidocznione sg na tych
fotografiach. Wiecej o wykorzystywaniu fotografii w tym celu mozna przeczyta¢ w rozdziale
“Wykorzystywanie fotografii dla celéow promocji wtasnej fotografa”.

Przyktadowe tresci zgody oraz obowigzku informacyjnego znajdujg sie w podrozdziale 10
“Wykorzystanie fotografii do promocji dziatalno$ci fotografa”
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4. Fotografia w placéwkach zajmujacych si¢ organizowaniem zaje¢ dla dzieci lub
opieka nad dzieémi

Fotografia w placéwkach zajmujgcych sie organizowaniem zaje¢ dla dzieci lub opiekg nad
dzie¢mi (dalej tego typu placéwki bedg nazywane zbiorczo instytucjami) jest szczegdlnym
rodzajem fotografii, ktéra wymaga odrebnego omdéwienia.

Wyrézni¢ mozna dwa typy fotografii w instytucjach:

1. Fotograf wykonuje sesje na zlecenie instytuciji,
2. Fotograf wykonuje sesje dzieci na zlecenie rodzicow.

Wskazac¢ nalezy, ze fotograf, w przypadku korzystania z ustug podmiotéw trzecich, do celu
wykonania umowy (wykonanie odbitek, fotoksigzki, albumu pamigtkowego), powinien
zawrze¢ z tymi podmiotami umowe powierzenia przetwarzania danych osobowych. O
powierzeniu przetwarzania przeczyta¢c mozna wiecej na stronie 14.

W przypadku fotografowania wizerunku nauczycieli, opiekunéw i innych oséb zatrudnionych
w placéwce, zastosowanie majg wskazowki okreslone w rozdziale “Sesje pracownikéw na
potrzeby pracodawcy”.

Fotograf wykonuje sesje na zlecenie instytucji

Administratorem danych osobowych w tym przypadku jest instytucja. Fotografa tgczy umowa
z instytucjg, natomiast w toku wykonywanej ustugi fotograf przetwarza dane osobowe jej
pracownikéw, podopiecznych czy uczniéw.

Instytucja postuguje sie fotografem jako podwykonawcg i w tym zakresie i celu powierza
fotografowi przetwarzanie danych osobowych pracownikdéw, ucznidw i podopiecznych
uwidocznionych w wykonywanych podczas sesji fotografiach.

W zwigzku z tym fotograf powinien podpisa¢ z instytucjag umowe powierzenia przetwarzania
danych osobowych uczniéw, pracownikdw i podopiecznych w celu wykonania ses;ji
fotograficznych. O powierzeniu mozna przeczytac¢ na stronie 14.

Na instytucji cigzy¢ bedzie obowigzek uzyskania podstawy prawnej przetwarzania danych
os6b uwidocznionych na fotografiach oraz obowigzek spetnienia wobec w/w oséb obowigzku
informacyjnego. W zdecydowanej wiekszos$ci przypadkdw przetwarzanie ww. danych bedzie
jednak niezbedne do celéow wynikajgcych z prawnie uzasadnionych interesow realizowanych
przez administratora, czyli szkote. Co za tym idzie podstawg przetwarzania danych
osobowych bedzie zatem art. 6 ust. 1 lit. f RODO.

71



Wskazac¢ nalezy, ze fotograf, w przypadku korzystania z ustug podmiotoéw trzecich, do celu
wykonania umowy (wykonanie odbitek, tablo, fotoksigzki, albumu pamigtkowego), powinien
zawrze¢ z tymi podmiotami umowe powierzenia przetwarzania danych osobowych. O
powierzeniu przetwarzania przeczyta¢ mozna wigcej na stronie 14.

Fotograf wykonuje sesje dzieci na zlecenie rodzicow

W niektorych przypadkach scenariusz wykonywania zdje¢ przez fotografa w instytucji
zaktada, ze to rodzice, bez posredniczenia instytucji, zawierajg umowe z fotografem o
wykonanie zdje¢ portretowych dzieci. Najczesciej nie dochodzi do podpisania umowy
pisemnej, a dzieci same zgtaszajg sie do fotografa podczas jego wizyty w szkole. Pienigdze
od rodzicow przekazywane sg badz przez same dzieci, badz przez wychowawcow.

W takim przypadku fotograf nie przetwarza danych osobowych rodzicow. Jezeli jednak na
ktoryms z etapdw wykonywania ustugi rozpocznie przetwarzanie tych danych, powinien
spetni¢ wobec rodzicow obowigzek informacyjny, w sposéb analogiczny z opisanym w
rozdziale Fotografia komunijna.

W nastepnej kolejnosci przeanalizowac nalezy przetwarzanie danych dzieci utrwalanych na
fotografiach. W zakresie zwigzanym z wizerunkiem dzieci fotograf dziata na zlecenie
rodzicow, a przetwarzanie danych dzieci — ich wizerunku — jest niezbedne do wykonania
ustug przez fotografa.

Podstawa prawna przetwarzania wizerunku dzieci:

Przetwarzanie danych jest niezbedne do celéw wynikajgcych z prawnie uzasadnionych
intereséw realizowanych przez administratora [art. 6 ust. 1 lit. f RODO].

Wobec ww. os6b nalezy spetni¢ obowigzek informacyjny. Obowigzek ten moze zostaé
wykonany przed rozpoczeciem sesji, np. poprzez wreczenie tresci w formie dokumentu
papierowego. Tres¢ przykladowego obowigzku informacyjnego moze by¢ nastepujaca:

1. Fotograf przetwarzac¢ bedzie Twoj wizerunek.

2. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:
numer telefonu ..., adres e-mail: ....

3. Przetwarzanie danych jest niezbedne do celbw wynikajgcych z prawnie
uzasadnionych intereséw realizowanych przez administratora. Interesem tym jest
mozliwosc prawidtowego wykonywania umowy na rzecz osoby, ktora zamowifa sesje
(ti. w szczegblno$ci: wykonania sesji fotograficznej, obrobki zdjec, druku).

4. Umozliwienie Fotografowi utrwalenia danych jest dobrowolne, a odmowa
uniemozliwia realizacje celu, o ktéorym mowa w punkcie poprzedzajgcym.
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Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy
zawartej z osobg zamawiajgcq sesje, do czasu wygasniecia wszelkich roszczen z niej
wynikajgcych.

Osobie fotografowanej przystuguje prawo zgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wptywu na zgodno$c¢ z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych.

Dane nie bedg przetwarzane w sposéb zautomatyzowany i nie bedg profilowane.
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5. Fotografia komunijna

W przypadku wykonywania przez fotografa ustug fotograficznych podczas uroczysto$ci
komunii w kosciele, na ogoét dochodzi do podpisania umowy w tym zakresie pomiedzy
fotografem a reprezentantem rodzicéw dzieci przystepujgcych do pierwszej komunii. Pomimo
tego, ze umowa podpisywana jest z jedng osobg, wskazac nalezy, ze ustugi te na podstawie
umowy bedg wykonywane na rzecz wszystkich rodzicow, ktorzy w/w osobe upowaznili do
zawarcia tej umowy. Dzieje sie tak nie tylko z uwagi na dokonanie nieformalnego
upowaznienia, ale takze faktu, ze wszyscy rodzice partycypujg w kosztach zwigzanych z
zatrudnieniem fotografa w tym celu.

Dlatego tez podstawg przetwarzania danych osobowych rodzicéw bedzie wykonywanie na
ich rzecz umowy [art. 6 ust. 1 lit. b RODOQ)]. Fotograf w tym zakresie przetwarza¢ bedzie dane
tylko tych rodzicow, jakie otrzymat do celu zawarcia i realizacji umowy.

Przy wykonywaniu zdje¢ w $wigtyniach nalezy pamietaé o zachowaniu takze regulacji
wiasnych tychze koSciotéw Iub innych zwigzkéw wyznaniowych. Zobacz Rozdziat |,
podrozdziat 13.

Jezeli fotograf zawiera umowe pisemng w zakresie zwigzanym z realizacjg tego typu ustugi,
do przetwarzania danych wskazanych w umowie oraz wizerunku stron umowy ma
zastosowanie podrozdziat “Dane osobowe pary miodej w umowie z fotografem” w rozdziale o
Fotografii Slubne;.

Fotograf powinien ponadto spetni¢ wobec pozostatych rodzicow, ktérych dane osobowe
przetwarza, obowigzek informacyjny najpdzniej w momencie rozpoczecia fotografii podczas
ceremonii. Informacje te mogg by¢ przekazane rodzicom na przykfad poprzez: przekazanie
lub przeczytanie podczas spotkania organizacyjnego z rodzicami, zobowigzac
rodzica-reprezentanta do przekazania okreslonych tresci rodzicom.

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

1. Na podstawie umowy o wykonanie zdje¢ podczas komunii Fotograf przetwarzac

bedzie Paristwa wizerunek.

Podstawg przetwarzania danych jest realizacja umowy na Pani/Pana rzecz.

3. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa sg
nastepujgce: ...

4. Dane osobowe bedg przetwarzane w celu wykonania ustugi (ti. w szczegodlnosci:
wykonania sesji fotograficznej, obrobki, druku, ...), archiwizacji, zabezpieczenia
dochodzenia roszczen oraz do celow podatkowo-ksiegowych.

N
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5. Podanie danych jest dobrowolne, jednakZze odmowa ich podania uniemoZzliwia
wykonanie sesji.

6. Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy, do
czasu wygasniecia wszelkich roszczen z niej wynikajgcych oraz ustania wszystkich
obowigzkéw podatkowo-skarbowych.

7. Zamawiajgcemu przystuguje prawo zgdania dostepu do tresci danych osobowych, ich
sprostowania, usuniecia oraz prawo do ograniczenia ich przetwarzania. Ponadto
takze prawo do cofniecia zgody w dowolnym momencie bez wptywu na zgodno$¢ z
prawem przetwarzania, prawo do przenoszenia danych oraz prawo do wniesienia
sprzeciwu wobec przetwarzania danych osobowych.

8. Zamawiajgcy posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony Danych
Osobowych.

9. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

Jezeli przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o
powierzeniu przetwarzania mozna przeczyta¢é na stronie 14) nalezy dodatkowo
poinformowacé o tych podmiotach:

Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

W nastepnej kolejnosci przeanalizowaé nalezy przetwarzanie danych dzieci przystepujacych
do komunii oraz innych oséb, ktére moga zosta¢ utrwalone podczas uroczystosci. W
zakresie zwigzanym z wizerunkiem osob udzielajgcych komunii (duchownych), dzieci
przystepujgcych do komunii oraz gosci, fotograf dziata na zlecenie rodzicow — nie ma w
zwigzku z tym mozliwosci prawidlowo wykonywa¢ umowy, a tym samym swoich ustug, bez
mozliwosci utrwalania wizerunku dzieci przystepujacych do komunii oraz gosci
zgromadzonych w kosciele. Istotg ustugi zdjeé¢ komunijnych jest utrwalanie wizerunku ww.
osbéb. W zwigzku z powyzszym, uznac nalezy, ze przetwarzanie danych dzieci, gosci i oséb
obstugujgcych komunie jest niezbedne do celow wynikajgcych z prawnie uzasadnionych
interesow realizowanych przez fotografa.

W ocenie autoréw Kodeksu, stusznym jest ponadto ogtoszenie faktu wykonywania fotografii
podczas wydarzenia, wskazanie sposobu zapoznania sie z trescig obowigzku
informacyjnego oraz okreslenie strefy, w ktorej zdjecia nie bedg wykonywane, ew. sposobu
zgtoszenia fotografowi braku woli bycia fotografowanym. Powyzsze mozna wykona¢ w rozny
sposbéb — np. poprzez zamieszczenie odpowiedniej adnotacji na zaproszeniu czy ogtoszenie
w $wigtyni.

Przy wykonywaniu zdje¢ w $wigtyniach nalezy pamigeta¢ o zachowaniu takze regulacji
wiasnych tychze kosciotow lub innych zwigzkéw wyznaniowych. Zobacz wiecej w Rozdziale
|, podrozdziat 13.

Wobec gosci i 0séb obstugujgcych wydarzenie nalezy spetni¢ obowigzek informacyjny. Tresé
przyktadowego obowigzku informacyjnego moze by¢ nastepujaca:
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Fotograf przetwarzac bedzie Pani/Pana wizerunek.

. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:

numer telefonu ..., adres e-mail: ....

3. Przetwarzanie danych jest niezbedne do celbw wynikajgcych z prawnie
uzasadnionych intereséw realizowanych przez administratora. Interesem tym jest
mozliwosc¢ prawidfowego wykonywania umowy na rzecz rodzicow i opiekunow dzieci
przystepujgcych do komunii (. w SzczegolnoSci: wykonania reportazu
fotograficznego, obrobki zdjec, druku).

4. UmoZliwienie Fotografowi utrwalenia danych jest dobrowolne, a odmowa
uniemozliwia realizacje celu, o ktorym mowa w punkcie poprzedzajgcym.

5. Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy
zawartej z rodzicami i opiekunami dzieci, do czasu wygasniecia wszelkich roszczen z
niej wynikajgcych.

6. Osobie fotografowanej przystuguje prawo Zzgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wptywu na zgodno$c¢ z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

7. Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych lub do Inspektora Ochrony Danych odpowiedniego zwigzku
wyznaniowego.

8. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

N~

Jezeli przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o
powierzeniu przetwarzania mozna przeczyta¢é na stronie 14) nalezy dodatkowo
poinformowac o tych podmiotach:

Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

Wskaza¢ nalezy, ze fotograf, w przypadku korzystania z ustug podmiotéw trzecich, do celu
wykonania umowy (wykonanie odbitek, fotoksigzki, albumu pamigtkowego), powinien
zawrze¢ z tymi podmiotami umowe powierzenia przetwarzania danych osobowych. O
powierzeniu przetwarzania przeczyta¢ mozna wigcej na stronie 14.
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6. Fotografia eventowa

Niniejszy rozdziat dotyczy¢ bedzie wykonywania ustug fotograficznych podczas wydarzen
sredniej lub duzej wielkosci, przy zatozeniu, ze fotograf nie ma mozliwosci nawigzania
kontaktu z kazdg z fotografowanych osob, a osoby te nie pozostajg w zwigzku osobistym z
organizatorem wydarzenia.

Z uwagi na zasady przetwarzania danych wyrézni¢ mozna nastepujgce rodzaje sytuaciji:

1. Fotograf dziata na zlecenie organizatora wydarzenia
2. Fotograf nie dziata na zlecenie organizatora i:

a. fotografuje duze grupy oséb

b. fotografuje nieduze grupy oséb

c. fotografuje osoby publiczne podczas wydarzenia
3. Wykonywanie fotografii do celéw prasowych

Fotograf dziala na zlecenie organizatora wydarzenia

W wielu przypadkach organizatorzy wydarzen - zaréwno prywatnych (o okreslonej liczbie
uczestnikow, biletowanych) jak i publicznych - zatrudniajg fotograféw do wykonania ustugi
polegajacej na dokumentac;ji fotograficznej wydarzenia.

W takim wypadku administratorem danych osobowych oséb uwidocznionych na zdjeciach z
wydarzenia bedzie organizator wydarzenia, natomiast fotograf dziata¢ bedzie jako jego
podwykonawca. Organizator powinien spetni¢ wobec uczestnikow obowigzek informacyjny w
tym zakresie oraz zadba¢ o podstawe prawng przetwarzania. Organizator moze spetnic¢
powyzsze obowigzki np. w regulaminie wydarzenia.

Organizator w zakresie i celu wykonania dokumentacji fotograficznej powierza fotografowi
przetwarzanie danych osobowych uczestnikdw uwidocznionych w wykonywanych
fotografiach. W zwigzku z tym nalezy podpisaé pomiedzy klientem (organizatorem) a
fotografem umowe powierzenia przetwarzania danych osobowych uczestnikéw wydarzenia.
O powierzeniu mozna przeczytac¢ na stronie 14.

Fotograf nie dziata na zlecenie organizatora

W przypadku gdy fotograf nie dziata na zlecenie organizatora, a wykonuje fotografie we
wlasnym zakresie, sam staje sie administratorem danych osobowych osob, ktére fotografuje.
A wiec sam, o ile nie zachodzi odpowiednie wylgczenie, powinien zadba¢ o podstawe
przetwarzania danych oraz spetni¢ obowigzek informacyjny.
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1. Fotograf wykonuje zdjecie duzej grupy oséb

Wyszczegolni¢ nalezy odmienng sytuacje prawng w zakresie ochrony danych osobowych
oso6b fotografowanych podczas wydarzen w ttumie lub duzej grupie. Waznym jest dokonanie
oceny przez fotografa, ze nie jest w stanie nawigzaé bezposredniego kontaktu z kazdg z
oso6b, ktéra zostanie utrwalona na fotografii.

Podstawa prawna przetwarzania:

Przetwarzanie danych jest niezbedne do celow wynikajgcych z prawnie uzasadnionych
interesOw realizowanych przez administratora [art. 6 ust. 1 lit. f RODO].

Z uwagi na powszechnos¢ utrwalania czynnosci spotecznych zaktadajgcych gromadzenie sie
duzych grup ludzi (koncerty, pikniki, wydarzenia, wiece, zgromadzenia) na zdjeciach,
pozwoli¢ mozna na przyjecie, ze osoba biorgca udziat w wydarzeniach tego typu musi godzi¢
sie z tym, ze bedg wykonywane jej zdjecia. Fotograf nie miatby mozliwosci prawidtowo
wykonywac swojego zawodu czy, w niektérych przypadkach reporterskiej funkcji spotecznej,
a tym samym swoich ustug, bez mozliwosci utrwalania wizerunku ww. oséb. W zwigzku z
powyzszym, uzna¢ nalezy, ze przetwarzanie danych oséb biorgcych udziat w ww.
wydarzeniach jest niezbedne do celdéw wynikajgcych z prawnie uzasadnionych intereséw
realizowanych przez fotografa. Jednoczesnie wskaza¢ nalezy, ze jezeli osoba taka zgtosi
wyrazny sprzeciw wobec fotografowania jej, nalezy zaniechaé¢ tej czynnosci i usungé
fotografie z jej wizerunkiem.

Wskaza¢ nalezy, ze w omawianym przypadku fotograf bedzie uprawniony réwniez do
rozpowszechniania zdje¢, w tym ich publikacji w internecie (z wylgczeniem portali
postugujgcymi sie narzedziami technicznymi stuzgcymi do biometrii twarzy). Z uwagi na typ
wydarzenia i przyjetg praktyke, zgodnie z ktorg zdjecia z wydarzeh sg udostepniane
publicznie.

W przypadku gdy fotograf wykonuje zdjecia duzych grup ludzi lub ttumu, w ktérych to
grupach nie moze nawigza¢ bezposredniego kontaktu z kazdg osobg, nie moze posiadaé
danych kontaktowych ww oso6b, wypetnienie obowigzku informacyjnego wobec wszystkich
tych oséb wymagatoby od fotografa zbyt duzego wysitku (organizacyjnego lub finansowego).
Dlatego tez mozna uznac, ze fotograf nie jest zobowigzany do spetnienia wobec tych oséb
obowigzku informacyjnego.

Wskaza¢ nalezy, ze powyzszy sposob postepowania zachodzi¢ bedzie wytgcznie wobec
oséb, od ktérych fotograf nie bedzie zobowigzany do uzyskania zgody na rozpowszechnianie
wizerunku zgodnie z Prawem autorskim, tj. kiedy osoba stanowi wytgcznie szczegdt catosci
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(wiecej na ten temat mozna przeczytaé na stronie 33). Konieczno$¢ uzyskania przez
fotografa zgody na przetwarzanie danych osobowych w omawianej sytuacji, w zasadzie
wytaczataby mozliwos¢ skorzystania z uprawnienia okreslonego w Prawie autorskim, dlatego
wskazaé nalezy, ze za podstawe przetwarzania nalezy uznaé przestanke okreslong w art. 6
ust. 1 lit. f RODO. W pozostatych przypadkach nalezy postepowac jak w podrozdziale
ponize;.

2. Fotograf wykonuje zdjecie nieduzej grupy oséb

Sposob przetwarzania danych opisany w tym podrozdziale bedzie dotyczyt nastepujgcych
fotografii podczas wydarzen:

- utrwalajgcych pojedynczg osobe,
- utrwalajgcych nieduze grupy oséb, w ktérej z kazdg osobg fotograf moze nawigzac
kontakt,

Podstawa prawna przetwarzania:

Przetwarzanie danych na podstawie zgody [art. 6 ust. 1 lit. a RODO]

Wskazaé nalezy, ze fotograf, by moc legalnie przetwarza¢ dane osobowe oséb, z ktérymi
moze nawigza¢ kontakt, powinien uzyskac ich zgode na przetwarzanie danych osobowych.
Mozna przyjac, ze jezeli osoba pozuje przed fotografem, by ten zrobit jej zdjecie, wyraza
dorozumiang zgode na przetwarzanie jej wizerunku. Przy wykonywaniu i rozpowszechnianiu
tego typu fotografii nalezy pamieta¢c réwniez o koniecznosci uzyskania zgody na
rozpowszechnianie wizerunku, na podstawie przepisow Prawa autorskiego, o ktérej mozna
przeczytac na stronie 33.

Z uwagi na fakt, ze w omawianym przypadku fotograf moze nawigza¢ bezposredni kontakt z
fotografowanymi osobami oraz zobowigzany jest w czesci przypadkéw do otrzymania zgody
na rozpowszechnianie ich wizerunku, powinien spetnic wobec tych o0sob obowigzek
informacyjny.

Tre$¢ przyktadowej zgody:

Wyrazam zgode na przetwarzanie moich danych osobowych, tj. wizerunku utrwalonego na
fotografiach z dnia ..., w celu: ...

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:
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Na podstawie niniejszej zgody Fotograf przetwarzac¢ bedzie Pani/Pana wizerunek.

. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:

numer telefonu ..., adres e-mail: ....

3. Dane osobowe bedg przetwarzane w celu publikacji w... na stronie ... oraz w celach
archiwalnych.

4. Udzielenie zgody na przetwarzanie danych jest dobrowolne, a odmowa ich podania
uniemozliwia realizacje celu, o ktorym mowa w punkcie poprzedzajgcym.

5. Dane osobowe bedg przetwarzane do czasu wycofania zgody przez Panig/Pana, nie
dtuzej niz przez 5 lat od wykonania fotografii.

6. Osobie fotografowanej przystuguje prawo zgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wplywu na zgodnoSc z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

7. Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony

Danych Osobowych.

Jest Pani/Pan uprawniona/y do wycofania zgody w kazdym czasie.

9. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

N~
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Obowigzek informacyjny moze by¢ spetniony poprzez okazanie osobie fotografowanej
wydruku tresci go obejmujace;j.

3. Fotograf wykonuje zdjecie osoby publicznej podczas wydarzenia

Zdarza sie, ze podczas réznego rodzaju wydarzen wystepujg lub przemawiajg osoby
publicznie znane.

Sytuacja omawiana w tym fragmencie dotyczy wytgcznie przypadkéw, w ktérych osoba
znana wystepuje podczas wydarzenia, jesli jej wizerunek wykonano w zwigzku z petniong
przez te osobe funkcjg publiczng, w tym polityczng, spoteczng, zawodowg (wiecej o tym
mozna przeczyta¢ na stronie 33). W pozostatych przypadkach, kiedy wizerunek podczas
wydarzenia nie jest utrwalany w zwigzku z funkcjg publiczng (np. znana osoba jest
prywatnym gosciem albo jako widz jest na widowni koncertu) - zastosowanie w tej sytuacji
bedzie miat punkt 2 powyZze;j.

Podstawa prawna przetwarzania:

Przetwarzanie danych na podstawie zgody [art. 6 ust. 1 lit. f RODO]

Konieczno$¢ uzyskania przez fotografa zgody na przetwarzanie danych osobowych w
omawianej sytuacji, w zasadzie wylgczataby mozliwos¢ skorzystania z uprawnienia
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okreslonego w Prawie autorskim, dlatego wskazaé nalezy, ze za podstawe przetwarzania
nalezy uzna¢ przestanke okreslong w art. 6 ust. 1 lit. f RODO. Ponadto, osoba publiczna
biorgca udziat w wydarzeniu zamknietym lub otwartym, musi godzi¢ sie z tym, ze beda
wykonywane jej zdjecia, jest to element wykonywanej przez nig funkcji lub zawodu.

Jednoczesnie autorzy Kodeksu zaznaczajg, ze jezeli osoba taka zgtosi wyrazny sprzeciw
wobec fotografowania jej, nalezy zaniecha¢ tej czynnosci i usungc fotografie z jej
wizerunkiem. Czasami w imieniu osoby wystepujgcej jest emitowany komunikat o zakazie
fotografowania jej podczas wystepu lub stosowny =zapis znajduje sie w regulaminie
wydarzenia. W takim wypadku nie nalezy wykonywacé zdjec tej osoby.

Wskaza¢ nalezy, ze w omawianym przypadku fotograf bedzie uprawniony réwniez do
rozpowszechniania zdje¢, w tym ich publikacji w internecie (z wylgczeniem portali
postugujgcymi sie narzedziami technicznymi stuzgcymi do biometrii twarzy).

W przypadku gdy fotograf wykonuje zdjecia oséb znanych w sposéb omawiany w tym
podrozdziale, wypetnienie obowigzku informacyjnego wobec nich wymagatoby od fotografa
zbyt duzego wysitku (organizacyjnego lub finansowego). Dlatego tez mozna uznac, ze
fotograf nie jest zobowigzany do spetnienia wobec tych oséb obowigzku informacyjnego.

Wykonywanie fotografii do celéw prasowych

Nieco inaczej wyglada sytuacja, jezeli fotograf podczas wydarzen wykonuje zdjecia na
potrzeby prasy, magazynéw lub portali informacyjnych.

Zgodnie z RODO, niektérych przepiséw rozporzadzenia nie stosuje sie do dziatalnosci
polegajacej na redagowaniu, przygotowywaniu, tworzeniu lub publikowaniu materiatéw
prasowych w rozumieniu ustawy z dnia 26 stycznia 1984 r. — Prawo prasowe (art. 2
OchrDanychU).

W praktyce oznacza to, ze fotograf nie musi:
e poszukiwaé ani powotywac sie na podstawe przetwarzania danych osobowych,

e postepowac zgodnie z zasadami przetwarzania danych.

Wiecej o tym ograniczeniu stosowania RODO przeczytaé mozna na stronie 10.
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Nalezy pamietaé, ze nawet jesli przepisy o ochronie danych osobowych nie maja
zastosowania, nie mozna pomijaC¢ innych regulacji, takich jak Kodeks cywilny, Prawa
autorskiego. Brak koniecznosci uzyskania zgody na przetwarzanie danych osobowych nie
oznacza, ze nie bedzie koniecznosci wyrazenia zgody na rozpowszechnianie wizerunku
utrwalonego na fotografii. [Szczegétowe omowienie na stronie 33].

7. Fotografia reporterska, streetowa

Fotografia uliczna, polegajgca na spontanicznym utrwalaniu wydarzen i oséb znajdujgcych
sie w przestrzeni miejskiej, czesto dotyczy utrwalania wizerunku pojedynczych osob, grup i
ttumow. Wielos¢ sytuacji mozliwych do utrwalenia przez fotografa, a tym samym sposéb
przetwarzania danych o0s6b uwidocznionych na zdjeciach, wymaga szczegoétowego
omoéwienia kazdej z nich.

Ze wzgledu na sposob przetwarzania danych mozna wyrézni¢ nastepujgce sytuacje:

1. Fotografowanie w celach artystycznych lub prasowych
2. Fotografowanie w celach innych niz powyzsze:

a. duzych grup oséb, ttumu

b. pojedynczych oséb

Nalezy pamieta¢, ze nawet jesli przepisy o ochronie danych osobowych nie bedg miaty
zastosowania w niektorych przypadkach, nie mozna pomija¢ innych regulacji, takich jak
Kodeks cywilny, czy Prawo autorskie. Brak koniecznosci uzyskania zgody na przetwarzanie
danych osobowych nie oznacza, ze nie bedzie koniecznosci wyrazenia zgody na
rozpowszechnianie wizerunku utrwalonego na fotografii. [Szczegoéfowe omdwienie na stronie
33]

Fotografowanie w celach artystycznych lub prasowych

W pewnych sytuacjach stosowanie przepiséw RODO zostalo ograniczone. Niektérych
przepisdw rozporzgdzenia nie stosuje sie do dziatalnosci polegajgcej na redagowaniu,
przygotowywaniu, tworzeniu lub publikowaniu materiatéw prasowych w rozumieniu ustawy z
dnia 26 stycznia 1984 r. — Prawo prasowe, a takze do wypowiedzi w ramach dziatalnosci
literackiej lub artystycznej (art. 2 OchrDanychU).

Pojecie wypowiedzi w ramach dziatalnosci artystycznej nie zostato dookreslone w RODO.
Mozna przyja¢, ze jesli fotograf wykonuje zdjecia zawierajgce wizerunek osoéb fizycznych, by
nastepnie przedstawi¢ je np. na swoim blogu w internecie lub wystawie stacjonarnej, a
ponadto fotografie te powstaty wytacznie w ramach jego dziatalnosci artystycznej, RODO nie
bedzie miato petnego zastosowania.
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W praktyce oznacza to, ze fotograf nie musi:

e poszukiwaé ani powotywac sie na podstawe przetwarzania danych osobowych,
e spetnia¢ obowigzku informacyjnego.

Wiecej o tym ograniczeniu stosowania RODO przeczytaé mozna na stronie 10.

Fotografowanie w innych celach duzych grup ludzi, ttumu

Wyszczegdélni¢ nalezy odmienng sytuacje prawng w zakresie ochrony danych osobowych
0sob fotografowanych w ttumie lub duzej grupie. Do zidentyfikowania tej sytuacji powinno sie
odnies¢ przepisy Prawa autorskiego, dotyczace wylgczen w obowigzku uzyskania zgody na
rozpowszechnianie wizerunku (wiecej o wizerunku mozna przeczytac¢ na stronie 33).

Prawo autorskie wytgcza obowigzek uzyskania zgody na rozpowszechnianie wizerunku,
jezeli osoba stanowi jedynie szczegdt wiekszej catosci, takiej jak zgromadzenie, krajobraz,
publiczna impreza. Wskazaé nalezy, ze powyzsze wylgczenie nalezy zastosowaé réwniez do
zgody na gruncie RODO. Koniecznos¢ uzyskania przez fotografa zgody na przetwarzanie
danych osobowych w omawianej sytuacji, w zasadzie wylgczataby mozliwo$¢ skorzystania z
uprawnienia okreslonego w Prawie autorskim, dlatego tez przyjg¢ nalezy, ze podstawa
przetwarzania danych osobowych w tym przypadku jest przestanka okreslona w art. 6 ust. 1
lit. b RODO.

Jednoczesnie nalezy pamietaé, ze jezeli osoba taka zgtosi wyrazny sprzeciw wobec
fotografowania jej, nalezy zaniechac tej czynnosci i usuna¢ fotografie z jej wizerunkiem.

Wskaza¢ nalezy, ze w omawianym przypadku fotograf bedzie uprawniony réwniez do
rozpowszechniania zdje¢, w tym ich publikacji w internecie (z wylgczeniem portali
postugujgcymi sie narzedziami technicznymi stuzacymi do biometrii twarzy). Wynika to z
faktu, ze Prawo autorskie pozwala, przy wytgczeniu obowigzku uzyskania zgody, na
rozpowszechnianie wizerunku.

W przypadku gdy fotograf wykonuje zdjecia duzych grup ludzi lub ttumu, spetniajgcego
przestanki okreslone w Prawie autorskim, wypetnienie obowigzku informacyjnego wobec
wszystkich tych oséb wymagatoby od fotografa zbyt duzego wysitku (organizacyjnego lub
finansowego). Dlatego tez mozna uzna¢, ze fotograf nie jest zobowigzany do spetnienia
wobec tych oséb obowigzku informacyjnego.
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Fotografowanie w innych celach pojedynczych oséb lub nieduzych grup

Zgodnie z Prawem autorskim zawsze nalezy uzyska¢ zgode na rozpowszechnianie
wizerunku, chyba, ze zachodzg wylgczenia okreslone w ustawie (wigcej na ten temat mozna
przeczytac na stronie 33).

Sposbéb przetwarzania danych opisany w tym podrozdziale bedzie dotyczyt nastepujacych
fotografii:

- utrwalajgcych pojedynczg osobe,

- utrwalajgcych nieduze grupy osob, w ktérych kazda osoba nie jest “jedynie
szczegbtem catosci”,

- utrwalajgcych duzg grupe ludzi, sposréd ktorych jedna bedzie przykuwata uwage, np.
wykonywata jaka$ pozycije, bez ktoérej zdjecie stracitoby wage, walor estetyczny, sens
(wiecej mozna przeczyta¢ na ten temat na stronie 33) - niniejszy podrozdziat stosuje
sie do tej charakterystycznej osoby.

Podstawa prawna przetwarzania:

Przetwarzanie danych na podstawie zgody [art. 6 ust. 1 lit. a RODO]

Mozna przyjac, ze jezeli osoba pozuje przed fotografem, by ten zrobit jej zdjecie, wyraza
dorozumiang zgode na przetwarzanie jej wizerunku. Jezeli jednak osoba lub grupa osob nie
pozuje, fotograf powinien uzyska¢ od wszystkich uwidocznionych oséb zgode na
przetwarzanie danych (wzér znajduje sie ponizej). Wiecej o zgodzie mozna przeczyta¢ na
stronie 20.

Z uwagi na fakt, ze w omawianym przypadku fotograf moze nawigza¢ bezposredni kontakt z
fotografowanymi osobami oraz zobowigzany jest w czesci przypadkoéw do otrzymania zgody
na przetwarzanie danych osobowych, powinien spetni¢ wobec tych osdb obowigzek
informacyjny.

Tresc¢ przyktadowej zgody:

Wyrazam zgode na przetwarzanie moich danych osobowych, tj. wizerunku utrwalonego na
fotografiach z dnia ..., w celu: ...

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:
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Na podstawie niniejszej zgody Fotograf przetwarzac¢ bedzie Pani/Pana wizerunek.

. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:

numer telefonu ..., adres e-mail: ....

Dane osobowe bedg przetwarzane w celu ... oraz w celach archiwalnych.

4. Udzielenie zgody na przetwarzanie danych jest dobrowolne, a odmowa ich podania
uniemozliwia realizacje celu, o ktorym mowa w punkcie poprzedzajgcym.

5. Dane osobowe bedg przetwarzane do czasu wycofania zgody przez Panig/Pana, nie
dfuzej niz przez 5 lat od wykonania fotografii.

6. Osobie fotografowanej przystuguje prawo zgdania dostepu do tresci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wptywu na zgodno$c¢ z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

7. Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony

Danych Osobowych.

Jest Pani/Pan uprawniona/y do wycofania zgody w kazdym czasie.

9. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

N~
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Fotograf powinien udokumentowaé¢ fakt wyrazenia zgody. Moze wiec przed wykonaniem
fotografii prosi¢ o podpis pod trescig zgody. Natomiast obowigzek informacyjny moze byé
spetniony poprzez okazanie osobie fotografowanej wydruku tresci go obejmujgce;.
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8. Fotobudki, gifboxy

Ustugi Swiadczone za posrednictwem fotobudek i gifboxdw sg kolejnym typem ustug
fotograficznych, ktére, cho¢ nie wymagajg obecnosci fotografa, prowadzg do wykonywania
zdje¢ osobom, a tym samym prowadzg do przetwarzania ich danych osobowych.

Fotobudka posiada na ogét dotykowy panel, na ktorym wyswietlane sg parametry ustugi,
uzytkownik moze wybiera¢ warianty ustugi, wpisa¢ dodatkowe dane (np numer telefonu) oraz
za pomocg ktérego ustuga uruchamia wykonywanie zdjec.

Wyrézni¢ mozna dwa rodzaje sposobu swiadczenia ustug na rzecz osob korzystajgcych z
tego typu ustug:

1. Ustuga z drukiem na miejscu: ustuga ma charakter ustugi “instant” - uzytkownik
uruchamia wykonywanie zdje¢ przez urzadzenie, a po wykonaniu fotografii odbitki
drukowane sg na miejscu przez maszyne,

2. Usltuga z przesytaniem tresci: urzgdzenie rejestruje obraz (jako film, zdjecie czy gif), a
nastepnie tres¢ przesytana jest na adres e-mail lub numer telefonu osoby, ktéra
obstugiwata urzgdzenie.

Ustuga z drukiem na miejscu

Ponizsza analiza bedzie dotyczyta wylgcznie sytuacji, w ktérej urzgdzenie nie przetwarza w
celu wykonania ustugi zadnych innych danych osobowych klientow, a tresci utrwalone przez
maszyne sg drukowane. Jezeli poza drukiem urzgdzenie dodatkowo zbiera inne dane w celu
wykonania ustugi lub przesyta tresci - nalezy zapoznac sie z podrozdziatem “Ustuga z
przesytaniem tresci”.

Podstawa prawna przetwarzania:

Przetwarzanie danych jest niezbedne do realizacji umowy [art. 6 ust. 1 lit. b RODO]

Za pomocg gifboxa lub fotobudki wykonywana jest ustuga na rzecz wszystkich osob, ktore
decydujg sie na skorzystanie z urzgdzenia.

Zarzgdzajacy urzadzeniem powinien speti¢ obowigzek informacyjny wobec o0séb
uzytkujgcych urzadzenie (ktérych wizerunek bedzie utrwalony) poprzez wyswietlenie na
ekranie urzadzenia lub wywieszenie treSci na urzgdzeniu lub w jego bezposrednim
sgsiedztwie.
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Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujaca:

N

Na podstawie umowy o wykonanie zdje¢ za pomocg urzgdzenia, administrator
przetwarzac bedzie wizerunek osob, ktére z urzgdzenia skorzystajg.
Podstawg przetwarzania danych jest realizacja umowy na Pani/Pana rzecz.

Administratorem danych osobowych jest ..., dane kontaktowe administratora sg
nastepujgce: ...
Dane osobowe bedg przetwarzane w celu wykonania ustugi (f. w szczegoélnoSci:

wykonania zdje¢ oraz ich druku), archiwizacji oraz zabezpieczenia dochodzenia
roszczen.

Podanie danych jest dobrowolne, jednakze odmowa ich podania uniemozliwia
wykonanie ustugi.

Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy, do
czasu wygasniecia wszelkich roszczen z niej wynikajgcych oraz ustania wszystkich
obowigzkéw podatkowo-skarbowych.

Osobie fotografowanej przystuguje prawo zgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wptywu na zgodno$c¢ z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych.

Dane nie bedg przetwarzane w sposéb zautomatyzowany i nie bedg profilowane.

Ustuga z przesytaniem tresci

Ponizsza analiza bedzie dotyczyta sytuacji, w ktorej urzadzenie przetwarza w celu wykonania
ustugi wizerunek osoéb korzystajgcych z urzadzenia, a takze dane osobowe jednego z
uzytkownikéw, stuzgce do przekazania wykonanych przez urzgdzenie tresci. Mowa tu o
sytuacjach, kiedy np. nagrany przez urzgdzenie film, zdjecia lub gif bedg przesylane na
telefon lub e-mail jednego z uzytkownikéw. W takim przypadku jedna osoba obstuguje
urzadzenie, podaje swoje dane osobowe i odbiera utrwalone tresci.

W tym przypadku nalezy rozrozni¢ sytuacje klienta obstugujgcego urzgdzenie od sytuaciji
oso6b, ktére zostang przez nig utrwalone przy pomocy urzadzenia.

Podstawa prawna przetwarzania:

Przetwarzanie danych jest niezbedne do realizacji umowy [art. 6 ust. 1 lit. b RODO]

Za pomocg gifboxa lub fotobudki wykonywana jest ustuga na rzecz wszystkich osob, ktére
decydujg sie na skorzystanie z urzgdzenia.
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Zarzadzajgcy urzadzeniem powinien spetni¢ obowigzek informacyjny wobec o0so6b
uzytkujacych urzgdzenie (ktorych wizerunek bedzie utrwalony) poprzez wysSwietlenie na
ekranie urzgdzenia lub wywieszenie tresci na urzadzeniu lub w jego bezposrednim
sgsiedztwie. Dodatkowo, osobe, ktéra podaje swoje dane stuzgce do przestania nagranego
materiatu, powinna poinformowac o sposobach przetwarzania tych danych.

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

N

Na podstawie umowy o wykonanie zdje¢ za pomocg urzadzenia, administrator
przetwarzac¢ bedzie wizerunek 0sob, ktére z urzgdzenia skorzystajg. W przypadku
podania numeru telefonu/adresu e-mail, na podstawie umowy o przestanie
utrwalonych tresci, administrator bedzie przetwarzat rowniez ww. dane.

Podstawg przetwarzania danych jest realizacja umowy na Pani/Pana rzecz.
Administratorem danych osobowych jest ..., dane kontaktowe administratora sg
nastepujgce: ...

Dane osobowe bedg przetwarzane w celu wykonania ustugi (tj. w szczegélnoSci:
wykonania zdjec/filmu oraz ich przestania w sposob wskazany przez uzytkownika),
archiwizacji oraz zabezpieczenia dochodzenia roszczen.

Podanie danych jest dobrowolne, jednakze odmowa ich podania uniemoZzliwia
wykonanie ustugi.

Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy, do
czasu wygasniecia wszelkich roszczen z niej wynikajacych oraz ustania wszystkich
obowigzkoéw podatkowo-skarbowych.

Osobie fotografowanej przystuguje prawo Zzgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wplywu na zgodnoSc z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych.

Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.
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9. Sesje z modelkami, TFP

W pracy fotografa czesto majg miejsce sesje z modelkg lub modelkami. Sesje te mogg mie¢
rézne konteksty organizacyjne, a wykonane podczas nich fotografie mogg by¢ wykorzystane
do réznych celéw - od wykorzystania komercyjnego i sprzedazy zdje¢, po uzytek wytgcznie
artystyczny. Kazda z tych sytuacji wymaga odrebnego omowienia ze wzgledu na sposoéb
przetwarzania danych.

W omawianym typie fotografii mamy do czynienia z czterema sytuacjami:

Sesja z modelkg na zlecenie klienta,
Sesja do wiasnych celéw komercyjnych,
Sesja TFP,

Sesja do celéw artystycznych.

o=

Sesja z modelka na zlecenie klienta

Fotograf moze wykonywac¢ sesje zdjeciowe modelek na zlecenie swoich klientow. W takiej
sytuacji klient zatrudnia fotografa oraz zatrudnia modelke. Fotografa tgczy z klientem umowa,
natomiast zadnego rodzaju umowa nie tgczy fotografa z modelkg, ktorej to dane fotograf
bedzie przetwarzat.

W omawianym przypadku klient bedzie administratorem danych modelki. Klient powierza
fotografowi przetwarzanie danych osobowych (wizerunku) modelki utrwalonego na zdjeciach,
w celach zwigzanych z przeprowadzeniem sesji i wydaniem klientowi gotowych zdje¢. W
zwigzku z tym nalezy podpisa¢ pomiedzy klientem a fotografem umowe powierzenia
przetwarzania danych osobowych modelki fotografowi przez klienta. O powierzeniu mozna
przeczytac na stronie 14.

Sesja do wtasnych celéw komercyjnych

W niektorych sytuacjach to fotograf bedzie zatrudniat modelke do celu wykonania ses;ji z jej
udziatem. Bedzie to miato miejsce na przykfad wtedy, kiedy fotograf zamierza sprzedawac
gotowe fotografie (np. w bankach zdjec) lub gdy na zlecenie klienta organizuje cato$¢ sesii,
tacznie z zaangazowaniem modelek.

Zgodnie z art. 81 Prawa autorskiego zezwolenia nie trzeba pozyskac, jesli osoba, ktorej
wizerunek dotyczy otrzymata zaptate za pozowanie. Przykladem moze by¢é modelka, ktéra
otrzymata zaptate za sesje zdjeciowg. Koniecznos¢ uzyskania przez fotografa zgody na
przetwarzanie danych osobowych w omawianej sytuacji, w zasadzie wytgczataby mozliwo$¢é
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skorzystania z uprawnienia okreslonego w Prawie autorskim, dlatego wskazac¢ nalezy, ze za
podstawe przetwarzania nalezy uznac przestanke okreslong w art. 6 ust. 1 lit. f RODO, tj.
przyja¢ nalezy, ze przetwarzanie danych jest niezbedne do celéw wynikajgcych z prawnie
uzasadnionych intereséw realizowanych przez administratora.

Fotograf moze spetni¢ obowigzek informacyjny wobec modelki w umowie. Jezeli fotograf nie
zawiera umowy pisemnej, powinien spetnic wobec modelki obowigzek informacyjny
najpdzniej w momencie rozpoczecia sesji. Informacje te mogg by¢ przekazane modelce na
przyktad poprzez: zawieszenie w ogoélnodostepnym miejscu, wreczeniu kopii tresci do
potwierdzenia zapoznania sie podpisem, przestanie w wiadomosci e-mail przed sesja.

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

1. Fotograf przetwarzac¢ bedzie nastepujgce dane osobowe: (imie, nazwisko, adres,
numer telefonu, adres e-mail - te dane, ktore znajdg sie w umowie lub sg faktycznie
niezbedne do jej wykonania) oraz wizerunek.

2. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa sg
nastepujgce: ...

3. Podstawg przetwarzania jest realizacja celow wynikajgcych z prawnie uzasadnionych
celow realizowanych przez administratora, tj. art. 6 ust. 1 lit. f RODO. Dane osobowe
bedg przetwarzane w celu wykonania umowy (tj. w szczegodlnosci: wykonania sesji
fotograficznej, obrébki, druku, ...), sprzedazy fotografii, na ktérych utrwalony jest
wizerunek, archiwizacji, zabezpieczenia dochodzenia roszczen oraz do celow
podatkowo-ksiegowych.

4. Podanie danych jest dobrowolne, jednakze odmowa ich podania uniemozliwia
wykonanie sesji.

5. Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy, do
czasu wygasniecia wszelkich roszczen z niej wynikajgcych oraz ustania wszystkich
obowigzkéw podatkowo-skarbowych. Dane osobowe w postaci wizerunku bedg
przetwarzane przez czas ich przydatno$ci do prowadzenia dziatalno$ci przez
Fotografa lub osobe, ktorej przekazat prawa do korzystania z fotografii.

6. Modelce przystuguje prawo zgdania dostepu do treSci danych osobowych, ich
sprostowania, usuniecia oraz prawo do ograniczenia ich przetwarzania. Ponadto
takze prawo do cofniecia zgody w dowolnym momencie bez wptywu na zgodno$c¢ z
prawem przetwarzania, prawo do przenoszenia danych oraz prawo do wniesienia
sprzeciwu wobec przetwarzania danych osobowych.

7. Modelka posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony Danych
Osobowych.

8. Dane nie bedg przetwarzane w sposéb zautomatyzowany i nie bedg profilowane.

Jezeli przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o
powierzeniu przetwarzania mozna przeczyta¢ na stronie 14) nalezy dodatkowo
poinformowac¢ o tych podmiotach:
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Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

Wskaza¢ nalezy, ze w omawianym przypadku fotograf bedzie uprawniony réwniez do
rozpowszechniania zdje¢, w tym ich publikacji w internecie (z wylgczeniem portali
postugujgcymi sie narzedziami technicznymi stuzgcymi do biometrii twarzy).

Sesja TFP

Watpliwosci w zakresie stosowania przepiséw RODO mogg powstaé takze w przypadku sesji
zdjeciowych na zasadach TFP (Time for Prints). Ich gidbwnym elementem jest stosunek
pomiedzy fotografem a modelkg, oparty na obustronnych korzy$ciach — modelka pozuje
nieodptatnie fotografowi, przy czym on pozyskuje w wyniku tej wspoétpracy materiat do
promocji swojej twérczosci, a ona promuje swoj wizerunek za pomocag wykonanych fotografii.

Istotny jest tutaj cel umowy, ktérym jest rozpowszechnienie wizerunku modelki dla celéw
marketingowych fotografa. W zwigzku z tym przetwarzanie danych jest niezbedne, by
wykona¢ umowe. Strony powinny sie jednak odpowiednio zabezpieczy¢ tak, by z tredci
umowy jednoznacznie wynikato, jaki jest jej cel i w jaki sposdb lub gdzie fotografie zostang
opublikowane. Modelka, czy model muszg wiedzie¢ na co dokfadnie sie zgadzajg, dlatego
cele powinny by¢ opisane w umowie bardzo doktadnie, absolutnie niedopuszczalne jest
zawarcie klauzuli o tresci ,wszystkie cele”.

Podstawa prawna przetwarzania:

Przetwarzanie danych jest niezbedne do realizacji umowy [art. 6 ust. 1 lit. b RODO]

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

1. Na podstawie umowy o wykonanie sesji TFP Fotograf przetwarza¢ bedzie
nastepujgce dane osobowe: (imie, nazwisko, adres, numer telefonu, adres e-mail - te
dane, ktore znajdg sie w umowie) oraz wizerunek.

2. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa sg
nastepujgce: ...

3. Dane osobowe bedg przetwarzane w celu wykonania ustugi (fj. w szczegdlnoSci:
wykonania sesji fotograficznej, obrobki, druku, ...), promocji tworczoSci fotografa,
archiwizacji, zabezpieczenia dochodzenia  roszczen oraz do  celow
podatkowo-ksiegowych.
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4. Podanie danych jest dobrowolne, jednakze odmowa ich podania uniemozliwia
wykonanie sesji.

5. Dane osobowe bedg przetwarzane przez czas niezbedny do wykonania umowy, do
czasu wygasniecia wszelkich roszczen z niej wynikajgcych oraz ustania wszystkich
obowigzkéw podatkowo-skarbowych. Dane osobowe w postaci wizerunku bedg
przetwarzane przez czas ich przydatnoSci do reklamy i prezentacji dziatalnoSci
Fotografa.

6. Modelce przystuguje prawo zgdania dostepu do treSci danych osobowych, ich
sprostowania, usuniecia oraz prawo do ograniczenia ich przetwarzania. Ponadto
takze prawo do cofniecia zgody w dowolnym momencie bez wptywu na zgodnoSc z
prawem przetwarzania, prawo do przenoszenia danych oraz prawo do wniesienia
sprzeciwu wobec przetwarzania danych osobowych.

7. Modelka posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony Danych
Osobowych.

8. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

Jezeli przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o
powierzeniu przetwarzania mozna przeczyta¢é na stronie 14) nalezy dodatkowo
poinformowaé o tych podmiotach:

Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

Jezeli dane osobowe bedg udostepniane innym podmiotom, na przyktad portalom
branzowym (o udostepnianiu mozna przeczyta¢ na stronie 14) nalezy dodatkowo uzyskac
zgode na udostepnienie wizerunku modelki, na przyktad o ponizszej tresci:

Wyrazam zgode na udostepnienie moich danych osobowych portalowi ... w celu promocji
dziatalnosci fotografa.

Sesja do celéw artystycznych

W pewnych sytuacjach stosowanie przepiséw RODO zostato ograniczone. Niektérych
przepisdéw rozporzgdzenia nie stosuje sie do wypowiedzi w ramach dziatalnosci literackiej lub
artystycznej (art. 2 OchrDanychU).

Pojecie wypowiedzi w ramach dziatalnosci artystycznej nie zostato dookreslone w RODO.
Mozna przyjaé, ze jesli fotograf wykonuje zdjecia zawierajgce wizerunek osoéb fizycznych, by
nastepnie przedstawi¢ je np. na swoim blogu w internecie lub wystawie stacjonarnej, a
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ponadto fotografie te powstaty wytacznie w ramach jego dziatalnosci artystycznej, RODO nie
bedzie miato petnego zastosowania.

W praktyce oznacza to, ze fotograf nie musi:
e poszukiwaé ani powotywac sie na podstawe przetwarzania danych osobowych,

e spetnia¢ obowigzku informacyjnego.

Wiecej o tym ograniczeniu stosowania RODO przeczyta¢ mozna na stronie 10.
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10. Wykorzystanie fotografii do promocji dziatalnosci fotografa

Tworzenie wiasnego bloga, fanpage czy strony w internecie prezentujgcych twoérczosé
fotografa jest obecnie nieodzownym elementem prowadzenia dziatalnosci w tej branzy.
Zdjecia te wykorzystywane sg w celu reklamy czy przedstawienia stylu pracy fotografa.

Opracowanie teoretyczne o wykorzystywaniu fotografii w tym celu mozna przeczyta¢ w
rozdziale “Wykorzystywanie fotografii dla celéw promocji wtasnej fotografa”.

W omawianym zakresie mozemy mie¢ do czynienia z dwoma sposobami przetwarzania
danych:

1. Publikacja zdje¢ w internecie bez wykorzystania technologii biometrycznych
2. Publikacja zdje¢ w internecie z wykorzystaniem technologii biometrycznych

Wskaza¢ nalezy, ze opracowanie w tym rozdziale bedzie dotyczylo wszystkich fotografii
wykorzystywanych do prezentacji dziatalnosci fotografa, chyba, ze rozpowszechnianie
wizerunku w danej sytuacji nie wymaga uzyskania odrebnej zgody. Ma to miejsce w
wybranych przypadkach zwigzanych z wykonywaniem fotografii podczas wydarzen (rozdziat
7) oraz fotografii reportazowej/streetowej (rozdziat 8).

Publikacja zdje¢ w internecie bez wykorzystania technologii biometrycznych

Podstawa prawna przetwarzania:

Przetwarzanie danych na podstawie zgody [art. 6 ust. 1 lit. a RODO]

Jezeli fotograf planuje publikowaé w internecie (blogu, stronie internetowej, portalach
branzowych) fotografie zawierajgce wizerunek osob - powinien uzyska¢ zgode osob, ktore
uwidocznione sg na tych fotografiach.

Przyktadowa tres¢ zgody moze by¢ nastepujaca:

Wyrazam zgode na przetwarzanie moich danych osobowych, tj. wizerunku utrwalonego na
fotografiach z dnia ..., do celu promocji dziatalnosci fotografa ...., w tym na stronie
internetowey ...
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Warto pamietaé, ze jezeli zgoda jest pozyskiwana od osob, na ktérych rzecz fotograf
wykonuje rowniez ustugi, musi by¢ ona dobrowolna i wyraznie oddzielona od pozostatych
tresci, tak aby osoba ktorej dane dotyczg nie miata watpliwosci, ze wyraza dodatkowg zgode.

Jezeli dane osobowe bedg udostepniane innym podmiotom, na przyktad portalom
branzowym (o udostepnianiu mozna przeczyta¢ na stronie 14) nalezy dodatkowo uzyskac
zgode na udostepnienie danych, na przyktad o ponizszej tresci:

Wyrazam zgode na udostepnienie moich danych osobowych portalowi ... w celu promocji
dziatalno$ci fotografa.

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

Na podstawie niniejszej zgody Fotograf przetwarzac bedzie Pani/Pana wizerunek.

. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:

numer telefonu ..., adres e-mail: ....

Dane osobowe bedg przetwarzane w celu marketingu dziatalno$ci Fotografa.

4. Udzielenie zgody na przetwarzanie danych jest dobrowolne, a odmowa ich podania
uniemozliwia realizacje celu, o ktérym mowa w punkcie poprzedzajgcym.

5. Dane osobowe bedg przetwarzane przez czas ich przydatnosci do reklamy i
prezentacji dziatalno$ci Fotografa lub do wycofania zgody.

6. Osobie fotografowanej przystuguje prawo zgdania dostepu do treSci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wplywu na zgodno$c z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

7. Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych.

8. Dane nie bedg przetwarzane w sposob zautomatyzowany i nie bedg profilowane.

N

w

Jezeli przetwarzanie danych osobowych bedzie powierzane innym podmiotom (o
powierzeniu przetwarzania mozna przeczytaé na stronie 14) nalezy dodatkowo
poinformowac o tych podmiotach:

Dane zostang powierzone do przetwarzania nastepujgcym podmiotom (np. podmiotom
dziatajgcym na zlecenie administratora): ...

Publikacja zdje¢ w internecie z wykorzystaniem technologii biometrycznych
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Czes¢ portali internetowych, takich jak np. platforma X, wykorzystuje technologie stuzgce do
biometrii twarzy. W przypadku przetwarzania danych w ten sposob, wizerunek staje sie dang
szczegolnej kategorii.

W przypadku gdy planujemy przekaza¢ fotografie zawierajgce wizerunek osdb portalom,
ktére przetwarzajg dane metodami biometrycznymi, nalezy uzyskac¢ zgode uwidocznionych
os6b na przetwarzanie ich danych szczegdlnej kategorii. Zgoda ta musi by¢ wyrazna, a
osoba, ktora jej udziela musi byé Swiadoma celéw, w jakich dane bedg przetwarzane.

Przyktadowa tre$¢ zgody moze by¢ nastepujgca:

Wyrazam zgode na przetwarzanie moich danych osobowych, tj. wizerunku utrwalonego na
fotografiach z dnia ..., do celu promocji dziatalno$ci fotografa ...., w tym na platformie X
(dawniej jako: Twitter)....

W powyzszym zakresie wyrazam zgode na udostepnienie przez fotografa zdjec
zawierajgcych moj wizerunek do platformie X.

Wyrazam zgode na przetwarzanie danych przez platformie X w sposéb zautomatyzowany
oraz na profilowanie danych.

Wyrazam zgode na przetwarzanie przez platforme X mojego wizerunku metodami
technicznymi stuzgcymi do biometrii twarzy.

Tres¢ przyktadowego obowigzku informacyjnego moze by¢ nastepujgca:

Na podstawie niniejszej zgody Fotograf przetwarzac¢ bedzie Pani/Pana wizerunek.

. Administratorem danych osobowych jest Fotograf, dane kontaktowe Fotografa to:

numer telefonu ..., adres e-mail: ....

Dane osobowe bedg przetwarzane w celu marketingu dziatalno$ci Fotografa.

4. Udzielenie zgody na przetwarzanie danych jest dobrowolne, a odmowa ich podania
uniemozliwia realizacje celu, o ktébrym mowa w punkcie poprzedzajgcym.

5. Dane osobowe bedg przetwarzane przez czas ich przydatnosci do reklamy i
prezentacji dziatalno$ci Fotografa lub do wycofania zgody.

6. Osobie fotografowanej przystuguje prawo zgdania dostepu do tresci danych
osobowych, ich sprostowania, usuniecia oraz prawo do ograniczenia ich
przetwarzania. Ponadto takze prawo do cofniecia zgody w dowolnym momencie bez
wptywu na zgodno$c¢ z prawem przetwarzania, prawo do przenoszenia danych oraz
prawo do wniesienia sprzeciwu wobec przetwarzania danych osobowych.

7. Osoba fotografowana posiada prawo wniesienia skargi do Prezesa Urzedu Ochrony
Danych Osobowych.

8. Udostepnienie danych platformie X (dawniej jako: Twitter)moze skutkowac

przetwarzaniem wizerunku metodami technicznymi stuzgcymi do biometrii twarzy.

N

w
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W/w portal moze przetwarza¢ Pani/Pana dane w sposdb zautomatyzowany oraz na
profilowac dane.
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Rozdziat lll - Procedury wewnetrzne
wraz z wzorami dokumentow

1. Zabezpieczenia — analiza ryzyka i adekwatnos$¢ Srodkow

Wraz z wejsciem w zycie RODO, zmienito sie podejscie do zapewnienia bezpieczenstwa
danych osobowych.

Spetnienie z goéry okres$lonych i jednakowych dla wszystkich wymogdéw nie jest
wystarczajgce. Nowe podejscie oznacza, ze administrator oraz podmiot przetwarzajgcy
(procesor) powinni wdrozy¢ takie s$rodki techniczne i organizacyjne, ktére zapewnig
odpowiedni stopien bezpieczenstwa przetwarzania danych adekwatny do poziomu ryzyka
naruszenia praw lub wolnosci oséb fizycznych.

Podejscie oparte na ryzyku! Brak wyznaczonych przez RODO uniwersalnych regut i
standardow.

RODO nie wskazuje konkretnie, w jaki sposob nalezy zabezpieczy¢ dane osobowe. Co
nalezy wiec uwzglednié, by zapewni¢ odpowiedni stopien bezpieczenstwa?

e stan wiedzy technicznej
e CO wazne, zardwno zagrozenia, jak i poziom wiedzy technicznej, czy nowych
technologii nieustannie sie zmienia, dlatego raz (na kilka lat) dokonana ocena
nie bedzie wystarczajgca. Z pomocg w ocenie moze przyjs¢ specjalista z
zakresu cyberbezpieczenstwa.

e Kkoszt wdrazania

e koszt wdrozenia odpowiednich srodkéw nalezy poréwnac¢ z wystepujacym
ryzykiem, tj. jesli administrator przetwarza dane na duzg skale, w tym np.
dane wrazliwe, niewystarczajgce bedzie zastosowanie podstawowych
srodkow, takich jak np. antywirus i szafy zamykane na klucz. Zasada ta dziata
réwniez odwrotnie - jesli ryzyko naruszenia jest niewielkie, a przetwarzane
dane to wytagcznie imie i nazwisko, nieuzasadnione bytoby wdrazanie Srodkow
wartych miliony ztotych,

e CO wazne, nie da sie zapewni¢ bezpieczenstwa w 100%, dlatego RODO
bierze to pod uwage i dopuszcza sytuacje, w ktorej administrator stwierdzi, ze
podwyzszenie poziomu bezpieczehstwa nie jest dla niego optacalne i liczy sie
np. z koniecznoscig wyptaty ewentualnego odszkodowania. Jednak zawsze
nalezy minimalizowaC te ryzyko i podejmowaé czynnosci, ktére je
minimalizuja.

e charakter, zakres, kontekst i cele przetwarzania
e przy ocenie zawsze nalezy oceni¢ jakiego rodzaju dane sie przetwarza, w jaki

sposéb i w jakim celu. Rodzaje zbieranych danych niosg za sobg rozny
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“ciezar” zwigzany z ewentualnym ich udostepnieniem osobom trzecim. Z
doswiadczenia zyciowego wiemy, ze niektore witasne dane obejmujemy
wiekszg ochrong i nie podajemy ich tak czesto jak inne (np. przy sktadaniu
zamoéwienia podamy nasze imie i nazwisko, ale nie bedziemy chcieli poda¢
numeru PESEL).

e ryzyko naruszenia praw lub wolnosci oséb fizycznych o réznym prawdopodobienstwie
wystgpienia i wadze zagrozenia [art. 32 ust. 1 RODO]

Pierwszym krokiem do zapewnienia odpowiedniego stopnia bezpieczenstwa jest analiza i
oszacowanie ryzyka wigzgcego sie z przetwarzaniem, jakie wystepuje w konkretnej
sytuacji. W szczegolno$ci bierze sie pod uwage ryzyko wynikajace z:
e przypadkowego lub niezgodnego z prawem zniszczenia danych osobowych (np.
zalanie drukowanych egzemplarzy umow, na ktérych sg dane osobowe)
e utraty danych (np. uszkodzeniem dysku w komputerze, powodujgcego utrate danych
na nim zapisanych)
e modyfikacji danych (np. shakowanie konta i zmiana czesci danych)
e nieuprawnionego ujawnienia lub nieuprawnionego dostepu do danych osobowych
(np. wlkamanie hakerskie na serwer, przestanie wiadomosci zawierajgcej dane do
osoby niebedgcej jej adresatem)

Powyzsze sytuacje majg zastosowanie do danych przesylanych, przechowywanych lub
przetwarzanych w jakikolwiek inny sposdb, a ich wystgpienie mogtoby doprowadzi¢ miedzy
innymi do uszczerbku fizycznego, szkéd majatkowych lub niemajatkowych.

[art. 32 ust. 2 RODO; motyw 83 RODO]

Jak to rozumieé¢? Administrator (lub procesor) powinien zastanowi¢ sie¢ co mogtoby
sie sta¢ z danymi osobowymi, ktére sg przetwarzane w ramach danej czynnosci.

A wiec: jesli fotograf przetwarza w wersji papierowej dane oséb, z ktérymi zawart umowe (np.
imie, nazwisko, adres, PESEL, telefon), musi oceni¢ i zastanowi¢ sie co mogtoby sie z tymi
danymi stac, tj. czy np. mozliwe jest wlamanie do biura i kradziez egzemplarza umowy lub w
przypadku pozaru istniataby mozliwo$¢ utraty tychze danych, itd.

W nastepnej kolejnosci administrator powinien oceni¢ prawdopodobienstwo wystapienia
takich przypadkow (zagrozen), a takze jaki miatoby to wplyw na osobe, ktérej dane
dotyczg oraz innych.

Czy prawdopodobienstwo jest: rzadkie, mato prawdopodobne, mozliwe, prawdopodobne,
prawie pewne?

Jaki bedzie skutek pod wzgledem dotkliwosci? Niski, sredni, wysoki?

Te wszystkie elementy trzeba wzig¢ pod uwage, zebraé ze sobg i jesli ryzyko jest zbyt
wysokie — wdrozyé odpowiednie srodki.
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Co wazne, nie mozna zaakceptowac ryzyka wysokiego, zawsze trzeba wdrozy¢ srodki,
ktore to ryzyko zminimalizujg!

Powyzej wskazane skutki, tj. uszczerbek fizyczny, szkoda majgtkowa lub niemajgtkowa sg w
istocie naruszeniem praw lub wolnosci oséb fizycznych, ktére administrator powinien chronic
zapewniajgc odpowiednie bezpieczenstwo.

Gdyby sie okazato, ze wskutek przeprowadzonej analizy ryzyka — ryzyko naruszenia praw
lub wolnosci oséb fizycznych jest wysokie, nalezy przeprowadzi¢ ocene skutkéw dla
ochrony danych. [art. 35 RODO]

Jakie srodki techniczne i organizacyjne mozna zastosowaé¢ by zapewni¢ odpowiedni -
w stosunku do wystepujacego ryzyka - stopien bezpieczenstwa?

Ponizej wskazane srodki nalezy traktowaé wytgcznie jako przykladowe propozycje, ktére
mozna wzig¢ pod uwage. Katalog jest otwarty, co oznacza, ze réwniez inne s$rodki
niewymienione ponizej mogg by¢ zastosowane. Ostateczna decyzja doboru $rodkdéw nalezy
zawsze do podmiotu odpowiedzialnego za zapewnienie bezpieczenstwa, tj. administratora
lub procesora. Wybor srodkéw powinien by¢ zdeterminowany przez okolicznosci i warunki
przetwarzania danych osobowych, a takze prawdopodobienstwo wystgpienia zdarzen, ktére
mogtyby doprowadzi¢ do naruszenia praw lub wolnosci oséb fizycznych.

Co wazne, dobor odpowiednich srodkow moze byc¢ rézny w zaleznosci od tego, czy fotograf
prowadzi dziatalnos¢ jednoosobowo, czy zatrudnia pracownikéw. Ponadto, ze wzgledu na
specyfike dziatalnosci fotografa, bardzo istotne jest wziecie pod uwage miejsca
przetwarzania danych, tj. czy sesje sg wykonywane w plenerze, w studio, gdzie fotograf
prowadzi biuro - czy jest to wyodrebnione pomieszczenie, czy np. wydzielona czesc
mieszkania. Wazne tez bedg rézne rodzaje oprogramowania czy narzedzi online, z ktérych
korzysta fotograf.

Srodki wskazane w art. 32 ust. 1 RODO:

e pseudonimizacja i szyfrowanie danych osobowych

e pseudonimizacja to proces, w ktérym dane sg tak
przetworzone/zmodyfikowane, aby nie mozna byto zidentyfikowac¢ konkretnej
osoby bez uzycia dodatkowych informacji. Co wazne, pseudonimizacja jest
procesem odwracalnym, inaczej niz w przypadku anonimizacji,

e szyfrowanie polega na zmianie danych w taki sposob, by ich odczyt nie byt
mozliwy bez uzycia odpowiedniego klucza, czy informaciji,

e zdolno$¢ do ciggtego zapewnienia poufnosci, integralnosci, dostepnosci i odpornosci
systemow i ustug przetwarzania;

e administrator (lub procesor) powinien tak zabezpieczy¢ dane, by nie byly one
przetwarzane niezgodnie z prawem, w sposob niedozwolony oraz by nie
doszto do ich przypadkowej utraty, zniszczenia czy uszkodzenia;

e dostepu do danych nie powinny mie¢ osoby nieuprawnione;
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e poprzez zapewnienie dostepnosci systemoéw i ustug przetwarzania nalezy
rozumie¢ obowigzek administratora do zapewnienia takich narzedzi, ktore
zapewnig osobom uprawnionym dostep do danych i mozliwos¢ dokonywania
na danych réznych operacji, tj. np. na zgdanie klienta upowaznieni pracownicy
administratora mogg w kazdej chwili wejs¢ do bazy, w ktorej zapisano jego
dane i zmieni¢ numer telefonu;

e wymodg by system byt odporny oznacza, ze powinny by¢ wdrozone takie
srodki, ktore ustrzegg system przed atakami z zewnatrz, np. dzieki stosowaniu
odpowiedniego systemu antywirusowego;

e zdolno$¢ do szybkiego przywrdcenia dostepnosci danych osobowych i dostepu do
nich w razie incydentu fizycznego lub technicznego;

e w razie gdyby doszio do naruszenia bezpieczenstwa danych, zastosowane
srodki powinny umozliwia¢ jak najszybszy ponowny dostep do danych wraz z
mozliwo$cig dokonywania operacji na danych;

e regularne testowanie, mierzenie i ocenianie skutecznosci srodkéw technicznych i
organizacyjnych majgcych zapewni¢ bezpieczenstwo przetwarzania.

Powyzsze zabezpieczenia zostaty wskazane w RODO i co warto podkresli¢ - majg charakter
przyktadowy.

Na uwage i rozwazenie stosowania (wdrozenia) zastuguja takze inne, do ktérych
naleza miedzy innymi:

1. Zabezpieczenia techniczne

e system przeciwpozarowy w miejscu, gdzie sg przechowywane dane,
e Kklimatyzacja,
e monitoring wizyjny,

e szyfrowanie urzgdzen przenosnych (pendrive), baz danych, sieci WIFI, a takze
danych przesytanych np. w wiadomosci mailowe;j,

e tworzenie kopii zapasowych,

e ochrona dostepu do sieci komputerowej, system firewall,

e zabezpieczenie sieci bezprzewodowej,

e szyfrowanie transmisji danych podczas przegladania stron internetowych,
e program antywirusowy oraz jego aktualizacja,

e uzywanie bezpiecznego oprogramowania, jego aktualizacja,

e w przypadku Kkorzystania z komputera przez kilka oséb - tworzenie

indywidualnych kont, profili, do ktorych dostep jest mozliwy wytgcznie przy uzyciu
odpowiedniego hastfa oraz loginu,
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e hasto do jakiegokolwiek urzgdzenia nie moze by¢ udostepniane innej

osobie, ktéra nie jest uprawniona; niedopuszczalne jest wymienianie sie
hastami “na wszelki wypadek”,

e hasta powinny by¢ obiektywnie trudne do ztamania,

e nie nalezy stosowaé jednakowego hasta na wszystkich urzgdzeniach czy
kontach,
e warto wprowadzi¢ polityke zmiany haset oraz okresli¢ zasady ich

tworzenia,

(zasady tworzenia haset opisano ponizej)

nadanie uprawnieh w systemach informatycznych wytgcznie do tych danych, do
ktérych dana osoba jest upowazniona,
bezpieczne korzystanie z poczty elektronicznej, np. nieotwieranie podejrzanych
lub niewiadomego pochodzenia linkow,

ewidencjonowanie sprzetu, na ktéorym przechowywane sg dane osobowe

e wszelkie noéniki danych powinny by¢é zaewidencjonowane tak aby

wiadomo byto gdzie sie znajduja, kto jest w ich posiadaniu (gdy sprzet jest
wspotdzielony przez kilka osob), jaki jest ich stan techniczny,

jesli fotograf korzysta ze sprzetu (np. laptopa) zarbwno do celdow prywatnych i
stuzbowych, nalezy utworzy¢ dwa odrebne konta
e nie nalezy uzywac¢ kont/profili prywatnych do przetwarzania danych

osobowych w ramach prowadzonej dziatalnosci zawodowej i odwrotnie,

Zasady tworzenia haset (ponizsze wskazéwki stanowig minimalne wymagania tworzenia
haset i nie dotyczg hasel, gdzie wymagana jest podwdjna autentykacja, np. aplikaciji
internetowych przez ktore fotograf wysyla klientowi zdjecia; administrator moze wdrozy¢
inng, bardziej rygorystyczng i zapewniajacg wyzszg ochrone polityke dotyczacg tworzenia

haset)

hasto powinno sie skfadac¢ sie z unikalnego zestawu co najmniej o$miu znakdw, w
tym: duze i mate litery, cyfry oraz znaki specjalne (im dtuzsze hasto, tym lepiej!);
hasto nie powinno zawiera¢ nazw zwigzanych z uzytkownikiem, np. jego imienia
lub nazwiska, numeru PESEL albo firmy;

nalezy unikac¢ tatwych do odgadniecia kombinaciji, np. 1234..., qwerty;

nie zaleca sie uzywac¢ znanych stow;

zaleca sieg, aby hasto byto zmieniane co 30 dni;

Tworzac i uzywajgc hasta nalezy pamietac, ze:

nie wolno udostepniac hasta innym uzytkownikom;
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e nie nalezy zapisywaé hasta w dostepnych dla innych uzytkownikéw miejscach,
np. pod klawiaturag,

e nie nalezy uzywac takiego samego hasta do wszystkich kont; aby temu sprostac,
warto postuzy¢ sie menedzerem haset.

2. Zabezpieczenia organizacyjne (dziatalno$¢ zorganizowana w taki sposéb, by
podnosi¢ bezpieczenstwo przetwarzania danych)

- przeprowadzenie audytu bezpieczenstwa,

% niezaleznie od tego, czy fotograf dziata jednoosobowo, czy zatrudnia
pracownikéw, powinien doktadnie przemysle¢ oraz sprawdzicC jakie dane
przetwarza, gdzie dane sg przechowywane itp., a nastepnie przy
uwzglednieniu wystepujgcego ryzyka, zapewnic¢ im bezpieczehstwo,

< pomocne w przeprowadzeniu audytu moze by¢ stworzenie rejestru
czynnosci przetwarzania danych osobowych (badz jego uzupetnienie, gdy
juz jest prowadzony), ktéry pozwoli na usystematyzowanie wszystkich
niezbednych informacji [na temat rejestru mozna przeczyta¢ na stronie 90]

« audyt mozna przeprowadzi¢ samodzielnie bgdz przy pomocy podmiotu
profesjonalnego.

- szkolenia pracownikbw oraz innych os6b majgcych dostep do danych
przetwarzanych przez administratora,

< jesli fotograf =zatrudnia pracownikbw badz w jakikolwiek sposéb
wspoétpracuje z innymi osobami i dochodzi do przetwarzania przez nich
danych osobowych, ktorych fotograf jest administratorem (np. majg do
nich wglad) - powinien zadbac¢ o to, by osoby te miaty odpowiednig wiedze
na temat ochrony danych osobowych oraz wdrozonych przez
administratora srodkow,

+ zaleca sie zebranie oswiadczeh od oséb przeszkolonych, ze odbyty takie
szkolenia, zapoznalty sie przepisami RODO itp.

< wazne, aby osoby wskazane powyzej posiadaty odpowiednie uprawnienie
do przetwarzania danych, np. na podstawie nadanego upowaznienia bgdz
umowy powierzenia,

- stworzenie i posiadanie dokumentu okre$lajgcego zasady przetwarzania danych
osobowych, np. polityki bezpieczenstwa informaciji czy polityki ochrony danych lub
regulaminu ochrony danych,

- powotanie inspektora ochrony danych badz korzystanie z ustug innego podmiotu
profesjonalnego zajmujacego sie ochrong danych [pojecie inspektora ochrony
danych oraz zasadnosc¢ jego powotania wyjasniono na stronie 101]

- stworzenie i posiadanie dokumentacji analizy ryzyka [na temat analizy ryzyka
mozna przeczytac na stronie 80

- nadawanie upowaznien do przetwarzania danych (dostep do danych osobowych
mogg mie¢ wytgcznie osoby uprawnione),

« zaleca sie prowadzenie rejestru nadanych upowaznien do przetwarzania
danych osobowych [na temat rejestru mozna przeczytac¢ na stronie 90]

- stosowanie polityki czystego biurka
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< jesli fotograf korzysta z przestrzeni dzielonej, powinien kazdorazowo w
czasie oddalenia sie z miejsca pracy chowa¢ w szafach/kontenerkach
zamykanych na klucz wszelkie nosniki zawierajgce dane osobowe tak, aby
osoby nieuprawnione nie miaty dostepu do danych,

% nie nalezy zostawia¢ na biurku bgdz w innym miejscu no$nikow danych,
ktére mogtyby zostaé¢ uzyte (nawet przypadkowo) przez osoby
nieuprawnione; szczegodlnie gdy fotograf prowadzi dziatalnos¢ w domu -
pozostawiony na wierzchu pendrive zawierajgcy dane osobowe mogtby
zosta¢ uzyty przez dziecko badz innego czionka rodziny w celach
prywatnych i nastepnie przekazany innej osobie (np. przekazanie gry
komputerowej czy ebooka koledze ze szkolnej fawki) albo dane znajdujgce
sie na karcie lub pendrive mogg zostac przypadkowo usuniete ze wzgledu
na brak miejsca na gre komputerowa, czy prywatne zdjecia. Innym
zagrozeniem moze by¢ zainfekowanie no$nika przez osobe trzecig i
poézniejsze podigczenie go komputera stuzbowego, na ktorym znajdujg sie
dane osobowe klientow,

% dokumenty (np. umowy z klientami) nie powinny leze¢ nieustannie na
biurku, nalezy je chowa¢ w zamykanych miejscach; zasada ta jest istotna
nie tylko ze wzgledu na mozliwos¢ np. kradziezy przez osobe
nieuprawniong, ale takze mozliwos¢é podejrzenia danych przez osobe,
ktéra tylko zaglada, np. innych klientéw, ktérzy mogliby sie zapoznaé z
trescig dokumentow znajdujgcych sie na biurku,

ustawienie monitora w taki sposob, by osoby nieuprawnione nie miaty dostepu do

danych (np. klienci bgdz przypadkowi przechodnie) lub stosowanie odpowiedniej

naktadki na ekran
< szczegolnie wazne, gdy fotograf pracuje w przestrzeni wspétdzielonej z
osobami nieuprawnionymi do dostepu do danych badz korzysta z
komputera w miejscach publicznych (np. kawiarni, samolocie czy

pociagu),

stworzenie procedur dostepu do narzedzi czy systemow informatycznych (np.

zasady przydzielania kont, polityka zmiany haset)

opracowanie i wdrozenie planu dziatania w przypadku naruszenia danych

osobowych
< jesli fotograf zatrudnia pracownikéw, powinien zadbac o to, aby zgtaszali

mu niezwtocznie wszelkie incydenty zwigzane z mozliwoscig naruszenia
danych osobowych,
< w przypadku wystgpienia naruszenia, nalezy podjg¢ odpowiednie srodki -
na temat zasad postepowania w przypadku wystgpienia incydentu mozna
przeczytac na stronie 95.

stosowanie bezpiecznych zasad kontaktu z klientami badz innymi osobami

% rozmawiajgc przez telefon z klientem nalezy zachowac ostroznos¢ przy
podawaniu jakichkolwiek danych osobowych, poniewaz nie ma pewnosci
czy osoba ta jest osobg, ktérej dane dotyczg, bagdz jest uprawniona do
dostepu do danych (np. gdy dzwoni rodzic osoby niepetnoletniej)
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Zabezpieczenia fizyczne (wszelkie zabezpieczenia fizyczne, ktére chronig dane
zapisane w postaci materialnej, np. na papierze, na dysku komputera, na
kartach pamigci)

pomieszczenia zamykane na klucz

+ jesli fotograf prowadzi odrebne biuro bgdz posiada studio w niezaleznym
pomieszczeniu, powinno by¢ zamykane na klucz; dostep do kluczy mogg
mie¢ wytgcznie osoby uprawnione, np. na podstawie nadanego im przez
administratora upowaznienia,

szafy zamykane na klucz lub szyfr
% szczegolnie w sytuacji, gdy biuro bgdz studio, w ktérym przechowywane

sg dane osobowe nie stanowi odrebnego, zamykanego pomieszczenia,
np. w domu badz innej dostepnej dla wielu oséb przestrzeni,
zabezpieczenia okien, np. kraty lub rolety antywtamaniowe,

< jesli istnieje wieksze ryzyko wiamania, np. biuro miesci sie na parterze,
warto rozwazy¢ dodatkowe zabezpieczenia okien,

stosowanie systemu alarmowego,

monitoring wizyjny,

ochrona osobowa pomieszczen,

niszczenie danych zapisanych na papierze przy uzyciu niszczarki badz

korzystanie z wiarygodnej firmy utylizujgcej, z ktérg administrator podpisat umowe

powierzenia przetwarzania danych,

« dokumenty zawierajgce dane osobowe nie moga by¢ wyrzucane do kosza
na sSmieci,

« dokumenty zawierajgce dane osobowe nalezy niszczy¢ od razu, nie
mozna przechowywac¢ ich w miejscu niezabezpieczonym (np. pod
biurkiem), zostawiajgc sobie niszczenie na p6zniej, np. raz w miesiacu,

skuteczne niszczenie badz formatowanie innych niz papier nosnikow danych,

% w przypadku ptyt CD i in., nalezy przecig¢ je nozyczkami (zamazanie nie
jest wystarczajace),

utylizacja/sprzedaz/darowizna sprzetu po uprzednim doktadnym wyczyszczeniu z

danych,

« niedopuszczalne jest przekazywanie osobom nieuprawnionym nosnikow
danych, na ktérych znajdujg sie dane osobowe

przechowywanie nosnikow danych, w tym przenosnych urzadzen, w

bezpiecznych miejscach,

% W biurze/studio urzgdzenia powinny by¢ przechowywane w zamykanych
szafach lub pomieszczeniach,

« jesli fotograf prowadzi biuro/studio w domu, gdzie dostep do

pomieszczenia majg rowniez inni domownicy, zaleca sie przechowywanie

nos$nikow danych w szafach lub kontenerkach zamykanych na klucz,

% w przypadku oddalenia sie od telefonu badz komputera, na ktérych
znajdujg sie dane osobowe, powinny by¢ kazdorazowo blokowane przed
dostepem oséb nieuprawnionych,

bezpieczny transport nosnikéw danych,
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« gdy fotograf zabiera nosniki danych poza studio, powinien w miare
mozliwo$ci usung¢ z nich niepotrzebne dane,

< urzadzenia przeno$ne zawierajgce dane (np. aparat fotograficzny z karta,
laptop, karta SD lub inna karta pamieci, pendrive, telefon) powinny by¢
pod statym nadzorem fotografa, nalezy unika¢ pozostawiania ich w
miejscach ogélnodostepnych; w czasie podrézy samolotem zaleca sie
pozostawianie urzgdzen przy sobie, zamiast oddawania do luku
bagazowego, nie zaleca sie pozostawiania nosnikbw w samochodzie na
parkingu,

% wszelkie nosniki danych powinny by¢ odpowiednio zabezpieczone w
transporcie przed ich przypadkowym uszkodzeniem (np. stosowanie
odpowiednich futeratow, pojemnikow),

- zabezpieczenia urzadzen przenosnych, takich jak komputer przenosny, czy
telefon (np. pin, hasto),

+ ze wzgledu na specyfike pracy fotografa dziatajgcego w plenerze, wszelkie
urzgdzenia przenosne zawierajgce dane osobowe powinny by¢
bezwzglednie zabezpieczone hastem lub inng blokada.

1) Zabezpieczenia przy przekazywaniu zdje¢ klientom

Szczegdlnie problematycznym zagadnieniem jest ochrona danych osobowych w trakcie
procesu przekazywania klientom zdjeé, zaréwno w formie cyfrowej (jako galeria, z ktorej
klient dokonuje wyboru zdje¢), jak w formie fizycznych odbitek. Biorgc pod uwage, ze zdjecia
sg nosnikiem danych osobowych (np. wizerunku), przekazanie ich osobie nieuprawnionej
bedzie stanowi¢ naruszenie przepisdéw o ochronie danych osobowych.

Dobér zabezpieczen powinien by¢ kazdorazowo podyktowany charakterem wspétpracy
fotografa z klientem oraz planowanymi sposobami rozpowszechniania zdjec.

W przypadku, w ktérym fotograf wykonuje sesje zdjeciowe oséb trzecich na zlecenie swojego
klienta, ktéry jest jednoczesnie administratorem danych, fotograf, o ile umowa nie stanowi
inaczej, powinien przekaza¢ wyniki swoich prac wytgcznie ww. administratorowi. Osoby
trzecie powinny otrzymac¢ zdjecia jedynie za posrednictwem wspomnianego administratora
lub za jego zgoda.

Fotograf powinien dostarczy¢ do administratora link do cyfrowych egzemplarzy zdje¢, fj.
galerii (z ktérej bedg wybierane zdjecia), do ktorej dostep powinien by¢ chroniony hastem.
Link do ww. galerii oraz hasto do niej powinny zosta¢ przekazane administratorowi w
osobnych dokumentach (np. hasto powinno zostaé ustalone w umowie, a link powinien do
administratora zosta¢ wystany w wiadomosci e-mail). Administrator powinien sam przekazac¢
link oraz hasto osobom trzecim, uprawnionym do dostepu do ww. danych osobowych, bez
udziatu fotografa. Dopiero osoby trzecie, ktorym administrator udzielit dostepu do zdje¢, jezeli
zachodzi taka potrzeba, mogg kontaktowac¢ sie z fotografem w celu zlecenia np. dalszej
obrébki wykonanych zdjec. Fotograf ma prawo przyjgé, ze osobom, ktérym zostat udzielony
dostep do zdjeé, zostata wydana przez administratora odpowiednia zgoda.
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Z wyzej wskazang sytuacjg bedziemy mieli do czynienia np. w przypadku sesji szkolnych
(klasowych), w ktérych fotograf wykonuje sesje na zlecenie szkoty, ktéra petni funkcje
administratora danych osobowych.

Z takg samg metodyka dziatania bedziemy mieli do czynienia w przypadku, w ktorym fotograf
podpisze umowe bezposrednio z osobami uwidocznionymi na zdjeciach lub z opiekunami
takich oséb. W takich przypadkach klient, z ktéorym zawierana jest umowa, powinien
samodzielnie przekaza¢ osobom trzecim dostep do galerii, bez udziatu fotografa. Fotograf
natomiast powinien wystaé link do przedmiotowej galerii wytgcznie na adres e-mail klienta lub
klientow. Podobnie jak w wczesniejszym przypadku zaleca sie, aby dostep do zdje¢ byt
zabezpieczony hastem, ktére powinno zosta¢ przekazane klientowi lub klientom w osobnym
dokumencie niz ten w ktérym zostat przekazany link do galerii. Fotograf ma prawo przyja¢,
ze osoby trzecie, ktére sie z nim skontaktowaty i ktére majg dostep do galerii, majg
odpowiednig zezwolenie klienta na dostep do tych danych.

Przyktadem wyzej wskazane sytuacji moze by¢ wykonywanie przez fotografa sesji szkolnych
lub komunijnych, gdy umowa zostata zawarta pomiedzy nim a rodzicami (np. Radg
Rodzicéw).

Jezeli podmioty, ktérym klienci fotografa udostepnili zdjecia znajdujgce sie galerii, majg
mozliwos¢ sktadania zaméwien dotyczacych wydruku lub przerdbki graficznej konkretnych
zdje¢, to fotograf powinien przyjmowac takie zamoéwienia jedynie za posrednictwem
wiadomosci e-mail lub w ramach udostepnionego klientom narzedzia. Nie zaleca sie
przyjmowania jakichkolwiek zlecen w oparciu o sam kontakt telefoniczny.

Innym zalecanym z punktu widzenia ochrony danych osobowych rozwigzaniem problemu
zabezpieczania danych osobowych w zwigzku z rozpowszechnianiem zdjec jest korzystanie
z przeznaczonych do tego portali internetowych, ktére zapewniajg petng weryfikacje osob,
ktére majg mie¢ dostep do wynikéw prac fotografa oraz odpowiednie zabezpieczenia (np.
zalamo.com). Weryfikacja taka powinna by¢ dokonywana poprzez autoryzacje: adresu e-mail
lub numeru telefonu. Zaleca sie korzystanie z portali internetowych, ktére chronig dostepu do
danych osobowych (zdje¢) hastami.

Nie jest zalecane w zadnym wypadku wykonywanie przekazania zdje¢, w tym odbitek,
wytgcznie po kontakcie telefonicznym osoby zainteresowanej ich pozyskaniem.

Zasady przesytania / przekazywania zdje¢ klientom powinny bazowaé na ponizszych
zatozeniach:

o fotografie lub inne dane przesytane drogg elektroniczng (jako zatgcznik do

wiadomosci e-mail) powinny by¢é odpowiednio zaszyfrowane, np. uzywajac
programu 7zip (klikajac prawym przyciskiem myszy nalezy przejs¢ do: 7zip,
nastepnie ‘Dodaj do archiwum”, po czym wpisaé hasto zabezpieczajgce plik.
Hasto nie moze by¢ tatwe do odgadniecia (zasady dotyczgce tworzenia haset
opisano ponizej) i co wazne, nalezy je poda¢ odbiorcy innym kanatem
komunikacji niz wysytany plik, np. jesli plik jest wystany za pomocg poczty
elektronicznej, hasto powinno by¢ podane telefonicznie,
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e zdjecia wysytane klientom przy pomocy aplikacji internetowych i galerii online

(stuzacych do wyboru zdje¢) powinny by¢ odpowiednio zabezpieczone, fj.
aplikacje/platformy powinny spetnia¢ nastepujgce kryteria:

e pliki ze zdjeciami powinny by¢ objete kontrolg dostepu. Znajomos$¢ adresu

pliku nie powinno pozwalaé na uzyskanie do niego dostepu bez podania
danych uwierzytelniajgcych.,

e zalecana jest dwustopniowa autoryzacja fotografa w trakcie logowania do

panelu administracyjnego. Np. weryfikacja logowania poprzez podanie
kodu sms,

e odradza sie przesytania danych do logowania klientowi jednym kanatem
komunikacyjnym,

e aplikacja nie powinna tworzy¢ linkéw do automatycznego zalogowania sie,

e aplikacja nie powinna wysta¢ pocztg e-mail lub innym kanatem - loginu i

hasta jednoczesnie ze wzgledu na mozliwos¢ przejecia komunikacji, czy
tez pomylke podczas wpisywania adresu e-mail.

e odradza sie chronienie galerii sprzedazowych wylgcznie hastem. Uzytkownik

powinien weryfikowa¢ swojg tozsamos¢ zanim uzyska dostep do zdjeé.
Uzasadnienie - Samo hasto nie pozwala na zapewnienie poufnosci danych,

e odradza sie stosowanie serwerdéw plikow (NAS) do udostepniania zdje¢. Serwer

NAS niczym nie rozni sie od serwera aplikacji/chmury. Jego administracja
wymaga wiedzy eksperckiej w celu uchronienia sie przed wkamaniami osob, ktére
nie powinny mie¢ dostepu do danych,

e odradza sie uzywanie protokotu FTP do przesytania plikow - protokét FTP jest

nieszyfrowany.

WAZNE!
Odradza sie uzywania do przesytania zdje¢:

e darmowych wersiji aplikacji wetransfer, dropbox etc,

o serwerow NAS,

WAZNE!
Zakazuje sie uzywania do przesytania zdjec:

e narzedzia Wordpress i innych platform blogowych - brak jakiejkolwiek

ochrony plikow oraz brak weryfikacji ogladajgcych uzytkownikéw (galeria
wyltgcznie na hasto),

e wiadomosci e-mail bez zahastowanego pliku zawierajgcego zdjecia (hasto

powinno zosta¢ przekazane innym kanatem komunikac;ji),
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e serwerdw FTP.

Reasumujgc powyzsze:

1) W przypadku gdy administratorem danych osobowych jest inny podmiot (np. szkota):

a) Fotograf przesyta do Administratora link do galerii zdje¢ oraz hasto w
odrebnych dokumentach,

b) Fotograf nie przekazuje samodzielnie danych podmiotom innym niz
Administrator,

c) Administrator samodzielnie moze rozpowszechni¢ zdjecia osobom trzecim,
bez udziatu fotografa, o ile ma do tego prawo,

d) Zamdéwienia zdje¢ oraz wskazanie adresu do wysytki odbitek nastepuje przez
klientéw, ktérym administrator udzielit dostepu do galerii (tj. przekazat link i
hasto).

2) W przypadku, gdy fotograf wykonuje zdjecia bezposrednio na rzecz klienta, powinien
postepowa¢ w sposob analogiczny do wyzej przedstawionego, tj. przekazacé link i
hasto jedynie klientowi.

Fotograf moze opracowaé inny sposéb wspotpracy z administratorem lub klientem w
zakresie przekazywania zdje¢ w wersji cyfrowej lub odbitek. Sposdb ten powinien jednak w
adekwatny sposéb chroni¢ zdjecia, jako nosniki danych osobowych, przed naruszeniem.

109



1. Zasady dot. przeprowadzania testu rownowagi

Test réwnowagi powinien zosta¢ przeprowadzony za kazdym razem, gdy administrator
wskazuje prawnie uzasadniony interes jako podstawe przetwarzania danych osobowych (art.
6 ust. 1 lit f RODO) [na temat uzasadnionego interesu administratora mozna przeczyta¢ na
str. 27]. Oznacza to, ze przed przystgpieniem do przetwarzania danych osobowych w oparciu
o prawnie uzasadniony interes kazdy fotograf powinien taki test wykonac¢. Wyniki tego testu
powinny natomiast zosta¢ udokumentowane.

Uzasadniony interes moze stanowi¢ podstawe przetwarzania danych osobowych, o ile
przetwarzanie to jest niezbedne do celéw wynikajgcych z prawnie uzasadnionych intereséw
realizowanych przez administratora. Uzasadniony interes prawny administratora nie moze
jednak stanowi¢ podstawy przetwarzania danych osobowych, gdy interesy lub podstawowe
prawa i wolnosci osoby, ktérej dane dotyczg, majg charakter nadrzedny wzgledem intereséw
administratora.

Jak wynika z powyzszego, nalezy zachowac¢ rownowage miedzy interesami administratora
oraz prawami i wolnosciami podmiotdw, ktérych dane bedg przetwarzane. Dla wywazenia
tych intereséw konieczne jest przeprowadzenie rzetelnego testu rownowagi zgodnie z nizej
wskazanymi wytycznymi.

Szerokie oraz obiektywne spojrzenie na interesy obu stron

W celu dokonania poréwnania intereséw, administrator musi te interesy ustali¢. W zaleznosci
od sytuacji, prawa oraz potrzeby fotografa, ktéry przetwarza dane, i klientéw oraz oséb
trzecich, ktoérych dane sg przetwarzane, mogg sie réznic.

W pierwszej kolejnosci, administrator powinien wskazaé swoje witasne interesy, a wiec
doprecyzowaé interes, jaki posiada w ramach okreslonego przetwarzania danych
osobowych. Przyktadami przetwarzania danych osobowych w oparciu o prawnie
uzasadniony interes sg m.in.: przetwarzanie danych do celu marketingu bezposredniego,
przetwarzanie danych w celu zapobiegania oszustwom lub przetwarzanie danych w celu
dochodzenia swoich prawnie uzasadnionych roszczen.

Nastepnie administrator musi ocenic¢, czy przetwarzanie przez niego danych osobowych we
wskazany sposob jest niezbedne do osiggniecia okreslonych celéw. Administrator powinien
przeanalizowa¢ ponadto, czy zakres przetwarzanych przez niego danych oraz sposob ich
przetwarzania sg konieczne do realizacji prawnie uzasadnionego interesu. Jezeli
administrator moze osiggng¢ zamierzone cele bez koniecznosci przetwarzania danych
osobowych lub poprzez przetwarzanie mniejszej ilosci kategorii danych, to powinien on
odpowiednio zrezygnowac z ich przetwarzania lub te przetwarzanie ograniczy¢.

Kolejno, administrator powinien oceni¢ ewentualne szkody, jakie mogg zosta¢ poniesione
przez niego samego lub osoby trzecie, jezeli przetwarzanie danych osobowych w
konkretnym przypadku nie bedzie miato miejsca. W tym miejscu np. brak osiggniecia
dochodu lub tez uzyskania rozgtosu.
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Wykonujac test rownowagi administrator powinien wzig¢ w gtéwnej mierze pod uwage:

« status oraz sytuacje osoby, ktérej przetwarzanie bedzie dotyczyto — czy jest to
np. osoba nieletnia, starsza itp.,

< oczekiwania osoby, ktérej dane dotycza,

+« zakres i rodzaj danych jakie beda przetwarzane,

% sposbb przetwarzania danych osobowych — np. sposéb ich publikacji oraz
potencjalng ilo$¢ odbiorcow publikowanego zdjecia,

Po ustaleniu niezbednosci przetwarzania danych, administrator powinien okresli¢ interesy,
prawa i wolnosci osob, ktérych dane osobowe majg byé przetwarzane, a ktére to prawa
mogg sta¢ w opozycji do prawnie uzasadnionych intereséw administratora. W przypadku
dziatalnosci fotograficznej prawami, ktére bedg najczesciej istniaty po stronie osoby, ktérej
dane bedg przetwarzane, sa:

< prawo do wizerunku,
< prawo do prywatnosci,
+ prawo do zachowania dobrego imienia.

Fotograf, bedgcy administratorem, powinien kazdorazowo oceni¢, czy prawa i wolnosci ww.
os6b sg nadrzedne, czy tez podrzedne wzgledem jego prawnie uzasadnionych interesow.
Ocena ta powinna obejmowac okreslenie skutkow, zwlaszcza tych negatywnych, ktére moga
nastgpi¢ dla osoby, ktérej dane bedg przetwarzane. Jezeli sg one dla niej dotkliwe lub
niewspoétmiernie niekorzystne w poréwnaniu do korzysci ptyngcych z przetwarzania tych
danych przez administratora w zwigzku z jego uzasadnionym interesem prawnym, to wynik
testu jest negatywny a przetwarzanie nie powinno sie odbywa¢ w oparciu o wskazang
podstawe prawng. Wynik testu rownowagi bedzie negatywny w kazdym przypadku, w ktorym
interesy i prawa ww. 0sob bedg nadrzedne wzgledem interesdw administratora, nawet tych
prawnie uzasadnionych.

Przeprowadzajgc test réwnowagi fotograf musi skupi¢ sie na catoksztatcie okolicznosci
zachodzgcych w danym przypadku. Dla rzetelnosci przeprowadzanego testu rownowagi, nie
nalezy traktowac rozwazanych interesow abstrakcyjnie. Test rownowagi sprowadzi¢ nalezy
do rzetelnego odpowiedzenia sobie na pytanie, czy to co chce sie osiggna¢ uzasadnia skutki,
jakie przetwarzanie danych osobowych moze wywotaé po stronie podmiotu przetwarzania.

Administrator zobowigzany on do wykonania testu za kazdym razem kiedy doj$¢ ma do
przetwarzania danych osobowych. Oznacza to, ze nie nalezy powiela¢ wyniku testu,
opierajgc sie na przekonaniu, ze okreslone sytuacje sg do siebie zblizone. Dokonujgc oceny
skutkow przetwarzania danych nalezy bowiem kazdorazowo uwzglednia¢ personalne cechy
osoby, ktérej dane bedg przetwarzane. Inaczej nalezy na przykiad oceniaé przetwarzanie
danych osobowych dzieci, a inaczej dorostych.

Zapewnienie dodatkowych gwarancji
W sytuacji, kiedy po rozwazeniu intereséw opisanych w pkt 1, nadal nie da sie dojs¢ do

jednoznacznie pozytywnego wyniku testu réwnowagi, podjgé mozna prébe wdrozenia
pewnych mechanizméw wptywajgcych na sytuacje administratora w danej sytuacji, a to
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takich, ktére jednoczes$nie zminimalizujg naruszenie intereséw osoby, ktérej dane beda
przetwarzane.

W tym wypadku kierowacC nalezy sie zasadg, zgodnie z ktdérg w im wiekszym zakresie
administrator danych osobowych zadba o ogdlng ochrone tych danych, tym wigksze istnieje
prawdopodobienstwo, ze wynik testu rownowagi bedzie pozytywny.

W sytuacji niepewnosci administrator moze dokonac¢ np. Scistego ograniczenia zakresu
przetwarzanych danych, czy tez zawezenia czasu ich przetwarzania. Dziatania takie
zwiekszy¢ mogg szanse uzyskania pozytywnego rezultatu testu rownowagi.

Rodzajem dodatkowej gwarancji, ktora moze mie¢ wptyw na rezultat testu, moze byc¢
zwiekszenie czestotliwosci informowania, np. bytego klienta, o przystugujagcych mu prawach
w zakresie mozliwosci wyrazenia sprzeciwu wobec przetwarzania jego danych osobowych.

Forma testu rownowagi

Test réwnowagi moze byé kazdorazowo, indywidualnie zbudowany na potrzeby konkretnego
przypadku. Najprosciej przeprowadziC jest go na zasadzie listy pytan, na ktoére udzielenie
odpowiedzi jest konieczne i prowadzi do uzyskania pozytywnego lub tez negatywnego jego
rezultatu.

Przyktadowymi pytaniami jakie w ramach omawianego testu mozna sobie zada¢ sa:

1. ,Czy posiada sie uzasadniony oraz przejrzysty interes do przetwarzania danych
osobowych?”

2. Jakijest cel takiego przetwarzania?”,

3. ,Czy istniejg mozliwosci osiggniecia ww. celu w sposéb mniej inwazyjny?”,

4. ,Kogo dotyczg dane, ktére majg by¢ przetwarzane?”,

5. ,Czy osoba, ktdrej dane dotyczg moze spodziewac sie takiego przetwarzania jej
danych osobowych?”,

6. ,W jaki sposéb dane majg by¢ przetwarzane?”,

7. ,Jakie zastosowane zostang Srodki ochrony danych osobowych?”,

8. ,Czy i jakie prawa Ilub interesy os6b trzecich mogg zosta¢ przy takim
przetwarzaniu naruszone”.

Wynik testu rownowagi

Jezeli na podstawie wyzej opisanych rozwazan administrator dojdzie do wniosku, ze jego
interesy sg nadrzedne w stosunku do intereséw oséb, ktérych dane majg by¢ przetwarzane,
wowczas moze on przetwarza¢ dane osobowe na podstawie art. 6 ust. 1 lit. f RODO.

W przeciwnym wypadku, a wiec jezeli uzna, ze skutki przetwarzania danych jakie ponies¢
moze podmiot, ktérego dane dotyczg, sg niewspdétmierne do osiggnietych przez
administratora korzysci — administrator powinien oprze¢ sie na innej niz uzasadniony interes
podstawie prawnej przetwarzania danych osobowych, np. na zgodzie osoby, ktérej dane
majg by¢ przetwarzane.

Sporzadzenie stosownej dokumentacji
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Wykonanie testu réwnowagi jest obowigzkiem administratora, ktérego spetnienie, w razie
takiej koniecznosci, bedzie musiat on wykazac¢ przed organami ochrony danych osobowych.

W tym celu administrator sporzgdzi¢ powinien spis podjetych przez niego, w zwigzku z
przeprowadzeniem testu réwnowagi, krokdw oraz rozwazan, a takze wskazaé¢ powody swojej
ostatecznej konkluzji. Dokumentacje takg administrator powinien zachowac, aby maoc sie nig
postuzy¢ w razie potrzeby.
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3. Rejestr Czynnosci przetwarzania danych

Rejestr czynnosci przetwarzania danych (w skrécie: RCPD) stuzy dokumentowaniu
czynnosci przetwarzania danych osobowych. Jest narzedziem, ktore pozwala na realizacje
jednej z gtébwnych zasad RODO - zasady rozliczalnosci. Dzieki niemu administrator (np.
fotograf) moze w jasny i prosty sposob wykaza¢ miedzy innymi jakie kategorie danych
przetwarza, na jakiej podstawie, jak dilugo itp. Innymi stowy, wszelkie najwazniejsze
informacje dotyczgce przetwarzania danych przez administratora sg zebrane i
zaewidencjonowane w jednym miejscu. Rejestr jest takze cennym zrodtem informaciji dla
organu nadzorczego, dlatego w razie ewentualnej kontroli mozna sie spodziewac, ze bedzie
on dokfadnie weryfikowany.

[art. 30 RODO]

Kto powinien prowadzi¢ rejestr czynnosci przetwarzania danych (RCPD)? -
administrator oraz procesor!

Obowigzku nie majg podmioty, ktére zatrudniajg mniej niz 250 oséb, chyba ze czynnosci
przetwarzania, ktéra wykonuja:
- mogg powodowac ryzyko naruszenia praw lub wolnosci osoéb, ktérych dane dotyczg,
- nie majg charakteru sporadycznego lub obejmujg szczegdlne kategorie danych
osobowych, o ktérych mowa w art. 9 ust. 1 RODO, lub
- dotyczg wyrokéw skazujgcych i naruszen prawa, o czym mowa w art. 10 RODO

Czy zatem fotograf (najczesciej prowadzgcy jednoosobowg dziatalno$é gospodarczg lub
zatrudniajgcy do kilku pracownikéw) musi prowadzi¢ wspomniany rejestr?

- najczesciej nie bedzie musiat prowadzi¢ RCPD, jednakze ustalenie i wykazanie, ze
np. przetwarzanie nie powoduje ryzyka naruszenia praw moze okazac sie trudne. W
zwigzku z tym zaleca sie prowadzenie RCPD wszystkim administratorom
(fotografom), chociazby ze wzgledu na jego walory, takie jak realizacja zasady
rozliczalnoéci czy transparentnos¢ w trakcie ewentualnej kontroli organu
nadzorczego.

Sposbéb prowadzenia rejestru moze by¢ dowolny, dopuszcza sie forme papierowa, jak i
elektroniczng (np. w formie arkusza kalkulacyjnego). Uktad rejestru nie zostat narzucony w
RODO;

Rejestry nie podlegajg jakiejkolwiek rejestraciji.

Jakie informacje powinny znalez¢ sie w rejestrze?

W rejestrze zapisuje sie procesy przetwarzania danych [na temat pojecia przetwarzania
danych mozna przeczytac na stronie 9].

Procesy przetwarzania mogg by¢ pogrupowane np. wedtug celéw przetwarzania danych.
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Jesli celem jest realizacja umowy z klientem, w rejestrze moze znalez¢ sie jeden rekord o
takiej nazwie, ktory bedzie zawierat informacje na temat danych osobowych przetwarzanych
W zwigzku z zawarciem umowy.

Informacje niezbedne:

podstawowe dane administratora, tj. imie i nazwisko, dane kontaktowe oraz
gdy powotano inspektora ochrony danych - réwniez jego dane,

cele przetwarzania,

kategorie osob, ktérych dane dotyczg oraz kategorie danych osobowych,
ktéra administrator przetwarza

e kategorie osob: np. klienci, pracownicy, ustugodawcy itp.

e kategorie danych: dane zwykte lub szczegdlne dane osobowe (tzw.
dane wrazliwe)

informacje o odbiorcach danych - komu dane beda przekazane (np. procesor)
informacja czy dane beda przetwarzane w panstwie trzecim; jesli tak, nalezy
wskazac nazwe panstwa oraz zastosowane zabezpieczenia,

czas przechowywania danych - kiedy zostang usuniete [na temat czasu
przetwarzania danych mozna przeczytac na stronie 17],

opis srodkow bezpieczenstwa [0 srodkach bezpieczenstwa mozna przeczytaé
na stronie 12]

e opis moze by¢ ogdlny (np. wskazanie, ze dane sg przechowywane w
formie elektronicznej na dysku, a komputer posiada antywirus) i
zawiera¢ odestania do konkretnej dokumentacji opisujgcej szczegdty;

e wazne, by opis dawat ogdlne rozeznanie i pozwalat na wstepng ocene
zastosowanych $rodkow w stosunku do konkretnych czynnosci
przetwarzania danych

Powyzszy zestaw informacji musi znalez¢ sie w rejestrze, ale nie nie tworzy on katalogu
zamknietego. Mogg sie w nim znalez¢ réwniez informacje dodatkowe, ktére z réznych
wzgledoéw mogqg byc¢ dla administratora bardzo przydatne.

Przyktadowe informacje dodatkowe:

a)
b)
c)
d)

e)

f)

podstawa prawna przetwarzania (art. 6 RODO),

zrédto pozyskania danych osobowych,

informacje na temat przeprowadzonej oceny skutkéw przetwarzania danych,

kto jest wiascicielem procesu (przydatne w duzych jednostkach, w ktérych za dany
proces odpowiada np. konkretny dziat),

jesli dane sg przetwarzane na podstawie zgody - informacja, gdzie zgoda sie znajduje
lub w jaki sposéb zostata zebrana,

informacja, czy spetniono obowigzek informacyjny i w jaki sposob,
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4. Rejestr upowaznien

Dostep do danych osobowych mogg mie¢ wytgcznie osoby uprawnione. Oczywiscie takg
osobg jest administrator (np. fotograf) lub procesor, ktéry na podstawie zawartej umowy
powierzenia przetwarza dane w imieniu i na rzecz administratora (np. ustugodawca
fotografa). [na temat powierzenia mozna przeczyta¢ na stronie 14]

Co z pozostatymi osobami, ktére rowniez moglyby mie¢ dostep do danych osobowych, np.
pracownicy, osoby wspotpracujgce z fotografem itp.?

- osoby dziatajgce na rzecz administratora (lub procesora), ktére bedg miaty dostep do
danych osobowych (wystarczy sama mozliwos¢ zapoznania sie z danymi) powinny
mie¢ upowaznienie do przetwarzania danych osobowych.

Zaleca sie wiec nadawanie pisemnych upowaznien do przetwarzania danych
osobowych wszystkim osobom majacym dostep do danych, np. innym fotografom
wspétpracujgcym z administratorem, praktykantom czy stazystom, pracownikom
- upowaznienie nalezy sporzadzi¢ w formie odrebnego oswiadczenia (nie powinno by¢
czesécig innego dokumentu, np. umowy o prace czy umowy wspotpracy),
- cho¢ RODO nie narzuca formy upowaznienia, zaleca sie nadawanie upowaznieh w
formie pisemnej,
- upowaznienie nalezy nadac jeszcze przed rozpoczeciem przetwarzania danych.

Warto stworzyC rejestr upowaznien (np. w arkuszu kalkulacyjnym), w ktérym znajda sie
informacje dotyczgce osob, ktérym nadano upowaznienia oraz zakresu, jaki obejmujg (ij. do
jakich danych konkretna osoba ma dostep i jakich czynnosci przetwarzania dotyczy), a takze
czasu, na jaki upowaznienie zostato wydane.

Ze wzgledow dowodowych, upowaznienie powinno by¢ sporzgdzone co najmniej w dwoch
kopiach - jedna dla osoby upowaznionej i jedna dla administratora. Dzieki prowadzonemu
rejestrowi, a takze przechowywanym kopiom, w razie kontroli, administrator moze wykaza¢
jakie nadat upowaznienia i jaki jest ich zakres.

Nie nalezy nadawaé upowaznien ogoélnych, uprawniajgcych do przetwarzania wszystkich
danych, np. osoba pomagajgca w obrobce zdje¢ nie powinna by¢ upowazniona do
przetwarzania danych kontaktowych klientéw zawartych w umowach, bo nie potrzebuje ich
do wykonania konkretnych czynnosci.

Co powinno zawiera¢ upowaznienie?
1) dane administratora (lub procesora) - podmiotu, ktéry nadaje upowaznienie,

2) dane osoby, ktérej upowaznienie zostaje nadane,

3) data i miejsce udzielenia upowaznienia,

4) zakres danych, ktére upowazniony moze przetwarza¢ na podstawie upowaznienia,

5) czas udzielonego upowaznienia, np. nieokreslony, 2 miesigce, okres trwania umowy

o wspotprace,
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oswiadczenie o przetwarzaniu danych zgodnie z obowigzujgcym prawem i zasadami
wprowadzonymi przez administratora/procesora,

podpis administratora (lub procesora),

podpis osoby upowaznionej.
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Wzor upowaznienia do przetwarzania danych osobowych
Upowaznienie do przetwarzania danych osobowych
miejscowosc, data.......

Dziatajgc w imieniu administratora/procesora ........................... (nazwa lub imig i
nazwisko), na podstawie art. 29 rozporzgdzenia Parlamentu Europejskiego i Rady (UE)
2016/679 z dnia 27 kwietnia 2016 r. w sprawie ochrony 0sob fizycznych w zwigzku z
przetwarzaniem danych osobowych i w sprawie swobodnego przeptywu takich danych oraz
uchylenia dyrektywy 95/46/WE (Dz.Urz. UE L 2016 Nr 119, s. 1, ogdlne rozporzgdzenie o
ochronie danych, RODO, zdniem ..............c.ccciiiiiiiiiiiiinianns.

upowazniam Panig/Pana ...............c.ccceeiviiiiiiiiiiiiiiiiinnnn, (imie i nazwisko, dodatkowo
ew. zajmowane stanowisko) do przetwarzania danych osobowych w zakresie
...................................................................................... (nalezy okresli¢ zakres, np.
w zwigzku z wykonywaniem obowigzkéw na danym stanowisku, realizacjg zawartej umowy
wspoftpracy, realizacjg umowy stazowej, obstugg klientow, wykonywaniem obrobki zdjec itp.)
wytgcznie na polecenie administratora/ procesora (niepotrzebne skreslic).

Niniejsze upowaznienie obejmuje przetwarzanie danych osobowych w formie tradycyjnej
i/lub elektronicznej oraz obejmuje:

....................................................... (nalezy wymieni¢ kategorie danych, np. dane
kontaktowe klientéw, wizerunek sfotografowanych oséb itp.)

Na podstawie niniejszego upowaznienia jest Pan/Pani zobowigzany/a do przetwarzania
danych osobowych wytgcznie we wskazanym zakresie oraz zgodnie z przepisami RODO,
ustawy z dnia 10 maja 2018 r. o ochronie danych osobowych, a takze zgodnie ze
stosowanymi przez administratora/procesora ...................... (np. politykg bezpieczenstwa
informacji, regulamin danych osobowych - o ile administrator/procesor takie posiada i
stosuje) oraz do zachowania w poufnosci wszelkich danych, do ktorych uzyskat/a Pan/Pani
dostep w zwigzku z niniejszym upowaznieniem, a takze po jego wygasnieciu.

Okres waznoSci upowaznienia: ........................... lub do czasu jego odwotania.

podpis administratora/
procesora

data i podpis osoby upowaznionej
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5. Zarzadzanie incydentami

Podstawowym obowigzkiem administratora danych (np. fotografa), jak i procesora (np.
ustugobiorcy fotografa) jest zapewnienie odpowiedniego stopnia bezpieczenstwa danych
osobowych, adekwatnego do wystepujgcego ryzyka.

Co w przypadku, kiedy jednak dojdzie do naruszenia ochrony danych osobowych?

W takiej sytuacji administrator ma pewne obowigzki:

e powinien najszybciej jak to mozliwe (bez zbednej zwioki) - nie p6zniej niz w terminie

72 godzin po stwierdzeniu naruszenia zgtosi¢ zgtosi¢ naruszenie organowi

nadzorczemu.

inaczej méwigc
« sytuacja: naruszenie ochrony danych osobowych, np. wyciek danych, dostep
do danych osoby nieuprawnionej, zgubienie karty SD zawierajgcej dane
osobowe, kradziez niezabezpieczonego laptopa z danymi, przypadkowe
wystanie wiadomosci mailowej do nieuprawnionej osoby itp. [art. 4 pkt 12
RODQ],

« kto: administrator (jesli do naruszenia dojdzie u procesora, zgtasza on
niezwtocznie naruszenie administratorowi),

- €O wazne, procesor ma obowigzek wspotpracowac z administratorem i
pomagaC mu W wywigzaniu sie¢ z obowigzkow w zakresie
bezpieczenstwa danych! Dlatego tak wazne jest, aby administrator
korzystat z ustug tylko tych podmiotéw, ktére spetniajg wystarczajgce
gwarancje zapewnienia bezpieczenhstwa zgodnie z RODO.

- szczegbtowy zakres wspoOipracy miedzy administratorem a
procesorem, powinien by¢é okreslony w umowie powierzenia
zawieranej pomiedzy ww. podmiotami.

« czas reakcji: bez zbednej zwiloki, maksymalnie 72 h od stwierdzenia
(wykrycia) naruszenia; jesli administrator z jakichs przyczyn nie zdazy
zgtosi¢ naruszenia organowi nadzorczemu w wymaganym czasie, powinien
dotgczy¢ do zgtoszenia wyjasnienie co byto przyczyna,

- jesli administrator nie posiada wszystkich informacji, powinien mimo to
dokona¢ zgtoszenia w terminie, a brakujgce informacje moze
uzupetnia¢; w przypadku opdéznien zawsze nalezy podac¢ organowi
przyczyne,

% gdzie zglosi¢: organ nadzorczy - Prezes Urzedu Ochrony Danych Osobowych
(Prezes UODO),

Kiedy zgtoszenie naruszenia organowi nadzorczemu nie jest konieczne?
Gdy jest mato prawdopodobne, aby naruszenie skutkowato ryzykiem naruszenia praw lub
wolnosci oséb fizycznych, np. klient jest narazony na straty finansowe, istnieje ryzyko

kradziezy tozsamosci, moze dojs¢ do naruszenia dobrego imienia klienta, osoba, ktérej dane
dotyczg jest narazona na dyskryminacje itp.
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Inaczej mowigc: niewatpliwie do naruszenia moze dojs¢ w wyniku btahych zaniedban, np.
klient podejrzy przypadkowo dane innego klienta na monitorze fotografa. Czy za kazdym
razem administrator musi zgtasza¢ naruszenie organowi nadzorczemu? Okazuje sie, ze nie!

Zgtaszac nie trzeba, jesli osoba, ktorej dane dotyczg nie ucierpi wskutek tego naruszenia.
[na temat ryzyka naruszenia praw lub wolnosci 0séb fizycznych mozna takze przeczytac na
str 81]

e jesli administrator (np. fotograf) jest pewny, ze doszto do naruszenia ochrony danych
osobowych - jest przekonany, ze wystgpita sytuacja zagrazajgca bezpieczenstwu,
ktérej skutkiem jest naruszenie ochrony danych, powinien przeprowadzi¢ analize,
czy doszto do naruszenia praw lub wolnosci oséb, ktorych dane dotycza,

e dzieki analizie (czy doszto do naruszenia praw lub wolnosci osob, ktérych dane
dotyczg) administrator jest w stanie podjg¢ decyzje, czy ma obowigzek zgtosic¢
naruszenie organowi nadzorczemu (Prezesowi UODO),

e administrator analizuje, czy naruszenie ochrony danych moze spowodowac jakas
szkode na osobie fizycznej, jakie bedzie miato dla tej osoby skutki itp.; administrator
uwzglednia tez powage zdarzenia (wielkos¢ potencjalnej szkody) oraz
prawdopodobienstwo, ze wskutek danego naruszenia nastgpi okreslone zdarzenie,
np. szkoda.

e szkoda nie musi faktycznie wystgpic¢, administrator analizuje zdarzenie hipotetyczne,
tj. co potencjalnie moze sie wydarzy¢,

e Oceny dokonuje sie z perspektywy osob, ktérych dane dotycza, tj. tych osob, ktorych
naruszenie moze w jaki$ sposob dotkngg,

e kazda ocena (analiza) musi by¢ dokonana indywidualnie dla konkretnego przypadku;
fakt, ze w podobnej sytuacji nie byto ryzyka naruszenia praw lub wolnosci oséb
fizycznych nie oznacza, ze w innej podobnej sprawie wnioski analizy bedg takie
same,

- jesli naruszenie dotyczy zagubienia badz wreczenia nieuprawnionej
osobie dokumentu zawierajacego imie, nazwisko i PESEL (zgodnie ze
stanowiskiem UODO) - zawsze nalezy zgtaszaé, poniewaz tego typu
naruszenie powoduje wysokie ryzyko i wigze sie z dotkliwymi konsekwencjami
dla osoby, ktorej dane dotyczag

! wazne: gdy administrator ma jakiekolwiek watpliwosci, czy naruszenie skutkuje ryzykiem
naruszenia praw lub wolnosci oso6b fizycznych, zaleca sie zgloszenie naruszenia

Jesli administrator (w wyniku przeprowadzonej analizy) zdecyduje, ze naruszenie nie
powoduje ryzyka naruszenia praw lub wolnosci osob fizycznych - nie musi zgtaszaé
naruszenia organowi nadzorczemu (Prezesowi UODO)

e brak zgtoszenia powinien by¢ doktadnie przemyslany przez administratora, a
uzasadnienie dlaczego odstgpiono od powiadomienia, powinno znalez¢ sie w
dokumentacji administratora, np. w ewidencji (rejestrze) naruszen. Udokumentowanie
i uzasadnienie podjetej decyzji jest niezwykle wazne, poniewaz moze by¢
przedmiotem kontroli organu nadzorczego.

[art. 33 RODO]
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Zgtoszenie - jak go dokonaé i co powinno zawiera¢?

Zgtoszenia mozna dokonac¢ na wiele sposobow:

e elektronicznie, wypetniajgc dedykowany formularz na stronie: biznes.gov.pl,

e elektronicznie, poprzez skrzynke ePUAP: UODO/SkrytkaESP,

e celektronicznie, wysylajgc wypetniony formularz za pomocg pisma ogdélnego
dostepnego na stronie: biznes.gov.pl,

e pocztg tradycyjng, wysytajgc wypetniony formularz na adres Urzedu Ochrony Danych
Osobowych (warto wysta¢ formularz co najmniej listem poleconym, aby mie¢ dowdd,
iz dochowano terminu).

Co powinno zawiera¢ zgtoszenie? [art. 33 ust. 3 RODO] Warto skorzysta¢ z gotowego
formularza dostepnego na stronie biznes.gov.pl, poniewaz jest on usystematyzowany i
prowadzi krok po kroku jakie informacje powinny by¢ podane.

e opis charakteru naruszenia, w tym w miare mozliwosci nalezy wskazac kategorie i
przyblizong liczbe osob, ktérych dane dotyczg, a takze kategorie i przyblizong liczbe
wpiséw danych osobowych, ktérych dotyczy naruszenie

- szczegOtowy opis co sie wydarzyto i jakie byly okolicznosci zdarzenia, aby
organ mogt oceni¢ sytuacje i podjg¢ stosowne kroki, np. nakazanie
administratorowi powiadomienia o incydencie osob, ktorych dane dotycza,

- lakoniczne stwierdzenie, np. “zgubiono dokument” jest niewystarczajgce,
nalezy doktadnie opisac¢ o jaki dokument chodzi i jakie zawierat dane

- liczba oséb, ktorych dane dotycza, jak i liczba wpisow danych osobowych
moze by¢ przyblizona

e imie i nazwisko oraz dane kontaktowe do inspektora ochrony danych albo wskazanie
innego punktu kontaktowego, od ktérego mozna uzyskac wiecej informacji

- fotograf prowadzacy jednoosobowg dziatalno$¢ zazwyczaj nie powotuje
inspektora ochrony danych osobowych (I0OD), dlatego w tym miejscu nalezy
wskaza¢ dane kontaktowe fotografa, ktory jest zorientowany w sprawie,

e opis mozliwych konsekwencji naruszenia ochrony danych osobowych

- co moze sie sta¢ wskutek naruszenia,

e opis srodkow, jakie zostaty zastosowane lub zaproponowane przez administratora w
celu zaradzenia naruszenia ochrony danych osobowych, w tym w stosownych
przypadkach $rodki w celu zminimalizowania jego ewentualnych negatywnych
skutkéw

- nalezy wskazac jakie srodki zaradcze stosowano, np. laptop zabezpieczony
hastem,

Kiedy nalezy powiadomié¢ o naruszeniu osoby, ktérej dane dotycza?

W przypadku stwierdzenia naruszenia administrator ma szereg obowigzkéw. Musi przede
wszystkim oceni¢ ryzyko naruszenia praw lub wolnosci oséb fizycznych, podjaé decyzje o
fakcie zgloszenia naruszenia do organu nadzorczego, uzupetnié¢ ewidencje naruszen, a takze
zastanowic¢ sie, czy konieczne jest powiadomienie o naruszeniu osoby, ktorej dane dotycza.

Kiedy powiadomienie osoby, ktérej dane dotyczg jest konieczne? - gdy naruszenie ochrony
danych moze powodowac¢ wysokie ryzyko naruszenia praw lub wolnosci oséb fizycznych.
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[art. 34 ust. 1 RODO]

w jakim czasie administrator musi dokona¢ powiadomienia? - “bez zbednej zwitoki’, a wiec
najszybciej jak to mozliwe

jak powinno wyglada¢ zawiadomienie? - nalezy je napisa¢ prostym i jasnym jezykiem
(zrozumiatym dla adresata); w tresci powinien znalez¢ sie opis zdarzenia, charakter
naruszenia, a takze wskazanie z kim mozna sie kontaktowa¢ w tej sprawie po stronie
administratora, jakie mogg wystgpi¢ konsekwencje naruszenia oraz opis zastosowanych lub
proponowanych srodkéw w celu zaradzenia naruszeniu lub zminimalizowania potencjalnych
negatywnych skutkéw. Jak widaé, tres¢ zawiadomienia jest bardzo podobna do tresci
przesytanej organowi nadzorczemu (Prezesowi UODO).

zawiadomienie osob, ktérych dane dotyczg jest bardzo wazne, poniewaz pozwala im
podja¢ ewentualne kroki, ktére uchronig ich przed negatywnymi konsekwencjami,
opisy w zawiadomieniu muszg by¢ konkretne i szczegdtowe, nie mogg ograniczac sie
do ogdlnych, lakonicznych stwierdzen,

konsekwencje naruszenia powinny by¢ obrazowo przedstawione, nalezy podacé
konkretne potencjalne skutki, np. w zwigzku z tym, ze naruszenie dotyczy takich
danych jak imie i nazwisko, PESEL oraz wizerunek - mozliwe jest wyludzenie
pozyczki w instytucji pozabankowej, stworzenie falszywego dowodu osobistego oraz
postugiwanie sie nim, utworzenie fatszywego konta w mediach spotecznosciowych

itp,

Kiedy osob, ktorych dane dotyczg nie trzeba zawiadamia¢ o naruszeniu?

1)

2)

gdy administrator wdrozyt odpowiednie srodki techniczne i organizacyjne przed
wystgpieniem naruszenia, np. nosnik danych byt skutecznie zaszyfrowany,
po wystgpieniu naruszenie administrator podjgt dziatania, ktore wyeliminowaty
wysokie ryzyko naruszenia praw lub wolnosci osoby, ktérej dane dotycza, np. umowa
z danymi zostata wystana na niewtasciwy adres, ale zanim doszta do adresata,
administrator skontaktowat sie z kurierem i zatrzymat (anulowat) doreczenie,
skontaktowanie sie z osobami, ktérych dane dotyczg wymagatoby niewspdtmiernego
wysitku, np. uszkodzeniu ulegta jedyna kopia z danymi i administrator nie jest w
stanie odtworzy¢ danych kontaktowych tychze oso6b
e w tym wypadku administrator wydaje publiczny komunikat, albo przekazuje
informacje w inny mozliwy sposoéb, np. wysylajac dedykowany komunikat do
klientow
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6. Rejestr naruszen

Administrator powinien prowadzi¢ wewnetrzng ewidencije, w ktérej zostang udokumentowane
wszelkie naruszenia ochrony danych osobowych [art. 33 ust. 5 RODO].

e w ewidencji powinny znalez¢ sie wszystkie naruszenia, a wiec zarowno te, ktére
administrator zgtasza organowi nadzorczemu, jak i te, od ktérych zgtoszenia odstgpit,
obowigzek prowadzenia rejestru jest realizacjg zasady rozliczalnosci,
organ nadzorczy moze zazadac dostepu do ewidencji, dlatego wazne jest, by byta
prowadzona na biezgco, rzetelnie i przejrzyscie,

Co rejestrowaé w ewidenciji?

wszelkie naruszenia ochrony danych osobowych,

okolicznosci naruszenia, przebieg zdarzenia,

skutki i konsekwencje naruszenia,

podjete dziatania zaradcze (naprawcze), ktére podjgt administrator w zwigzku z

naruszeniem

e w ewidencji powinno znalez¢ sie takze uzasadnienie decyzji administratora, dlaczego
nie zgtosit okreslonego zdarzenial

Ewidencja moze by¢ prowadzona w rejestrze czynnosci przetwarzania danych osobowych,
nie musi stanowi¢ odrebnego rejestru.

Niedopetnienie obowigzku prowadzenia rejestru naruszeh (ewidencji naruszen) moze
skutkowac¢ m.in. natozeniem na administratora kary administracyjne;.
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7. Inspektor ochrony danych

Inspektor ochrony danych to osoba odpowiedzialna za zapewnienie zgodnosci przetwarzania
danych osobowych przez administratora z prawem.

Administrator wyznacza formalnego inspektora ochrony danych, zawsze gdy gtéwna
dziatalnos¢ administratora polega na operacjach przetwarzania, ktére ze wzgledu na swoj
charakter, zakres lub cele wymagajg regularnego i systematycznego monitorowania oséb,
ktorych dane dotyczg, na duzg skale lub gdy gtdéwna dziatalno$¢ administratora lub podmiotu
przetwarzajgcego polega na przetwarzaniu na duzg skale szczegdlnych kategorii danych
osobowych (danych wrazliwych). [art. 37 RODO]

W wiekszosci przypadkoéw charakter przetwarzania danych w branzy fotograficznej nie

wymaga wyznaczenia inspektora ochrony danych, z uwagi na to, ze wskazane w powyzszym
przepisie czynnosci przetwarzania danych nie sg zwyczajowo wykonywane przez fotograféw.
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Rozdziat IV — Stosuj kodeks
postepowanial

1. Sposob przystgpienia do kodeksu postepowania

Niniejszy kodeks zostat stworzony przez Krajowy Cech Fotografow przy wspétpracy z SO IN
LAW oraz Zalamo. Kodeks jest adresowany w szczegolnosci do osob bgdz podmiotow
dziatajgcych w branzy fotograficznej, a w szczegdlnosci do fotograféw.

Celem przystgpienia do stosowania kodeksu nalezy ztozy¢ do Krajowego Cechu Fotograféw
o$wiadczenie — deklaracje przystgpienia. Oswiadczenie mozna ztozy¢ osobiscie, pocztg
badz drogg elektroniczng (w przypadku deklaracji elektronicznej podmiot sktadajgcy
powinien postuzyc¢ sie podpisem kwalifikowanym).

Ztozenie oswiadczenia jest rownoznaczne z przyjeciem wszystkich postanowien zawartych w
kodeksie i zobowigzaniem do ich stosowania oraz przestrzegania.

Tres¢ oswiadczenia stanowi zatgcznik nr 1.

Czionkostwo w Kodeksie Branzowym oznacza formalne przystgpienie do jego postanowien
przez podmiot, ktéry zobowigzuje sie do ich przestrzegania w swojej dziatalnosci.Cztonkiem
Kodeksu moze zosta¢ wylacznie czionek Krajowego Cechu Fotograféow na zasadach
okreslonych w Statucie Krajowego Cechu Fotograféw z siedzibg w Katowicach.

Szczegéty dotyczgce nabycia cztonkostwa w Krajowym Cechu Fotograféw widniejg na
stronie internetowej: hittps://fotograf.org.pl/jak-do-nas-dolaczyc

Krajowy Cech Fotograféw na biezgco i niezwlocznie informuje podmiot monitorujgcy o
ustaniu cztonkostwa danego cztonka w Krajowym Cechu Fotografow.

Czionek Krajowego Cechu Fotograféw nie ma obowigzku przystgpienia do Kodeksu.

Krajowy Cech Fotograféw wydaje w formie elektronicznej zaswiadczenie o ztozeniu
oSwiadczenia — deklaracji przystgpienia do stosowania kodeksu postepowania dla
fotografow. Krajowy Cech Fotografow wydaje ww. zaswiadczenie w ciggu 30 dni roboczych,
chyba Ze oswiadczenie zawiera btedy badz zostato niepoprawnie ziozone. W razie
stwierdzenia przez Krajowy Cech Fotograféw jakichkolwiek btedéw, Krajowy Cech
Fotografow zawiadamia o tym sktadajgcego drogg elektroniczng i wzywa do uzupetnienia
brakow.

W przypadku, gdy oswiadczenie ztozyta osoba lub podmiot uprzednio wykluczony przez
podmiot monitorujgcy z grona stosujgcych kodeks, Krajowy Cech Fotograféw wydaje
zaswiadczenie dopiero po uprzednim stwierdzeniu przez podmiot monitorujgcy, ze
uchybienia prowadzgce do naruszenia kodeksu zostaty trwale usuniete
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Powotywanie sie na stosowanie niniejszego kodeksu celem wykazywania zgodnosci z
RODO jest mozliwe wytgcznie po ztozeniu waznego oswiadczenia i przyjeciu go przez
Krajowy Cech Fotograféw.
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Wzor oswiadczenia

Miejscowo$¢, data..................

Imie i nazwisko/firma:

Oswiadczenie o przystgpieniu do stosowania
Kodeksu postepowania dla fotografow

Niniejszym sktadam deklaracje przystgpienia do stosowania Kodeksu postepowania dla
fotografow opracowanego przez Krajowy Cech Fotografow i zatwierdzonego przez Prezesa
Urzedu Ochrony Danych Osobowych.

Oswiadczam, ze wraz z przystgpieniem do stosowania Kodeksu postepowania dla
fotografow przyjmuje wszystkie postanowienia zawarte w kodeksie i zobowigzuje sie do ich
stosowania oraz przestrzegania.

data i podpis*

*w przypadku ztozenia deklaracji przez osobe prawna, podpis sktada osoba uprawniona do
ztozenia niniejszego oswiadczenia.
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Rozdziat V — monitorowanie
przestrzegania kodeksu

1. Podmiot monitorujgcy

Podmiotem monitorujgcym przestrzeganie niniejszego kodeksu postepowania dla fotograféw
moze by¢ podmiot akredytowany przez Prezesa Urzedu Ochrony Danych Osobowych
zgodnie z art. 41 ust. 1 RODO. Podmiot monitorujgcy moze by¢ powotany przez Krajowy
Cech Fotograféw.

2. Nadzér nad mechanizmami

Przestrzeganie przepiséw niniejszego kodeksu przez podmioty, ktére podjety sie jego
stosowania moze by¢ monitorowane miedzy innymi poprzez przeprowadzenie audytu przez
podmiot monitorujacy.

Podmiot monitorujgcy przeprowadza kontrole w nastepujgcych przypadkach:

a) wstepna, weryfikujacy przyjecie cztonka,
b) regularng, nie rzadziej niz raz na trzy lata,
c) dorazna,
- wskutek powziecia uzasadnionych watpliwosci co do naruszenia kodeksu,
- wskutek otrzymania skargi na naruszenie kodeksu przez administratora lub
podmiot przetwarzajgcy lub na sposéb wdrozenia lub wdrazania kodeksu
przez te podmioty.

Podmiot monitorujgcy sporzgdza protokdt pokontrolny, w ktérym przedstawia wyniki
przeprowadzonej kontroli.

Jezeli w wyniku przeprowadzonej kontroli podmiot monitorujgcy stwierdzi, ze doszto do
naruszenia kodeksu, moze:

- wezwac¢ do usuniecia uchybieh, wyznaczajgc jednoczesnie termin kolejnej
kontroli, nie pdzniej niz w terminie 30 dni od dnia doreczenia ww. wezwania,

- wykluczy¢ z grona osob lub podmiotow, ktére przystgpity do stosowania
kodeksu.

W przypadku wykluczenia z grona oséb lub podmiotéw, ktére przystgpity do stosowania
kodeksu, podmiot monitorujgcy powiadamia o tym Krajowy Cech Fotografow.

Osoby lub podmioty wykluczone z grona stosujgcych kodeks mogg ponownie ztozyé
oswiadczenie o przystgpieniu do stosowania kodeksu, jednakze Krajowy Cech Fotografow
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wyda w tym wypadku zaswiadczenie dopiero po uprzednim stwierdzeniu przez podmiot
monitorujgcy, ze uchybienia prowadzgce do naruszenia kodeksu zostaty trwale usuniete.
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